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1. Introduction

This contribution adds the publication of the Service Settings including the answer mode to the MCPTT server 
2. Reason for Change

The delivery of the answer mode setting of the MCPTT UE is not covered in 3GPP TS 24.379 yet.

3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379.

* * * First Change * * * *
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7
Service authorisation

7.1
General

7.2
MCPTT client procedures

To set, update, remove or refresh the MCPTT service settings, the MCPTT Client shall generate a SIP PUBLISH request according 3GPP TS 24.229 [4], IETF RFC 3903 [rfc3903] and IETF RFC 4354 [rfc4354]. In the SIP PUBLISH request, the MCPTT client:
1)
shall set the Request-URI to the MCPTT ID of the MCPTT user;

2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9];

4)
shall set the Event header field to the 'poc-settings' value;

5)
shall set the Expires header field according to IETF RFC 3903 [52], to 4294967295, if the MCPTT user is not removing the MCPTT service settings, otherwise to remove the MCPTT Service Settings the MCPTT client shall set the Expires header field to zero;
NOTE 1:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

NOTE 2:
The expiration timer of the MCPTT Client Service Setting is only applicable for the MCPTT Client Service Setting from this MCPTT Client that matches the Instance Identifier URN. The expiration timer of MCPTT User Service Setting is also updated in the MCPTT Server  if expiration timer of MCPTT Client Service Setting is updated in the MCPTT Server.

6)
shall include an application/poc-settings+xml MIME body containing the MCPTT service settings as follows, if setting or updating the MCPTT service setting:

a)
Answer Mode Indication setting (auto-answer or manual-answer);

b)
Incoming PoC Session Barring setting to ISB not active;

c)
Incoming Instant Personal Alert Barring setting to IAB not active; and
d)
Simultaneous PoC Sessions Support setting to SSS active 

7)
shall include the Instance Identifier URN as the '<entity>' 'id' attribute;

8)
shall include an Instance Identifier URN in each added Contact header field;
Editor’s Note: 
[C1-96, C1-16abcd]  The Access Token needs to be included in the PoC Service settings
The MCPTT client shall send the SIP PUBLISH request according to 3GPP TS 24.229 [4].
On receiving the SIP 200 "OK" response to the SIP PUBLISH request the MCPTT Client may indicate to the MCPTT User the successful communication of the MCPTT service settings to the MCPTT Server.

7.3
MCPTT server procedures
Upon receiving a SIP PUBLISH request the MCPTT Server: 

1.
shall check whether the Event header field includes value 'poc-settings' and if not included the MCPTT Server shall return a SIP 489 "Bad event" response. Otherwise, continue with the rest of the steps;

2.
shall identify the MCPTT ID in the identifier of the MCPTT client of the MCPTT user;

3.
shall process the SIP PUBLISH request according to rules and procedures of IETF RFC 3903 [rfc3903] and if processing of the SIP request was not successful, do not continue with the rest of the steps;

4.
shall cache the received MCPTT Service Settings until MCPTT Service Settings expiration timer is expired; 

The MCPTT server shall send a SIP 200 "OK" response according 3GPP TS 24.229 [4].;
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