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1. Introduction
This P-CR implements the application layer and SIP layer split regarding identities for support of pre-established sessions.
2. Discussion
It is assumed that the MCPTT client does not include its MCPTT ID in a SIP INVITE request, as the participating function has a binding of the IMPU to the MCPTT and thus can include it in the outgoing SIP INVITE

Private Calls

When the MCPTT client initiates a private call, the called user is placed in a resource-list MIME body and the UE uses a pre-configured PSI to target the controlling function. 
For pre-established sessions, the Request-URI will be set to the session identity of the pre-established session. The Refer-To header can easily be constructed with a URI set to the pre-configured PSI together with the required header fields, and also a "body" URI parameter with the called user in a resource list MIME. 
Observation: The PF will need to add the identity of the calling user to the outgoing INVITE request. Assuming that the SIP layer of the PF sends the request up to the application layer, the application layer is able to request the SIP layer to construct an INVITE request containing the contents of the Refer-To header together with a mcptt-info MIME body containing the <mcptt-calling-user-id>
Group Calls
When the MCPTT client initiates a group call, the group identity is placed in the <mcptt-request-uri> element of the "mcptt-info" MIME body and the client targets the request towards its home MCPTT server (i.e. the Request-URI contains the PSI of the participating function, even though through iFC this PF will be invoked). The PF verifies the Request-URI, and then finds the MCPTT ID binding for the IMPU in the P-Asserted-Identity header . The PF then uses the group identity to find the associated controlling function and places the CF PSI in the Request URI. The PF includes the MCPTT ID of the calling user in the <mcptt-calling-user-id> element of the "mcptt-info" MIME body and also copies the <mcptt-request-uri> parameter from the incoming body to the outgoing body.
However, pre-established sessions presents a challenge. The MCPTT client is not in possession of the PSI of the CF. All it has is the group identity. So how does the UE populate the Refer-To header of the SIP REFER request?

IETF RFC 3515 states the following:

2.4.2 Processing a REFER request

   A UA accepting a well-formed REFER request SHOULD request approval

   from the user to proceed (this request could be satisfied with an

   interactive query or through accessing configured policy).  If

   approval is granted, the UA MUST contact the resource identified by

   the URI in the Refer-To header field value as discussed in Section

   2.4.3.
2.4.3 Accessing the Referred-to Resource

   The resource identified by the Refer-To URI is contacted using the

   normal mechanisms for that URI type.  For example, if the URI is a

   SIP URI indicating INVITE (using a method=INVITE URI parameter for

   example), the UA would issue a new INVITE using all of the normal

   rules for sending an INVITE defined in [1].

It is not possible to put the MCPTT group Id as a URI in the Refer-To header because:

-
SA6 define the MCPTT group Id as a URI and not a SIP-URI, so it is not guaranteed to always be a routable identity.

-
SA3 have defined hiding for identities within XML elements, not SIP headers.

Observation: IETF RFC 3515 indicates that the UA must contact the resource identified by the URI in the Refer-To header, but it does not say that it needs to contact the URI in the Refer-To header. Thus it may be possible to allow the PF to recognise the resource from the Refer-To URI and then replace the URI with the actual resource to be contacted.
3. Proposal

The following solutions are proposed:
For private calls, the UE will populate the Refer-To header with the private call PSI (which is configured on the UE). The UE will add the required header fields to the header portion of the URI and will add a "body" URI parameter containing the "mcptt-info" MIME body with the <session-type> element. The body may be a multipart/MIME body if the SDP of the session has changed after the pre-established session was established. 

Special behaviour of the PF: The PF will obtain the MCPTT ID of the calling user and will construct the outgoing INVITE from the Refer-To header, and will add the MCPTT ID to the <mcptt-calling-user-id> parameter of the "mcptt-info" MIME body of the outgoing request.
For group calls, the UE will target a "dummy PSI" as the URI in the Refer-To header field, that will be recognised by the PF as needing to implement some special behaviour. The dummy PSI could be a hardcoded identifier, i.e. replaceme@operator.com or could be the PSI of the PF itself. The UE would include the <session-type> and the group identity in the <mcptt-request-uri> of the "mcptt-info" MIME body and place that in the "body" URI header field. The may be a multipart/MIME body if the SDP of the session has changed after the pre-established session was established. The UE will also put insert the <mcptt-group-identity> in a "mcptt-info" MIME body of the REFER request.

Special behaviour of the PF: The SIP layer will send the request to the application layer and the PF will obtain the MCPTT ID of the calling user and will recognise the URI of the Refer-To header as requiring "special behaviour". The PF will read the <mcptt-group-identity> the "mcptt-info" MIME body of the REFER request, and will find the URI of the CF by using the <mcptt-group-identity>. When generating the INVITE request, the PF will generate it from the contents of the Refer-To header, but will replace the "dummy PSI" with the "real PSI" of the controlling function.
Alternative proposal: An alternative method of doing the above could be to use a Cid URL (see RFC 5368 and RFC 2392)  in the Refer-To header that points to a body of the REFER to contain information regarding the targetted URI, but the PF will still need to implement the same behaviour of replacement of the dummy PSI with the real PSI of the CF, so there seems to be no benefit in using this approach.

The author asks CT1 to endorse this proposal or to come up with alternative proposals before effort is spent on creating the P-CR content.
* * * First change * * * *
<TBD when a solution has been agreed in principle by CT1>
* * * End Changes * * * *

