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[bookmark: _Toc438049037][bookmark: _Toc438049039][bookmark: _Toc438049200]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
· For a specific reference, subsequent revisions do not apply.
· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[1A]	3GPP TS 22.011: "Service accessibility".
[1B]	Void.
[1C]	3GPP TS 22.278: "Service requirements for the Evolved Packet System (EPS)".
[2]	3GPP TS 23.003: "Numbering, addressing and identification".
[3]	3GPP TS 23.038: "Alphabets and language-specific information".
[4]	3GPP TS 23.060: "General Packet Radio Service (GPRS); Service Description; Stage 2".
[5]	3GPP TS 23.107: "Quality of Service (QoS) concept and architecture".
[6]	3GPP TS 23.122: "Non-Access-Stratum functions related to Mobile Station (MS) in idle mode".
[7]	3GPP TS 23.203: "Policy and charging control architecture".
[8]	3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2".
[8A]	3GPP TS 23.221: "Architectural requirements".
[8B]	3GPP TS 23.251: "Network Sharing; Architecture and Functional Description".
[9]	3GPP TS 23.272: "Circuit Switched Fallback in Evolved Packet System; Stage 2".
[10]	3GPP TS 23.401: "GPRS enhancements for E-UTRAN access".
[11]	3GPP TS 23.402: "GPRS architecture enhancements for non-3GPP accesses".
[11A]	3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
[12]	3GPP TS 24.007: "Mobile radio interface signalling layer 3; General aspects".
[13]	3GPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocols; Stage 3".
[13A]	3GPP TS 24.011: "Point-to-Point Short Message Service (SMS) support on mobile radio interface".
[13B]	3GPP TS 24.167: "3GPP IMS Management Object (MO); Stage 3".
[13C]	3GPP TS 24.171: "NAS Signalling for Control Plane LCS in Evolved Packet System (EPS)".
[13D]	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[13E]	3GPP TS 24.173: "IMS Multimedia telephony communication service and supplementary services; Stage 3".
[14]	3GPP TS 24.303: "Mobility Management based on DSMIPv6; User Equipment (UE) to network protocols; Stage 3".
[15]	3GPP TS 24.304: "Mobility management based on Mobile IPv4; User Equipment (UE) - foreign agent interface; Stage 3".
[15A]	3GPP TS 24.368: "Non-Access Stratum (NAS) configuration Management Object (MO)".
[15B]	3GPP TS 25.304: "User Equipment (UE) procedures in idle mode and procedures for cell reselection in connected mode".
[15C]	3GPP TS 29.002: "Mobile Application Part (MAP) specification".
[15D]	3GPP TS 24.341: "Support of SMS over IP networks; Stage 3".
[16]	3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".
[16A]	3GPP TS 29.118: "Mobility Management Entity (MME) – Visitor Location Register (VLR) SGs interface specification".
[16B]	3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".
[16C]	3GPP TS 29.272: "Evolved Packet System (EPS); Mobility Management Entity (MME) and Serving GPRS Support Node (SGSN) related interfaces based on Diameter protocol".
[16D]	3GPP TS 29.274: "Evolved Packet System (EPS); Evolved General Packet Radio Service (GPRS) Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".
[17]	3GPP TS 31.102: "Characteristics of the Universal Subscriber Identity Module (USIM) application".
[18]	3GPP TS 33.102: "3G security; Security architecture".
[19]	3GPP TS 33.401: "3GPP System Architecture Evolution; Security architecture".
[20]	3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description".
[21]	3GPP TS 36.304: "Evolved Universal Terrestrial Radio Access (E-UTRA); User Equipment (UE) procedures in idle mode".
[22]	3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC) protocol specification".
[22A]	3GPP TS 36.355: "Evolved Universal Terrestrial Radio Access (E-UTRA); LTE Positioning Protocol (LPP)".
[23]	3GPP TS 36.413: "Evolved Universal Terrestrial Access Network (E-UTRAN); S1 Application Protocol (S1AP)".
[23A]	3GPP TS 45.008: "Radio Access Network; Radio subsystem link control".
[24]	Void.
[24A]	IETF RFC 3633 (December 2003): "IPv6 Prefix Options for Dynamic Host Configuration Protocol (DHCP) version 6".
[25]	Void.
[26]	Void.
[27]	Void.
[28]	Void.
[29]	ISO/IEC 10646: "Information technology – Universal Multiple-Octet Coded Character Set (UCS)".
[30]	ITU-T Recommendation E.212: "The international identification plan for mobile terminals and mobile users".
[31]	3GPP TS 23.303: "Proximity-based services (ProSe); Stage 2".
[32]	3GPP TS 24.334: "Proximity-services (ProSe) User Equipment (UE) to Proximity-services (ProSe) Function Protocol aspects; Stage 3".
[33]	3GPP TS 23.380: "IMS restoration procedures".
[34]	3GPP TS 23.161: "Network-Based IP Flow Mobility (NBIFOM); Stage 2".
[35]	3GPP TS 24.105: "Application specific Congestion control for Data Communication (ACDC) Management Object (MO)".
[36]	3GPP TS 24.161: "Network-Based IP Flow Mobility (NBIFOM); Stage 3".
[wx]	IETF RFC 4995: "The RObust Header Compression (ROHC) Framework".
[yz]	3GPP TS 36.323: "Evolved Universal Terrestrial Radio Access (E-UTRA); Packet Data Convergence Protocol (PDCP) specification".
***** Next change *****
[bookmark: _Toc438049040]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
ACDC	Application specific Congestion control for Data Communication
AKA	Authentication and Key Agreement
AMBR	Aggregate Maximum Bit Rate
APN	Access Point Name
APN-AMBR	APN Aggregate Maximum Bit Rate
ARP	Allocation Retention Priority
BCM	Bearer Control Mode
CSG	Closed Subscriber Group
E-UTRA	Evolved Universal Terrestrial Radio Access
E-UTRAN	Evolved Universal Terrestrial Radio Access Network
EAB	Extended Access Barring
ECM	EPS Connection Management
eDRX	Extended idle-mode DRX cycle
eKSI	Key Set Identifier for E-UTRAN
EMM	EPS Mobility Management
eNode B	Evolved Node B
EPC	Evolved Packet Core Network
EPS	Evolved Packet System
ESM	EPS Session Management
GBR	Guaranteed Bit Rate
GUMMEI	Globally Unique MME Identifier
GUTI	Globally Unique Temporary Identifier
HeNB	Home eNode B
HRPD	High Rate Packet Data
IP-CAN	IP-Connectivity Access Network
ISR	Idle mode Signalling Reduction
kbps	Kilobits per second
KSI	Key Set Identifier
L-GW	Local PDN Gateway
LHN-ID	Local Home Network Identifier
LIPA	Local IP Access
M-TMSI	M-Temporary Mobile Subscriber Identity
Mbps	Megabits per second
MBR	Maximum Bit Rate
MME	Mobility Management Entity
MMEC	MME Code
PD	Protocol Discriminator
PDN GW	Packet Data Network Gateway
ProSe	Proximity-based Services
PSM	Power Saving Mode
PTI	Procedure Transaction Identity
QCI	QoS Class Identifier
QoS	Quality of Service
ROHC	RObust Header Compression
RRC	Radio Resource Control
S-TMSI	S-Temporary Mobile Subscriber Identity
S101-AP	S101 Application Protocol
S1AP	S1 Application Protocol
SAE	System Architecture Evolution
SIPTO	Selected IP Traffic Offload
TA	Tracking Area
TAC	Tracking Area Code
TAI	Tracking Area Identity
TFT	Traffic Flow Template
TI	Transaction Identifier
TIN	Temporary Identity used in Next update
[bookmark: _Toc438049317][bookmark: _Toc438049447]***** Next change *****
[bookmark: _Toc438049315][bookmark: _Toc438049360]6.2A	IP header compression
The UE and the MME shall support robust header compression (ROHC) framework (see IETF RFC 4495 [wx]) for IP header compression if control plane CIoT EPS optimization is supported for PDN connections of IP PDN type. The ROHC profiles defined in 3GPP TS 36.323 [yz] shall then be supported. The ROHC configuration is negotiated and established during the UE requested PDN connectivity procedure as specified in subclause 6.5.1.
***** Next change *****
6.5.1.2	UE requested PDN connectivity procedure initiation
In order to request connectivity to an additional PDN, the UE shall send a PDN CONNECTIVITY REQUEST message to the MME, start timer T3482 and enter the state PROCEDURE TRANSACTION PENDING (see example in figure 6.5.1.2.1).
When the PDN CONNECTIVITY REQUEST message is sent together with an ATTACH REQUEST message, the UE shall not start timer T3482 and shall not include the APN.
NOTE 1:	If the UE needs to provide protocol configuration options which require ciphering or provide an APN, or both, during the attach procedure, the ESM information transfer flag is included in the PDN CONNECTIVITY REQUEST. The MME then at a later stage in the PDN connectivity procedure initiates the ESM information request procedure in which the UE can provide the MME with protocol configuration options or APN or both.
In order to request a PDN connection for emergency bearer services, the UE shall not include an APN in the PDN CONNECTIVITY REQUEST message or, when applicable, in the ESM INFORMATION RESPONSE message.
In order to request connectivity to a PDN using the default APN, the UE includes the Aaccess point name IE in the PDN CONNECTIVITY REQUEST message or, when applicable, in the ESM INFORMATION RESPONSE message, according to the following conditions:
-	if use of a PDN using the default APN requires PAP/CHAP, then the UE should include the Access point name IE; and
-	in all other conditions, the UE need not include the Access point name IE.
In order to request connectivity to an additional PDN using a specific APN, the UE shall include the requested APN in the PDN CONNECTIVITY REQUEST message.
In the PDN type IEinformation element the UE shall indicate the IP version capability of the IP stack associated with the UE as specified in subclause 6.2.2.
If the PDN type value of the PDN type IE is set to IPv4 or IPv6 or IPv4v6 and the UE indicates "Control Plane CIoT EPS optimization supported" in the preferred network behaviour IE of the ATTACH REQUEST message, the UE shall include the header compression configuration IE in the PDN CONNECTIVITY REQUEST message.
The UE shall set the request type to "initial request" when the UE is establishing a new PDN connectivity to a PDN in an attach procedure or in a stand-alone PDN connectivity procedure. The UE shall set the request type to "emergency" when the UE is requesting a new PDN connectivity for emergency bearer services. The UE shall set the request type to "handover" when the connectivity to a PDN is established upon handover from a non-3GPP access network and the UE was connected to that PDN before the handover to the 3GPP access network, or when the UE initiates the procedure to add 3GPP access to the PDN connection which is already established over WLAN.
NOTE 2:	For emergency bearer services, the handover from non-3GPP access to E-UTRA is not supported.
If the UE supports DSMIPv6, the UE may include a request for obtaining the IPv6 address and optionally the IPv4 address of the home agent in the Protocol configuration options IE in the PDN CONNECTIVITY REQUEST message. The UE may also include a request for obtaining the IPv6 Home Network Prefix. The UE shall request the IPv6 Home Network Prefix only if the UE has requested the home agent IPv6 address. The requested home agent address(es) and the Home Network Prefix are related to the APN the UE requested connectivity for.
The UE may set the ESM information transfer flag in the PDN CONNECTIVITY REQUEST message to indicate that it has ESM information, i.e. protocol configuration options, APN, or both, that needs to be sent after the NAS signalling security has been activated between the UE and the MME.
If the UE supports A/Gb mode or Iu mode or both, the UE shall indicate the support of the network requested bearer control procedures (see 3GPP TS 24.008 [13]) in A/Gb mode or Iu mode in the Pprotocol configuration options IE.
Protocol configuration options provided in the ESM INFORMATION RESPONSE message replace any protocol configuration options provided in the PDN CONNECTIVITY REQUEST message.
When the UE initiates the procedure to add 3GPP access to the PDN connection that is already established over WLAN, the UE shall provide the same APN as that of the PDN connection established over WLAN in the PDN connectivity procedure as specified in the subclause 6.2.2 of 3GPP TS 23.161 [34].


Figure 6.5.1.2.1: UE requested PDN connectivity procedure
[bookmark: _Toc438049361]***** Next change *****
6.5.1.3	UE requested PDN connectivity procedure accepted by the network
Upon receipt of the PDN CONNECTIVITY REQUEST message, the MME checks whether the ESM information transfer flag is included. If the flag is included the MME waits for completion of the ESM information request procedure before proceeding with the PDN connectivity procedure. The MME then checks if connectivity with the requested PDN can be established. If no requested APN is included in the PDN CONNECTIVITY REQUEST message or the ESM INFORMATION RESPONSE message and the request type is different from "emergency", the MME shall use the default APN as the requested APN. If the request type is "emergency", the MME shall use the APN configured for emergency bearer services or select the statically configured PDN GW for unauthenticated UEs, if applicable.
If the network receives a PDN CONNECTIVITY REQUEST message with the same combination of APN and PDN type as an already existing PDN connection, and multiple PDN connections for a given APN are allowed, the network retains the existing EPS bearer contexts for the PDN connection and proceeds with the requested PDN connectivity procedure.
If the lower layers provide a GW Transport Layer Address value identifying a L-GW together with the PDN CONNECTIVITY REQUEST message and a PDN connection is established as a LIPA PDN connection due to the PDN CONNECTIVITY REQUEST message, then the MME shall store the GW Transport Layer Address value as the P-GW address in the EPS bearer context of the LIPA PDN connection.
If the lower layers provide a SIPTO L-GW Transport Layer Address value identifying a L-GW together with the PDN CONNECTIVITY REQUEST message and a PDN connection is established as a SIPTO at the local network PDN connection due to the PDN CONNECTIVITY REQUEST message, then the MME shall store the SIPTO L-GW Transport Layer Address value as the P-GW address in the EPS bearer context of the SIPTO at the local network PDN connection.
If the lower layers provide a LHN-ID value together with the PDN CONNECTIVITY REQUEST message and a PDN connection is established as a SIPTO at the local network PDN connection due to the PDN CONNECTIVITY REQUEST message, then the MME shall store the LHN-ID value in the EPS bearer context of the SIPTO at the local network PDN connection.
NOTE:	The receipt of a LHN-ID value during the establishment of the PDN connection, during tracking area updating procedure or during inter-MME handover can be used as an indication by the MME that the SIPTO at the local nework PDN connection is established to a stand-alone GW (see 3GPP TS 23.401 [10]).
If connectivity with the requested PDN is accepted by the network, the MME shall initiate the default EPS bearer context activation procedure (see subclause 6.4.1).
If connectivity with the requested PDN is accepted and the network considers this PDN connection a LIPA PDN connection, then subject to operator policy the MME shall include in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message the Connectivity type IE indicating "the PDN connection is considered a LIPA PDN connection".
If connectivity with the requested PDN is accepted, but with a restriction of IP version (i.e. both an IPv4 address and an IPv6 prefix is requested, but only one particular IP version, or only single IP version bearers are supported/allowed by the network), ESM cause #50 "PDN type IPv4 only allowed", #51 "PDN type IPv6 only allowed", or #52 "single address bearers only allowed", respectively, shall be included in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message.
If connectivity with the requested PDN is accepted and the UE provided the header compression configuration IE in the PDN CONNECTIVITY REQUEST message, the MME shall include the header compression configuration IE in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message. Furthermore, if the MME decides that the associated PDN connection is only for control plane CIoT EPS optimization, the MME shall include the control plane only indication in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message.
Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message, the UE shall stop timer T3482 and enter the state PROCEDURE TRANSACTION INACTIVE. The UE should ensure that the procedure transaction identity (PTI) assigned to this procedure is not released immediately. The way to achieve this is implementation dependent. While the PTI value is not released, the UE regards any received ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message with the same PTI value as a network retransmission (see subclause 7.3.1).
Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message with the Connectivity type IE indicating "the PDN connection is considered a LIPA PDN connection", the UE provides an indication to the upper layers that the connectivity is provided by a LIPA PDN connection.
***** Next change *****
[bookmark: _Toc438049627][bookmark: _Toc438049705]8.3.6.1	Message definition
This message is sent by the network to the UE to request activation of a default EPS bearer context. See table 8.3.6.1.
Message type:	ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST
Significance:		dual
Direction:			network to UE
Table 8.3.6.1: ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator
9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identity
	Procedure transaction identity
9.4
	M
	V
	1

	
	Activate default EPS bearer context request message identity
	Message type
9.8
	M
	V
	1

	
	EPS QoS
	EPS quality of service
9.9.4.3
	M
	LV
	2-14

	
	Access point name
	Access point name
9.9.4.1
	M
	LV
	2-101

	
	PDN address
	PDN address
9.9.4.9
	M
	LV
	6-14

	5D
	Transaction identifier
	Transaction identifier
9.9.4.17
	O
	TLV
	3-4

	30
	Negotiated QoS
	Quality of service
9.9.4.12
	O
	TLV
	14-22

	32
	Negotiated LLC SAPI
	LLC service access point identifier
9.9.4.7
	O
	TV
	2

	8-
	Radio priority
	Radio priority
9.9.4.13
	O
	TV
	1

	34
	Packet flow Identifier
	Packet flow Identifier
9.9.4.8
	O
	TLV
	3

	5E
	APN-AMBR
	APN aggregate maximum bit rate
9.9.4.2
	O
	TLV
	4-8

	58
	ESM cause
	ESM cause
9.9.4.4
	O
	TV
	2

	27
	Protocol configuration options
	Protocol configuration options
9.9.4.11
	O
	TLV
	3-253

	B-
	Connectivity type
	Connectivity type
9.9.4.2A
	O
	TV
	1

	C-
	WLAN offload indication
	WLAN offload acceptability
9.9.4.18
	O
	TV
	1

	33
	NBIFOM container
	NBIFOM container
9.9.4.19
	O
	TLV
	3-257

	YZ
	Header compression configuration
	Header compression configuration
9.9.4.21
	O
	TLV
	3-TBD

	WX
	Control plane only indication
	Control plane only indication
9.9.4.22
	O
	T
	1



[bookmark: _Toc438049636][bookmark: _Toc438049706]***** Next change *****
8.3.6.13	Header compression configuration
The network shall include the header compression configuration IE if:
-	the network accepts an IP PDN type; and
-	control plane CIoT EPS optimization is selected.
[bookmark: _Toc438049637]***** Next change *****
8.3.6.14	Control plane only indication
The network shall include the control plane only indication IE if the associated PDN connection is only for control plane CIoT EPS optimization.
***** Next change *****
8.3.20.1	Message definition
This message is sent by the UE to the network to initiate establishment of a PDN connection. See table 8.3.20.1.
Message type:	PDN CONNECTIVITY REQUEST
Significance:		dual
Direction:			UE to network
Table 8.3.20.1: PDN CONNECTIVITY REQUEST message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator
9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity
9.3.2
	M
	V
	1/2

	
	Procedure transaction identity
	Procedure transaction identity
9.4
	M
	V
	1

	
	PDN connectivity request message identity
	Message type
9.8
	M
	V
	1

	
	Request type
	Request type
9.9.4.14
	M
	V
	1/2

	
	PDN type
	PDN type
9.9.4.10
	M
	V
	1/2

	D-
	ESM information transfer flag
	ESM information transfer flag
9.9.4.5
	O
	TV
	1

	28
	Access point name
	Access point name
9.9.4.1
	O
	TLV
	3-102

	27
	Protocol configuration options
	Protocol configuration options
9.9.4.11
	O
	TLV
	3-253

	C-
	Device properties
	Device properties
9.9.2.0A
	O
	TV
	1

	33
	NBIFOM container
	NBIFOM container 
9.9.4.19
	O
	TLV
	3-257

	YZ
	Header compression configuration
	Header compression configuration
9.9.4.21
	O
	TLV
	3-TBD



[bookmark: _Toc438049818]***** Next change *****
[bookmark: _Toc438049711]8.3.20.7	Header compression configuration
The UE shall include the header compression configuration IE if:
-	the PDN type value of the PDN type IE is set to IPv4 or IPv6 or IPv4v6; and
-	the UE indicates "Control Plane CIoT EPS optimization supported" in the preferred network behaviour IE of the ATTACH REQUEST message.
***** Next change *****
9.9.4.21	Header compression configuration
The purpose of the header compression configuration information element is to negotiate ROHC configuration parameters.
The header compression configuration information element is coded as shown in figure 9.9.4.21.1 and table 9.9.4.21.1.
The header compression configuration is a type 4 information element with minimum length of 7 octets and a maximum length of 15 octets.
Editor’s note [WI CIoT-CT; CR#2344]:	The content definition and length of this IE is FFS but it is expected to contain mandatory information necessary for the ROHC channel setup and optionally, the ROHC context setup parameters.
[bookmark: _Toc438044281]9.9.4.22	Control plane only indication
The purpose of the control plane only indication information element is to indicate that a PDN connection is only for control plane CIoT EPS optimization, e.g. the PDN connection is with an SCEF (see 3GPP TS 23.401 [10]).
The control plane only indication information element is coded as shown in figure 9.9.4.22.1.
The control plane only indication is a type 2 information element.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Control plane only indication IEI
	octet 1



Figure 9.9.4.22.1: Control plane only indication information element
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