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1. Introduction
This contribution is proposing to add subclause [ABCD public service identity does not exist].
2. Reason for Change
In subclause 8.2.2 and 11.1.1.4.2, there is editor’s note on [ABCD public service identity does not exist].

Editor’s Note [CT1#94, C1-153751]: subclause [ABCD public service identity does not exist] needs to be provided in a future contribution.

In this contribution, new subclause on error handing which incude handling of  the error case when public service identity does not exist is proposed.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 v1.1.0.
* * * First Change * * * *

6.3.7
Error handling

6.3.7.1 Public service identity does not exist
Upon receiving a request that includes as the Request-URI a public service identity that is not allocated in the MCPTT function, the MCPTT function shall return a SIP 404 (Not found) response.
6.3.7.2 Public service identity for the private call does not exist
Upon receiving a request that includes as the Request-URI a public service identity that is not allocated for the private call in the controlling MCPTT function, the controlling MCPTT function shall return a SIP 404 (Not found) response.

* * * Next Change * * * *

8.2.2
Participating MCPTT function procedures

Upon receipt of a "SIP INVITE request for establishing a pre-established session" the participating MCPTT function:

Editor's Note [CT1#95, C1-154731]: The priority mechanisms are still to be specified for MCPTT.

1)
shall check whether the public service identity is allocated and perform the actions specified in subclause 6.3.7.1 if it is not allocated. Otherwise, continue with the rest of the steps;


2)
shall determine the MCPTT ID of the calling user and perform actions to verify the MCPTT ID of the MCPTT client and authorise the request according to local policy, and if not authorised, the participating MCPTT function shall return a SIP 403 (Forbidden) response with the warning text set to "100 function not allowed due to <detailed reason>" as specified in subclause 4.4. Otherwise, continue with the rest of the steps;

Editor's Note [CT1#94, C1-153551]: It has not been yet determined how the participating MCPTT function obtains the MCPTT ID. The MCPTT ID could either be 1) included in a body (and encrypted if need be) and then decrypted by the participating MCPTT function, with the key management solution being FFS or 2) mapping tables are provided by identity management between the IMS IMPU and the MCPTT ID and then the IMPU is translated to the MCPTT ID at the entities.

3)
shall validate the media parameters and if the MCPTT speech codec is not offered in the SIP INVITE request shall reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

Editor’s Note [CT1#94, C1-153751]: Use of the Priv-Answer-Mode header field is FFS.

Editor's Note [CT1#94, C1-153751]: NAT traversal and the potential use of ICE is FFS.

4)
shall allocate a URI to be used to identify the pre-established session;

Editor’s Note [CT1#94, C1-153751]: the use of the Resource-Priority header field is FFS.

5)
shall generate a SIP 200 (OK) response to the SIP INVITE request according to subclause 6.3.2.1.5.2 and:

a)
shall include a Contact header field containing the URI that identifies the pre-established session;

b)
shall include the Public Service Identity in the P-Asserted-Identity header field; and

c)
shall include an SDP answer as specified in 3GPP TS 24.229 [4] with the clarifications in subclause 6.3.2.1.2.2;

6)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

Editor’s Note [CT1#94, C1-153751]: An appropriate subclause needs to be referenced in 3GPP TS 24.380 [5] when available.

NOTE:
Resulting media plane processing is completed before the next step is performed.

7)
shall send the SIP 200 (OK) response towards the MCPTT client according to the rules and procedures of the 3GPP TS 24.229 [4].

* * * Next Change * * * *

11.1.1.4.2
Terminating procedures

Upon receiving of a "SIP INVITE request for controlling MCPTT function of a private call" the controlling MCPTT function:

1)
shall check whether the public service identity contained in the Request-URI is allocated for private call and perform the actions specified in subclause 6.3.7.2 if it is not allocated. Otherwise, continue with the rest of the steps;



2)
shall perform actions to verify the P-Asserted-Identity of the inviting MCPTT user and authorise the request according to local policy, and if it is not authorised the controlling MCPTT function shall return a SIP 403 (Forbidden) response with the warning text as specified in "Warning header field". Otherwise, continue with the rest of the steps;

3)
shall validate that the received SDP offer includes at least one media stream for which the media parameters and at least one codec or media format is acceptable by the controlling MCPTT function and if not, reject the request with a SIP 488 (Not Acceptable Here). Otherwise, continue with the rest of the steps;

4)
shall perform action on receipt of an initial SIP INVITE request as described in subclause 6.3.3.2.3;

5)
shall allocate a MCPTT session identity for the MCPTT private call session; and

6)
shall invite the MCPTT user listed in the MIME resource-lists body of received SIP INVITE request.

Upon receiving a SIP 180 (Ringing) response and if the SIP 180 (Ringing) or the SIP final response has not yet been sent to the inviting MCPTT client, the controlling MCPTT function:

1)
shall generate a SIP 180 (Ringing) response to the SIP INVITE request and send the SIP 180 (Ringing) response towards the inviting MCPTT client according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response for the SIP INVITE request and if the SIP final response has not yet been sent to the inviting MCPTT client the, controlling MCPTT function:

1)
shall generate a SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.3.2.3 before continuing with the rest of the steps;

2)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.2;
3)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

NOTE:
Resulting media plane processing is completed before the next step is performed.

4)
shall send a SIP 200 (OK) response towards the inviting MCPTT client according to 3GPP TS 24.229 [4].
