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1. Introduction
Address sections of 24.384 to include data existing in 24.383 v0.4.0.
2. Reason for Change
Necessary for completion of 24.384
3. Conclusions

Agree to proposed text.
4. Proposal

This revision is based on data defined in the associated Device Management (DM) object data specified in 24.383 v0.4.0, and is required to appear in 24.384 as XDM User Profile data. Because this is XDM as opposed to a DM object, it is not possible to use the same format data. For example, XDM has an authorization scheme based on IETF Common Policy, and so policy information specified in 23.383 needs to be recast per XDM Core specifications. XDM uses access permissions to control creation, deletion, modification, tracking, etc., of XDM documents.  Authorization to create user-broadcase or group-broadcast group XDM documents would not appear as data in a XDM user profile document. The proposed text below does not include that. Furthermore, to assist matching data in 24.384 with data in 24.383, the proposed text has cross references back to the corresponding data and 24.383 sections defining that data.
 An XPATH expression of an XCAP node selector must resolve to one “XML node” of the XDM document, albeit the node can be arbitrarily complex. As a way of achieving this, one can add attributes to list elements to force uniquess; this is why various attributes appear. 
The author did not have name registration information while writing this contribution, so simply included place holder text for that purpose.   
* * * First Change * * * *

7.4
MCPTT User profile document

7.4.1
General

The User Profile document is specified in this subclause. The MCPTT User Profile document content is based on requirements of Annex B.3 of TS 23.179 [3], and structure and procedures of OMA-TS-XDM_Core-V2_1-20120403-A [2].  The usage of an MCPTT User Profile in the MCPTT service is described in 3GPP TS 24.379 [5]. The schema definition is provided in section 7.4.2.
Editor's note [WID: MCPTT]:  This contains the normative description of the purpose and usage of the MCPTT User profile document which implements the parameters and functionality defined in tables B.3-1, B.3-2 and B.3 of 3GPP TS 23.179 and the functionality described in Annex B.6 of 3GPP TS 23.179. 

Editor's note [WID: MCPTT]:  For on-network operation the MCPTT User profile is stored in the MCPTT User Data base and uploaded and retrieved by the Configuration management server using the CSC-13 reference point.

Editor's note [WID: MCPTT]:  The parameters defined in tables B.3-1 and B.3-3 of 3GPP TS 23.179 are provisioned by the MCPTT service administrator using this document and the configuration of the MCPTT UE with the parameters defined in tables B.3-1 and B.3-3 of 3GPP TS 23.179 is done using this document over the CSC-4 reference point for online configuration or using the MO defined in 3GPP TS 24.383 over the CSC-11 reference point for offline configuration. 

Editor's note [WID: MCPTT]:  The parameters defined in table B.3-2 of 3GPP TS 23.179 are provisioned by the MCPTT service administrator using this document and the configuration of the MCPTT UE with the parameters defined in table B.3-2 of 3GPP TS 23.179 is also done using this document over the CSC-4 reference point.
7.4.2
Coding

7.4.2.1 Structure

The User Profile document structure is specified in this subclause.  

The <user-profile> document:

a) Shall include a “uri” attribute that contains the XUI of the user for whom this user profile is intended;

b) MAY include any other attribute for the purposes of extensibility;

c) Shall include a <Name> element specifying the name of the user profile.

d) May include a <common> element that

1. Shall include a <UserAlias> element containing one or more <alias-entry> elements, each indicating an alphanumeric alias of the user. Each <alias-entry> element shall have an ‘index’ attribute.

2. Shall include an <MCPTTUserID> element.   

3. Shall include a <MaxAffiliations> element indicating the maximum number of group affiliations of the user. 

4. Shall include a <PrivateCall> element. The <PrivateCall> element contains one or more <user-entry> elements indicating users who can be called in a private call. Each <user-entry> element shall contain a SIP or tel URI set to a valid user address 3GPP TS 24.379 [5], and may contain a <display-name> child element containing a human readable name.

5. Shall contain an <MCPTT-group-call> element containing 

i. A <MaxCalls> element indicating the maximum number of simultaneously received group calls.

ii. A <MaxTransmissions> element indicating the maximum number of simultaneous transmissions received in one group call.

iii. An <EmergencyCall> element containing

a. An <MCPTTGroupInitiation> element indicating the group to be used for initiation of an MCPTT emergency group call.

b. A <Recipient> element containing a list of <recipient-entry> elements indicating the SIP or tel URI of a recipient for an emergency private call. Each <recipient-entry> element shall have an ‘index’ attribute. 

iv. An <ImminentPerilCall> element containing 

a. An <MCPTTGroupInitiation> element indicating the group to be used for initiation of an MCPTT imminent peril group call.

v. An <EmergencyAlert> element containing 

a. A <Recipient> element containing a list of <recipient-entry> elements indicating the SIP or tel URI of a recipient for an emergency alert. Each <recipient-entry> element shall have an ‘index’ attribute. 

6. Shall contain a <Priority> element indicating the priority for the user initiating or receiving calls.

e) A <ruleset> element conforming to [RFC4745] containing a sequence of zero or more <rule> elements. 

1. The <conditions> of a <rule> element may include the <identity> element as described in [RFC4745]. 

2. The <actions> child element of any <rule> element may contain:

i. An <allow-private-call> element indicating the user is authorized to make a private call.

ii. An <allow-manual-commencement> element indicating the user is authorized to make a private call with manual commencement. 

iii. An <allow-automatic-commencement> element indicating the user is authorized to make a private call with automatic commencement. 

iv. An <allow-force-auto-answer> element indicating the user is authorized to force automatic answer for a private call. 

v. An <allow-failure-restriction> element indicating the user is authorized to restrict notification of a call failure reason for a private call. 

vi. An <allow-emergency-group-call> element indicating the user is authorized to make an emergency group call. 

vii. An <allow-emergency-private-call> element indicating the user is authorized to make an emergency private call. 

viii. An <allow-cancel-group-emergency> element indicating the user is authorized to cancel an emergency with this group. 

ix. An <allow-cancel-private-emergency-call> element indicating the user is authorized to cancel a private emergency call. 

x. An <allow-imminent-peril-call> element indicating the user is authorized to make an imminent peril group call. 

xi. An <allow-cancel-imminent-peril> element indicating the user is authorized to cancel an imminent peril group call. 

xii. An <allow-activate-emergency-alert> element indicating the user is authorized to activate an emergency alert. 

xiii. An <allow-cancel-emergency-alert> element indicating the user is authorized to cancel an emergency alert. 

f) MAY include any other element for the purposes of extensibility.

Editor's note [WID: MCPTT]: this contains normative description on coding of the MCPTT User profile, e.g. XCAP application usage.

Editor's note [WID: MCPTT]:  The coding of the parameters defined in tables B.3-1 and B.3-3 of 3GPP TS 23.179 needs to be harmonised with the corresponding MO defined in 3GPP TS 24.383. 

7.4.2.2
Application Unique ID

The AUID shall be “http://uri.etsi.org/***/***/xml//xcap/user-profile”.

Editor's note [WID: MCPTT]:  The text above requires further input from SDO registration entities. 

7.4.2.3
XML Schema

The User Profile Document shall be composed according to the XML schema described in [XSD_userProfile].

Editor's note [WID: MCPTT]:  The text above requires further input from SDO registration entities.

7.4.2.4
Default Namespace

The default namespace used in expanding URIs shall be “urn:etsi:xml:xcap:user-profile” defined in section 7.4.2.3.
Editor's note [WID: MCPTT]: The text above requires further input from SDO registration entities.

7.4.2.5
MIME type

The MIME type for the User Profile Document shall be “application/****user-profile+xml”.

Editor's note [WID: MCPTT]:  The text above requires further input from SDO registration entities.
7.4.2.6
Validation Constraints

The User Profile document shall conform to the XML Schema described in section 7.4.2.3 “XML Schema”, with the clarifications given in this section.

The value of the “uri” attribute of the <user-profile> element shall be the same as the XUI value of the Document URI for the User Profile document. If not, the XDMS shall return an HTTP “409 Conflict” response as described in [RFC4825], including the <constraint-failure> error element. If included, the “phrase” attribute SHOULD be set to “Wrong User Profile URI”.

7.4.2.7
Data Semantics

The <Name> element is of type “String”, and corresponds to the “Name” element of Section 5.2.3 in [24.383].

The <alias-entry> element is of type “String”, and corresponds to the leaf nodes of the “UserAlias” element of Section 5.2.8 in [24.383]. 

The <display-name> element is of type “String”.

The <MCPTTUser ID> element is of type “anyURI”, and corresponds to the “MCPTTUserID” element of Section 5.2.9 in [24.383].

The <MaxAffiliations> element is of type “Integer”, and corresponds to the “MaxAffiliations” element of Section 5.2.10 in [24.383].  

The <MaxCalls> element is of type “Integer”, and corresponds to the “MaxCalls” element of Section 5.2.19 in [24.383].  

The <MaxTransmissions> element is of type “Integer”, and corresponds to the “MaxTransmissions” element of Section 5.2.20 in [24.383]. 

The <user-entry> element is of type “anyURI”, as defined in [RFC3966] if telURI, or as defined in [RFC3261] if SIP URI, and corresponds to the leaf nodes of the element “UserAuthorized” of Section 5.3.13 in [24.383]. 

The <recipient-entry> element is of type “anyURI”, as defined in [RFC3966] if telURI, or as defined in [RFC3261] if SIP URI, and corresponds to the leaf nodes of the element “Authorized” of Section 5.3.23 in [24.383]. 

The <Priority> element is of a type from a namespace referenced in [RFC6878], and corresponds to the “Priority” element of Section 5.2.36 in [24.383].

The <allow-private-call> element is of type Boolean, as follows, and corresponds to the “Authorized” element of Section 5.2.12 in [24.383]. 

	“true”
	instructs the Application Server performing the originating participant function that the user is authorized to request a private call request using procedures as defined by the enabler.  The recipient must be a user identified in a <user-entry> element of the <PrivateCall> element, which corresponds to leaf nodes of “UserAuthorized” in Section 5.2.13 in [24.383]. 

	“false”
	instructs the Application Server performing the originating participant function to reject private call request using procedures as defined by the enabler.  This shall be the default value taken in the absence of the element;


The <allow-manual-commencement> element is of type Boolean, as follows, and corresponds to the “ManualCommence” element of Section 5.2.14 in [24.383]. 

	“true”
	instructs the Application Server performing the originating participant function to that the user is authorized to request a private call with manual commencement using procedures as defined by the enabler.   

	“false”
	instructs the Application Server performing the originating participant function to that the user is not authorized to request a private call with manual commencement using procedures as defined by the enabler.


The <allow-automatic-commencement> element is of type Boolean, as follows, corresponds to the “AutoCommence” element of Section 5.2.15 in [24.383].

	“true”
	instructs the Application Server performing the originating participant function to that the user is authorized to request a private call with automatic commencement using procedures as defined by the enabler.   

	“false”
	instructs the Application Server performing the originating participant function to that the user is not authorized to request a private call with automatic commencement using procedures as defined by the enabler.


The <allow-force-auto-answer> element is of type Boolean, as follows, and corresponds to the “AutoAnswer” element of Section 5.2.16 in [24.383].

	“true”
	instructs the Application Server performing the originating participant function to that the user is authorized to request a private call with forced automatic commencement using procedures as defined by the enabler.   

	“false”
	instructs the Application Server performing the originating participant function to that the user is not authorized to request a private call with forced automatic commencement using procedures as defined by the enabler.


The <allow-failure-restriction> element is of type Boolean, as follos, and corresponds to the “FailRestrict” element of Section 5.2.17 in [24.383].

	“true”
	

	“false”
	


The <allow-emergency-group-call> element is of type Boolean, as follows, and corresponds to the “Enabled” element of Section 5.2.22 in [24.383]. 

	“true”
	instructs the Application Server performing the originating participant function to that the user is authorized to request an emergency group call using procedures as defined by the enabler.   

	“false”
	instructs the Application Server performing the originating participant function to that the user is not authorized to request an emergency group call using procedures as defined by the enabler.   


The <allow-emergency-private-call> element is of type Boolean, as follow, and corresponds to the “Authorized” element of Section 5.2.23 in [24.383]. 

	“true”
	instructs the Application Server performing the originating participant function to that the user is authorized to request an emergency private call using procedures as defined by the enabler.   

	“false”
	instructs the Application Server performing the originating participant function to that the user is not authorized to request an emergency private call using procedures as defined by the enabler.   


The <allow-cancel-group-emergency-call> element is of type Boolean, as follows, and corresponds to the “CancelMCPTTGroup” element of Section 5.2.25 in [24.383].

	“true”
	instructs the Application Server performing the originating participant function to that the user is authorized to cancel an emergency group call using procedures as defined by the enabler.   

	“false”
	instructs the Application Server performing the originating participant function to that the user is not authorized to cancel an emergency group call using procedures as defined by the enabler.   


The <allow-cancel-private-emergency-call> element is of type Boolean, as follows, and corresponds to the “CancelPrivate” of Section 5.2.26 in [24.383].

	“true”
	instructs the Application Server performing the originating participant function to that the user is authorized to cancel an emergency private call using procedures as defined by the enabler.   

	“false”
	instructs the Application Server performing the originating participant function to that the user is not authorized to cancel an emergency private call using procedures as defined by the enabler.   


The <allow-imminent-peril-call> element is of type Boolean, as follows, and corresponds to the “Authorized” of Section 5.2.29 in [24.383].

	“true”
	instructs the Application Server performing the originating participant function to that the user is authorized to request an imminent peril group call using procedures as defined by the enabler.   

	“false”
	instructs the Application Server performing the originating participant function to that the user is not authorized to request an imminent peril group call using procedures as defined by the enabler.   


The <allow-cancel-imminent-peril-call> element is of type Boolean, as follows, and corresponds to the “Cancel” of Section 5.2.30 in [24.383]. 

	“true”
	instructs the Application Server performing the originating participant function to that the user is authorized to cancel an imminent peril group call using procedures as defined by the enabler.   

	“false”
	instructs the Application Server performing the originating participant function to that the user is not authorized to cancel an imminent peril group call using procedures as defined by the enabler.   


The <allow-activate-emergency-alert> element is of type Boolean, as follows, and corresponds to the “Authorized” of Section 5.2.33 in [24.383]. 

	“true”
	instructs the Application Server performing the originating participant function to that the user is authorized to activate an emergency alert using procedures as defined by the enabler.   

	“false”
	instructs the Application Server performing the originating participant function to that the user is not authorized to activate an emergency alert using procedures as defined by the enabler.   


The <allow-cancel-emergency-alert> element is of type Boolean, as follows, and corresponds to the “Cancel” of Section 5.2.34 in [24.383]. 

	“true”
	instructs the Application Server performing the originating participant function to that the user is authorized to cancel an emergency alert using procedures as defined by the enabler.   

	“false”
	instructs the Application Server performing the originating participant function to that the user is not authorized to cancel an emergency alert using procedures as defined by the enabler.   


7.4.2.8
Naming Conventions

The name of User Profile Document shall be “user-profile”.

Editor's note [WID: MCPTT]:  The text above requires further input from SDO registration entities.

7.4.2.9
Global documents

Not applicable.

Editor's note [WID: MCPTT]:  The text above requires further input from SDO registration entities.
7.4.2.10
Resource interdependencies

This Application Usage is interdependent on user profile data in the MCPTT Database and the MCPTT Management Object. 

7.4.2.11
Authorization Policies 

The authorization and access policies for a User Profile Document shall conform to those described in OMA-TS-XDM_Core-V2_1-20120403-A [2] section 5.1.5 “Authorization” and “5.6.7 Access Permissions Document” with the following exceptions:

a. The Principal (i.e., the user) of the User Profile document shall have permission to create, modify, or delete <alias-entry> child elements of the <UserAlias> elements, if the rule of the Access Permissions document associated with the User Profile contains the action element <allow-any-operation-own-data>, as specified in OMA-TS-XDM_Core-V2_1-20120403-A [2] section “5.6.7 Access Permissions Document”. 
7.4.2.12
Subscription to Changes

The User Access Policy Application Usage SHALL support subscription to changes as specified in OMA-TS-XDM_Core-V2_1-20120403-A [2] sections “6.2.2 Subscriptions to changes in the XDM Resources”.

* * * Next Change * * * *

7.5
MCPTT service configuration document

7.5.1
General

Editor's note [WID: MCPTT]:  This contains the normative description of the purpose and usage of the MCPTT service configuration document which implements the parameters and functionality defined in tables B.5-1, B.5-2 and B.2-3 in Annex B of 3GPP TS 23.179. 

Editor's note [WID: MCPTT]:  The parameters defined in tables B.5-1, B.5-2 and B.5-3 of 3GPP TS 23.179 are provisioned by the MCPTT service administrator using this document over the CSC-4 reference point.

Editor's note [WID: MCPTT]:  The configuration of the MCPTT UE with the parameters defined in tables B.5-1 and B.5-3 of 3GPP TS 23.179 for off-network operation is done using this document over the CSC-4 reference point for online configuration or using the MO defined in 3GPP TS 24.383 over the CSC-11 reference point for offline configuration. 

Editor's note [WID: MCPTT]:  The configuration of the MCPTT UE with the parameters defined in table B.5-3 of 3GPP TS 23.179 for off-network operation is done using this document over the CSC-4 reference point for online configuration or using the MO defined in 3GPP TS 24.383 over the CSC-11 reference point for offline configuration. 

Editor's note [WID: MCPTT]:  The parameters defined in table B.5-2 of 3GPP TS 23.179 can be obtained by the MCPTT UE using this document over the CSC-4 reference point.

Editor's note [WID: MCPTT]:  The parameters defined in tables B.5-1 and B.5-2 of 3GPP TS 23.179 are configured to the MCPTT server using this document over the CSC-5 reference point.

7.5.2
Coding

Editor's note [WID: MCPTT]:  this contains normative description on coding of the MCPTT service configuration document, e.g. XCAP application usage.

Editor's note [WID: MCPTT]:  The coding of the parameters defined in tables B.5-1 and B.5-3 of 3GPP TS 23.179 needs to be harmonised with the corresponding MO defined in 3GPP TS 24.383. 

7.5.2.1 Structure

The Service Configuration document structure is specified in this subclause.  

The <service-configuration> document:

a) Shall include a “uri” attribute that contains the XUI of the user for whom this service configuration is intended;

b) MAY include any other attribute for the purposes of extensibility;

c) Shall include a <Name> element specifying the name of the service configuration.

d) May include a <common> element that

1. Shall include a <PrivateCall> element containing one <MaxDuration> element indicating the maximum duration of a private call with floor control, measured in seconds.

2. Shall include an <BroadcastMCPTTGroupCall> element containing the following elements

i. One <MCPTTGroupLevel> element indicating the maximum levels of group hierarchy for group-broadcast groups.

ii. One <UserLevel> element indicating the maximum levels of user hierarchy for user-broadcast groups.

3. One <EmergencyCall> element containing 

i. One < CancelTimeout> element indicating the timeout value for the cancellation of an in-progress emergency for a private call, measured in seconds.

ii. One < MCPTTGroupTimeout> element indicating the Time limit for an in-progress emergency related to an MCPTT group, measured in seconds.

4. One <MinLengthAliasID> element minimum length of an alphanumeric identifier (i.e., alias) assigned by an MCPTT administrator, with a maximum length of 255. 

g) MAY include any other element for the purposes of extensibility.

7.5.2.2
Application Unique ID

The AUID shall be “http://uri.etsi.org/***/***/xml//xcap/service-configuration”.

Editor's note [WID: MCPTT]:  The text above requires further input from SDO registration entities. 

7.5.2.3
XML Schema

The Service Configuration document shall be composed according to the XML schema described in [XSD_serviceConfiguration].

Editor's note [WID: MCPTT]:  The text above requires further input from SDO registration entities.
7.5.2.4
Default Namespace

The default namespace used in expanding URIs shall be “urn:etsi:xml:xcap:service-configuration” defined in section 7.5.2.3.
Editor's note [WID: MCPTT]:  The text above requires further input from SDO registration entities.
7.5.2.5
MIME type

The MIME type for the Service Configuration document shall be “application/****service-configuration+xml”.

Editor's note [WID: MCPTT]:  The text above requires further input from SDO registration entities.
7.5.2.6
Validation Constraints

The Service Configuration document shall conform to the XML Schema described in section 7.5.2.3 “XML Schema”, with the clarifications given in this section.

The value of the “uri” attribute of the <service-configuration> element shall be the same as the XUI value of the Document URI for the Service Configuration document. If not, the XDMS shall return an HTTP “409 Conflict” response as described in [RFC4825], including the <constraint-failure> error element. If included, the “phrase” attribute SHOULD be set to “Wrong Service Configuration URI”.

7.5.2.7
Data Semantics

The <Name> element is of type “String”, and corresponds to the “Name” element of Section 7.2.3 of [24.383].

The <MaxDuration> element is of type “Integer”, and corresponds to the “MaxDuration” element of Section 7.2.7 in [24.383].  

The <MCPTTGroupLevel > element is of type “Integer”, and corresponds to the “MCPTTGroupLevel” element of Section 7.2.9 in [24.383].

The <UserLevel> element is of type “Integer”, and corresponds to the “MCPTTUserLevel” element of Section 7.2.10 in [24.383].

The < MCPTTGroupTimeout> element is of type “Integer”, and corresponds to the “MCPTTGroupTimeout” element of Section 7.2.13 in [24.383].

The <MinLengthAliasID> element is of type “Integer”, and corresponds to the “MinLengthAliasID” element of Section 7.2.14 in [24.383].

7.5.2.8
Naming Conventions

The name of Service Configuration document shall be “service-configuration”.

Editor's note [WID: MCPTT]:  The text above requires further input from SDO registration entities.
7.5.2.9
Global documents

Not applicable.

7.5.2.10
Resource interdependencies

This Application Usage is interdependent on service configuration data in the MCPTT Database and the MCPTT Management Object. 

7.5.2.11
Authorization Policies 

The authorization and access policies for a User Profile Document shall conform to those described in OMA-TS-XDM_Core-V2_1-20120403-A [2] section 5.1.5 “Authorization” and “5.6.7 Access Permissions Document”.

7.5.2.12
Subscription to Changes

The Service Configuration Application Usage shall support subscription to changes as specified in OMA-TS-XDM_Core-V2_1-20120403-A [2] section “6.2.2 Subscriptions to changes in the XDM Resources”.

* * * Next Change * * * *

7.6
MCPTT UE initial configuration document

7.6.1
General

Editor's note [WID: MCPTT]:  This contains the normative description of the purpose and usage of the MCPTT UE initial configuration document which implements the functionality described in Annex B.6 of 3GPP TS 23.179. 

Editor's note [WID: MCPTT]: The parameters defined in this document are only provisioned by the MCPTT service administrator as the configuration of the MCPTT UE with these parameters is done using the MO defined in 3GPP TS 24.383 over the CSC-4 or CSC-11 reference points. 

7.6.2
Coding

Editor's note [WID: MCPTT]:  this contains normative description on coding of the MCPTT UE initial configuration document, e.g. XCAP application usage.

Editor's note [WID: MCPTT]:  The coding of the parameters needs to be harmonised with the corresponding MO defined in 3GPP TS 24.383. 

7.6.2.1 Structure

The Initial Configuration document structure is specified in this subclause.  

The <initial-configuration> document:

a) Shall include a “uri” attribute that contains the XUI of the User for whom this initial configuration is intended;

b) MAY include any other attribute for the purposes of extensibility;

c) Shall include a <Name> element specifying the name of the initial configuration settings.

d) May include a <DefaultUserProfile> element containing a <UserID> indicating the default MCPTT User Identity.

e) MAY include any other element for the purposes of extensibility.

7.6.2.2
Application Unique ID

The AUID shall be “http://uri.etsi.org/***/***/xml//xcap/initial-configuration”.

Editor's note [WID: MCPTT]:  The text above requires further input from SDO registration entities. 

7.6.2.3
XML Schema

The Initial Configuration document shall be composed according to the XML schema described in [XSD_initialConfiguration].

Editor's note [WID: MCPTT]:  The text above requires further input from SDO registration entities.
7.6.2.4
Default Namespace

The default namespace used in expanding URIs shall be “urn:etsi:xml:xcap:initial-configuration” defined in section 7.6.2.3.
Editor's note [WID: MCPTT]:  The text above requires further input from SDO registration entities.
7.6.2.5
MIME type

The MIME type for the Initial Configuration document shall be “application/****initial-configuration+xml”.

Editor's note [WID: MCPTT]:  The text above requires further input from SDO registration entities.
7.6.2.6
Validation Constraints

The Initial Configuration document shall conform to the XML Schema described in section 7.6.2.3 “XML Schema”, with the clarifications given in this section.

The value of the “uri” attribute of the <initial-configuration> element shall be the same as the XUI value of the Document URI for the Initial Configuration document. If not, the XDMS shall return an HTTP “409 Conflict” response as described in [RFC4825], including the <constraint-failure> error element. If included, the “phrase” attribute SHOULD be set to “Wrong Initial Configuration URI”.

7.6.2.7
Data Semantics

The <Name> element is of type “String”, and corresponds to the “Name” element of Section 8.2.3 in [24.383].

The <UserID> element is of type “anyURI”, and corresponds to the element “UserID” of Section 8.2.6 in [24.383].

7.6.2.8
Naming Conventions

The name of Initial Configuration document shall be “initial-configuration”.

Editor's note [WID: MCPTT]: The text above requires further input from SDO registration entities
7.6.2.9
Global documents

Not applicable.

7.6.2.10
Resource interdependencies

This Application Usage is interdependent on initial configuration data in the MCPTT Database and the MCPTT Management Object. 

7.6.2.11
Authorization Policies 

The authorization and access policies for a User Profile Document shall conform to those described in OMA-TS-XDM_Core-V2_1-20120403-A [2] section 5.1.5 “Authorization” and “5.6.7 Access Permissions Document”

7.6.2.12
Subscription to Changes

The Service Configuration Application Usage shall support subscription to changes as specified in OMA-TS-XDM_Core-V2_1-20120403-A [2] section “Subscriptions to changes in the XDM Resources”.

