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1. Introduction
3GPP TS 33.179 specifies HTTP-1 interface security. This pCR provides a reference from 3GPP TA 24.382 to 3GPP TS 33.179 to provide specification for HTTP-1 interface security.
2. Reason for Change
This pCR provides specification for HTTP-1 interface security for 3GPP TS 24.382 V0.2.0.
The original content of this pCR was replaced with that of an HTTP infrastructure pCR whose content was added to 24.382 as Annex A. Therefore, clause 7 of 24.382 is no longer needed and is to be removed by this pCR.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.382 V0.2.0.
* * * First Change * * * *
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