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1. Introduction
<Introduction part >

2. Reason for Change
When the usage of the Resource-Priority header field is described references to the namespace definition are needed. This pCR provides the references to draft-holmberg-dispatch-mcptt-rp-namespace-00
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS <TS number and version>.
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.179: "Mission Critical Push To Talk (MCPTT) over LTE; Stage 1".

[3]
3GPP TS 23.179: "Functional architecture and information flows to support mission critical communication services; Stage 2".

[4]
3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[5]
3GPP TS 24.380: "Mission Critical Push To Talk (MCPTT) floor control Protocol specification".

[6]
IETF RFC 3841 (August 2004): "Caller Preferences for the Session Initiation Protocol (SIP)".

[7]
IETF RFC 4028 (April 2005): "Session Timers in the Session Initiation Protocol (SIP)".

[8]
IETF RFC 4574 (August 2006), "The Session Description Protocol (SDP) Label Attribute".

[9]
IETF RFC 6050 (November 2010), "A Session Initiation Protocol (SIP) Extension for the Identification of Services".

[10]
IETF RFC 3550: "RTP: A Transport Protocol for Real-Time Applications".

[11]
IETF RFC 2974: "Session Announcement Protocol".

[12]
IETF RFC 4566: "Session Description Protocol".

[13]
IETF RFC 3605: "Real Time Control Protocol (RTCP) attribute in Session Description Protocol (SDP)".

[14]
IETF RFC 3325: "Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks".

[15]
IETF RFC 5626 (October 2009): "Managing Client-Initiated Connections in the Session Initiation Protocol (SIP)".

[16]
IETF RFC 3840 (August 2004): "Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)".

[17]
IETF RFC 5245 (April 2010): "Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal for Offer Answer Protocols".

[18]
IETF RFC 5373 (November 2008): "Requesting Answering Modes for the Session Initiation Protocol (SIP)".

[19]
IETF RFC 5364 (October 2008): "Extensible Markup Language (XML) Format Extension for Representing Copy Control Attributes in Resource Lists".

[20]
IETF RFC 5366 (October 2008): "Conference Establishment Using Request-Contained Lists in the Session Initiation Protocol (SIP)".

[21]
IETF RFC 2046 (November 1996): "Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types".

[22]
IETF RFC 4488 (May 2006): "Suppression of Session Initiation Protocol (SIP) REFER Method Implicit Subscription".

[23]
IETF RFC 4538 (June 2006): "Request Authorization through Dialog Identification in the Session Initiation Protocol (SIP)".

[24]
IETF RFC 3261 (June 2002): "SIP: Session Initiation Protocol".

[25]
IETF RFC 3515: "The Session Initiation Protocol (SIP) Refer Method".

[26]
IETF RFC 6665 (July 2012): "SIP-Specific Event Notification".
[27]
IETF RFC 7647 (September 2015): "Clarifications for the use of REFER with RFC6665".

[28]
3GPP TS 24.334: "Proximity-services (ProSe) User Equipment (UE) to Proximity-services (ProSe) Function Protocol aspects; Stage 3".

[29]
IETF RFC 4412 (February 2006): "Communications Resource Priority for the Session Initiation Protocol (SIP)".

[30]
IETF RFC 4575 (August 2006): "A Session Initiation Protocol (SIP) Event Package for Conference State".

[31]
3GPP TS 24.381: "Mission Critical Push To Talk (MCPTT) group management Protocol specification".

[32]
IETF RFC 4483: "A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages.

[33]
IETF RFC 3428 (December 2002): "Session Initiation Protocol (SIP) Extension for Instant Messaging".

[34]
IETF RFC 4964 (October 2007): "The P-Answer-State Header Extension to the Session Initiation Protocol for the Open Mobile Alliance Push-to-talk over Cellular".

[35]
IETF RFC 7614 (August 2015): "Explicit Subscriptions for the REFER Method".

[36]
IETF RFC 5318 (December 2008): "The Session Initiation Protocol (SIP) P-Refused-URI-List Private-Header (P-Header)".

[37]
IETF RFC 3903 (October 2004): "Session Initiation Protocol (SIP) Extension for Event State Publication".

[38]
IETF RFC 5368: "Referring to Multiple Resources in the Session Initiation Protocol (SIP)".

[39]
IETF RFC 5761: "Multiplexing RTP Data and Control Packets on a Single Port".

[40]
3GPP TS 23.003: "Numbering, addressing and identification".

[41]
3GPP TS 23.203: "Policy and charging control architecture".

[42]
3GPP TS 29.468: "Group Communication System Enablers for LTE (GCSE_LTE); MB2 Reference Point; Stage 3".

[43]
3GPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocols; Stage 3".
[xx]
draft-holmberg-dispatch-mcptt-rp-namespace-00.txt (February 2016) "Resource-Priority Namespace for Mission Critical Push To Talk service".

Editor's note [CT1#96, C1-16xxxx]: The above document cannot be formally referenced until it is published as an RFC.

* * * Next Change * * * *

4.6.1
MCPTT emergency group calls

MCPTT emergency group calls as defined by 3GPP TS 23.179 [3] are supported by the procedures in this specification. The following MCPTT emergency group call functionalities are described:

-
MCPTT emergency group call origination;

-
upgrade of an MCPTT group call to an MCPTT emergency group call; and

-
In-progress group emergency cancel. 

NOTE 1:
In-progress group emergency cancel really means the cancellation of the In-progress emergency state of the group, which is managed by the controlling MCPTT function.

The above functionalities are supported using both MCPTT pre-arranged group calls and MCPTT chat group calls.

Key aspects of MCPTT emergency group calls include:

-
adjusted EPS bearer priority for all participants whether or not they themselves are in an emergency condition (i.e. have their MCPTT emergency state set). This is achieved by using the Resource-Priority header field as specified in IETF RFC 4412 [29] with namespaces defined for use by MCPTT specified in draft-holmberg-dispatch-mcptt-rp-namespace [xx];

-
pre-emptive floor control priority over MCPTT users in MCPTT emergency group calls who themselves do not have their MCPTT emergency state set;

-
restoration of normal EPS bearer priority to the call participants when the in-progress emergency group state is cancelled;

-
restoration of normal floor control priority participants when the in-progress emergency group state is cancelled;

-
requires the MCPTT user to be authorised to either originate or cancel an MCPTT emergency group call;

-
requests to originate MCPTT emergency group calls may also include an indication of an MCPTT emergency alert; and 

-
requests to cancel MCPTT emergency group calls may also include an indication of cancelling a previously issued MCPTT emergency alert.

There are a number of states that are key in managing these aspects of MCPTT emergency group calls, which include:

-
MCPTT emergency state: as defined in 3GPP TS 22.179 [2] and 3GPP TS 23.179 [3], indicates that the MCPTT user is in a life-threatening situation. Managed by the MCPTT user of the device or an authorised MCPTT user. While the MCPTT emergency state is set on the client, all calls originated by the client will be MCPTT emergency calls, assuming the MCPTT user is authorised for MCPTT emergency calls on them.

-
in-progress emergency group state: as defined in 3GPP TS 22.179 [2] and 3GPP TS 23.179 [3], indicates whether or not there is an MCPTT emergency group call ongoing on the specified group. This state is managed by the controlling MCPTT function. All group calls originated on this MCPTT group when in an In-progress emergency state are MCPTT emergency group calls until this state is cancelled, whether or not the originator is themself in an MCPTT emergency state.

-
MCPTT emergency group state (MEG): this is an internal state managed by the MCPTT client which tracks the In-progress emergency state of the group as defined in 3GPP TS 22.179 [2] and 3GPP TS 23.179 [3] and managed by the controlling MCPTT function. Ideally, the MCPTT client would not need to track the in-progress emergency group state, but doing so enables the MCPTT client to request MCPTT emergency-level priority earlier than otherwise possible. For example, if the MCPTT user wishes to join an MCPTT emergency group call and is not in MCPTT emergency state itself, the MCPTT client should have emergency level priority. If it has knowledge of the In-progress emergency state of the group, it can request priority by including a Resource-Priority header field set to the MCPTT namespace, specified in draft-holmberg-dispatch-mcptt-rp-namespace [xx], and appropriate priority level in the INVITE (or re-INVITE). 

-
MCPTT emergency group call state (MEGC): this is an internal state managed by the MCPTT client which in conjunction with the MCPTT emergency alert state aids in managing the MCPTT emergency state and related actions.

-
MCPTT emergency alert state (MEA): this is also an internal state of the MCPTT client which in conjunction with the MCPTT emergergency group call state aids in managing the MCPTT emergency state and related actions.

NOTE 2:
The above states and their transitions are described in Annex G

* * * Next Change * * * *

<6.2.8.1.2
Resource-Priority header field for MCPTT emergency group calls

NOTE 1:
This subclause is referenced from other procedures

When the MCPTT emergency group call state is set to either "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" and this group is authorised to originate MCPTT emergency group calls, or the MCPTT client emergency group state of the group is set to "MEG 2: in-progress", the MCPTT client shall include in the SIP INVITE request a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [xx] and the priority set to the priority indicated for emergency calls.

NOTE 2:
The MCPTT client ideally would not need to maintain knowledge of the In-progress emergency state of the group (as tracked on the MCPTT client by the MCPTT client emergency group state) but can use this knowledge to provide a Resource-Priority header field set to emergency level priority, which starts the infrastructure priority adjustment process sooner than otherwise would be the case.

When the MCPTT emergency group call state is set to "MEGC 1: emergency-gc-capable " and the MCPTT user is authorised to cancel MCPTT emergency group calls, or the MCPTT client emergency group state of the group is "no-emergency" or "cancel-pending", the MCPTT client shall include in the SIP INVITE request a Resource-Priority header field with the namespace set to the MCPTT-specific namespace and the priority set to the normal priority level designated for this MCPTT user.

Editor's Note [CT1#95-bis, C1-160326]: It is to be determined if configuration or another mechanism is used for the MCPTT client to determine what "the priority indicated for emergency calls" should be.

* * * Next Change * * * *

6.3.2.1.8.2
Resource-Priority header field for MCPTT emergency group calls

NOTE:
This subclauses is referenced from other procedures

If the received SIP INVITE request contains a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [xx] and the priority set to the priority designated for emergency calls, the participating MCPTT function shall include a Resource-Priority header field set to the value indicated in the Resource-Priority header field of the SIP INVITE request from the MCPTT client. 

Editor's Note [CT1#95-bis, C1-160421]: It is to be determined if configuration or another mechanism is used for the participating MCPTT server to determine what the "MCPTT-specific namespace" and "the priority designated for emergency calls" should be.

Editor's Note [CT1#95-bis, C1-160421]: If the Require header field with the resource-priority option tag is determined to be used, this subclause needs to be updated to reject the request with a 417 (Unknown Resource-Priority) response as per IETF RFC 4412. 

* * * Next Change * * * *

6.3.3.1.6
Sending a SIP re-INVITE request for MCPTT emergency group call

NOTE:
This subclause is referenced from other procedures.

The controlling MCPTT function shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [4].
The controlling MCPTT function:

1)
shall include in the Contact header field an MCPTT session identity for the MCPTT session with the g.3gpp.mcptt media feature tag and the isfocus media feature tag according to IETF RFC 3840 [16];

2)
shall set the Request-URI to the public user identity associated to the MCPTT user to be invited as specified in subclause 6.3.3.x;

Editor's Note [C1#95-bis, C1-160422]: Subclause 6.3.3.x is to be provided.
3)
shall include an SDP offer with the media parameters as currently established with the terminating MCPTT client according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.3.3.1.1;
Editor's Note [C1#95-bis, C1-160422]: The MCPTT ID of the initiator needs to be included somewhere in this re-INVITE and is currently missing. P-Asserted-Identity or mcpttinfo body are potential candidates.
4)
shall include the Call-ID, From tag and To tag which are provided from the MCPTT group session;

5)
should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7]. The refresher parameter shall be omitted;

6)
shall include the Supported header field set to "timer";

7) if the In-progress emergency state of the group is set to a value of "true" the controlling MCPTT function: 
a)
shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [xx] and the priority set to the priority level designated for MCPTT emergency group call;

b)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true"; and

c)
if the <alert-ind> element is set to "true" in the received SIP INVITE and MCPTT emergency alerts are authorised for this group, shall set the <alert-ind> element of the "application/vnd.3gpp.mcptt-info" MIME body to a value of "true". Otherwise, shall set the <alert-ind> element to a value of false; and

Editor's Note [C1#95-bis, C1-160422]: if the alert-ind is to be included, the Location info of the client needs to be included. It is currently missing. 

8)
if the In-progress emergency state of the group is set to a value of "false":
a)
shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace and the priority set to the normal priority level designated for this MCPTT user; and

b)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "false" and the <alert-ind> element set to the value of the <alert-ind> element of the received SIP INVITE request.

* * * Next Change * * * *

10.1.2.2.2.1
MCPTT client joins a chat MCPTT group session

Upon receiving a request from an MCPTT user to establish an MCPTT group session using an MCPTT group identity identifying a chat MCPTT group within the pre-established session, the MCPTT client shall generate a SIP REFER request as specified in IETF RFC 3515 [25] as updated by IETF RFC 6665 [26] and IETF RFC 7647 [27], and in accordance with the UE procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

NOTE:
this procedure assumes the use of a pre-established session as specified in subclause 8.2.1. 

Editor's Note [CT1#94, C1-153749]: This subclause assumes no encryption of application-related sensitive data in the request (e.g. to hide the MCPTT identities from the SIP layer) is required. Requirements for encryption are FFS, If encryption is required then this SIP request will also exist in a form that identifies that the request carries sensitive data.

Editor's Note [CT1#94, C1-153749]: This procedure and any associated server procedures may need to be revisited for the purposes of decreasing the overall number of sessions consumed by joined members of the group.

Editor’s Note [CT1#94, C1-153749]: the management of the media resource allocation by the pre-established session is FFS.

The MCPTT client:

1)
shall set the Request URI of the SIP REFER request to the session identity of the pre-established session;

Editor's Note [CT1#94, C1-153749]: the above assumes that the MCPTT client has cached the pre-established session identity. If this approach is used there is impact to subclause 8.2.1 as well.

2)
shall set the Refer-To header field of the SIP REFER request to the URI of the chat MCPTT group according to IETF RFC 3515 [25] and extended with the following header fields in the headers portion of the SIP URI:

a)
the Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6]; 

b)
an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6]; and

c)
a Content-Type URI header field containing an "application/vnd.3gpp.mcptt-info"MIME type of the "body" URI header field with a body containing the <mcpttinfo> element with the <mcpttclient-Params> element and with the <session-type> element set to a value of "chat";

3)
may additionally include the Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [xx] and the priority set to the priority level designated for MCPTT chat group session;
Editor's Note [CT1#94, C1-153749]: What values the Resource-Priority header field is set to is FFS.

4)
shall include a P-Preferred-Service header field set to the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), according to IETF RFC 6050 [9];

5)
shall include the following according to IETF RFC 4488 [22]:

a)
the option tag "norefersub" in the Supported header field; and

b)
the value "false" in the Refer-Sub header field.

Editor's Note [CT1#94, C1-153749]: Need to discuss if the MCPTT client includes the "norefersub" in a Require header field and the Refer-Sub header field with value "false" as specified in RFC 4488 or whether the MCPTT server should instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tag in the Require header field, of the REFER request, or both. 
6)
shall include a Target-Dialog header field as specified in IETF RFC 4538 [23] identifying the pre-established session;

7)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP REFER request according to IETF RFC 3840 [16];

8)
if implicit floor control is required, shall comply with the conditions specified in subclause 6.4; and

9)
shall send the SIP REFER request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx final response to the SIP REFER request, the MCPTT client:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

* * * Next Change * * * *

10.1.2.4.1.1
MCPTT chat session establishment

Upon receipt of a "SIP INVITE request for controlling MCPTT function of an MCPTT Group" for a MCPTT group identity identifying a chat MCPTT group, the controlling MCPTT function: 

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24];

NOTE 1:
if the SIP INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true", the controlling MCPTT function may by means beyond the scope of this specification choose to accept the request.

Editor's Note [CT1#94, C1-153737]: The priority mechanisms are still to be specified for MCPTT. The priority mechanisms may be a factor in determining whether to reject or allow the request.

2)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag;

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; or

c)
the isfocus media feature tag is present in the Contact header field;

3)
shall determine the MCPTT ID of the calling user and authorise the calling user;

Editor's Note [CT1#94, C1-153737]: It has not been yet determined how the controlling MCPTT function obtains the MCPTT ID. The MCPTT ID could either be 1) included in a body (and encrypted if need be) and then decrypted by the server, with the key management solution being FFS or 2) mapping tables are provided by identity management between the IMS IMPU and the MCPTT ID and then the IMPU is translated to the MCPTT ID at the entities.

4)
if the user identified by the MCPTT ID is not authorised to join this chat group, shall reject the "SIP INVITE request for controlling MCPTT function of an MCPTT Group " with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "106 user not authorised to join chat group" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the remaining steps;

5)
if the SIP INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true" and the MCPTT group is not authorised for MCPTT emergency group calls:

a)
if the <alert-ind> element of the mcpttinfo MIME body is set to "true" and MCPTT emergency alerts are authorised for this MCPTT group, shall reject the "SIP INVITE request for controlling MCPTT function of an MCPTT Group" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "129 group not authorised for emergency group call, authorised for emergency alert" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the remaining steps;

Editor's Note [C1#95-bis, C1-160422]: for the case in step a) above, an emergency alert needs to be sent to the affiliated members of the group but is not included in this contribution.

b)
if the <alert-ind> element of the mcpttinfo MIME body is set to "true" and MCPTT emergency alerts are not authorised for this MCPTT group, shall reject the "SIP INVITE request for controlling MCPTT function of an MCPTT Group" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "130 group not authorised for emergency group call, not authorised for emergency alert" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the remaining steps; or

c)
if the <alert-ind> element of the mcpttinfo MIME body is set to "false" shall reject the "SIP INVITE request for controlling MCPTT function of an MCPTT Group" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "131 group not authorised for emergency group call" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the remaining steps; 

Editor's Note [C1#95-bis, C1-160422]: step 5) may be moved to a general subclause to make it re-usable for pre-arranged emergency calls.

Editor's Note [C1#95-bis, C1-160422]: authorising the MCPTT user as being able to originate MCPTT emergency calls is needed as well. This could be obtained from the configuration management server although this is not at this time specified as data that would be known by the MCPTT server in Annex B of 23.179 v1.2.0.

6)
if the MCPTT user is not affiliated with the chat MCPTT group the controlling MCPTT function shall affiliate the MCPTT user with the MCPTT chat group and store the affiliation information locally;

Editor's Note [CT1#94, C1-153737]: the mechanism for implicit affiliation is to be determined, including how this information is made available to the participating server to enable its check for maximum simultaneous affiliations (N2).

7)
if the MCPTT user was newly affiliated in step 5) above, update the MCPTT user's affiliation status with the Group Management Server as specified in 3GPP TS 24.381 [31];

8)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

9)
shall create a chat group session and allocate an MCPTT session identity for the chat group session if the MCPTT chat group session identity does not already exist;

10)
if the SIP INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true" or the In-progress emergency state of the group to "true" the controlling MCPTT function shall:

a)
validate that the SIP INVITE request includes a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [xx] and the priority set to the priority designated for emergency calls and if not shall perform the actions specified in subclause 6.3.3.1.y; and

Editor's Note [C1#95-bis, C1-160422]: subclause 6.3.3.1.y is not provided at this meeting. If the Require header field is used with the resource-priority option tag the request will need to be rejected as per IETF RFC 4412. It may be a better approach to recover by the controller sending a 1xx response followed by a SIP UPDATE request with a properly populated Resource-Priority header field.

NOTE 2:
verify that the Resource-Priority header is included and properly populated for both ongoing and newly- entered In-progress emergency states of the specified group.

b)
if the in-progress emergency state of the group is set to a value of "false", shall set the value of the In-progress emergency state of the group to "true" and generate SIP re-INVITE requests for the MCPTT emergency group call to the other affiliated participants of the chat MCPTT group as specified in subclause 6.3.3.1.6.

Editor's Note [C1#95-bis, C1-160422]: 23.179 v 1.2.0, step 6 of subclause 10.6.2.6.1 states that "The MCPTT server records the identity of the MCPTT user that initiated the MCPTT emergency group call until the MCPTT emergency is cancelled". However, there is no follow-up in the 23.179 text as to how this information is to be used. 

Editor's Note [C1#95-bis, C1-160422]: assuming that an MCPTT client can be affiliated to a chat MCPTT group without also being joined, the controlling MCPTT function needs to generate SIP INVITE requests to clients that are affiliated but not joined. This functionality is missing at present in this pCR and needs to be added.

11)
shall accept the SIP request and generate a SIP 200 (OK) response to the SIP INVITE request according to 3GPP TS 24.229 [4];

12)
shall include in the SIP 200 (OK) response an SDP answer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.3.3.2.1;

13)
should include the Session-Expires header field and start supervising the SIP session according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

14)
shall include the "timer" option tag in a Require header field;

15)
shall include the following in a Contact header field:

a)
the g.3gpp.mcptt media feature tag; 

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";

c)
the MCPTT session identity; and

d)
the media feature tag isfocus; 

16)
shall include the "norefersub" option tag in a Supported header field according to IETF RFC 4488 [22];

Editor's Note [CT1#94, C1-153737]: Need to discuss if the MCPTT client includes the "norefersub" in a Require header field and the Refer-Sub header field with value "false" as specified in RFC 4488 or whether the MCPTT server should instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tag in the Require header field where applicable, or both.

17)
shall include the "tdialog" option tag in a Supported header field according to IETF RFC 4538 [23];

18)
if the SIP INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <alert-ind> element set to a value of "true" and MCPTT emergency alerts are not authorised for this MCPTT group, shall include warning text set to "132 emergency group call authorised, emergency alert not authorised" in a Warning header field as specified in subclause 4.4.

19)
shall interact with media plane as specified in 3GPP TS 24.380 [5]; and

Editor's Note [CT1#94, C1-153737]: additional interaction with the media plane will be needed to enable the enforcement of call commencement and continuation conditions (e.g., sufficient number of acknowledgements from desired call participants).

20)
shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4].

* * * Next Change * * * *

