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	Reason for change:
	In recent SA2#112 meeting, it has been decided that the ePDG configuration information for emergency services is separate from the configuration for regular services (S2-154199 CR#2912):

The ePDG configuration information for emergency services shall be separate from the configuration for regular services and exclusively used for the ePDG selection of emergency services.

Stage 3 alignment is needed.



	
	

	Summary of change:
	Update subclause 7.2.1A to use separate emergency ePDG identifier configuration for selecting ePDG for emergency services in WLAN.
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	*** First Change ***


7.2.1A
Selection of the ePDG for emergency bearer services
When performing ePDG selection for establishing emergency session over untrusted access, the UE shall behave as follows:

-
if Emergency ePDG identifier is provisioned in the ePDG configuration information, the UE shall select an ePDG from the list of configured ePDGs in the Emergency ePDG identifier and proceed with the IPsec tunnel establishment towards this ePDG as specified in subclause 4.5.4a.2 of 3GPP TS 23.402 [6];

-
if Emergency ePDG identifier is not provisioned in the ePDG configuration information, the UE shall proceed with ePDG selection for emergency bearer services by following the general ePDG selection procedure specified in subclause 7.2.1 using emergency FQDN as defined in 3GPP TS 23.003 [3] and subclause 4.5.4a.3 of 3GPP TS 23.402 [6].
	*** End Change ***


