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Abstract:
Proposes handling of the SSRC values (currently not specified) for the mission critical RTP and RTPC sessions.   
1. Reason for Change

The handling of the SSRC value necessary for the (S)RTP and (S)RTPC headers (used for media and media control) and for the generation of the Keystream for confidentiality per 33.179 sections 7.5.1 and 7.6.1 is currently missing from the specification. This contribution proposes its addition.  
2. Summary of Change

Since MCPTT groups can be quite large, the chances of SSRC collisions within the same RTP session is increased versus one-to-one calls. Although RFC 3550 describes a mechanism for SSRC collision resolution (see section 8.2), it involves mechanisms that may not be fully appropriate for mission critical operations as they introduce delays and packet loss: for example discarding packets, arbitrarily choosing a source for discarding packets, sending RTCP BYE which results in RTP session termination. 

Therefore for mission critical applications, in order to ensure uniqueness, distinct SSRC values should be generated at a central point (the MCPTT server controlling function for each MCPTT group) for each MCPTT client and for each media stream of each MCPTT group to which the MCPTT client is affiliated. The SSRCs values are distributed via SDP to all those MCPTT clients. RFC 5576 describes the specification of the SSRC via the attribute (a=) line in the SDP.
Although the chances of (erroneous) SSRC duplicates is remote with this scheme, for reasons of robustness, a capability is added that in case of an unknown or unexpected value noticed in the media or media control from an MCPTT client, the MCPTT server controlling function will distribute a new SSRC value to the MCPTT client for the respective media stream/group.   
3. Consequence if not approved

The setting of the SSRC values will be unspecified which could lead to difficulty implementing and to duplicate values, that may require delay and/or service interruption to resolve and may introduce security weaknesses.
4. Comments

None.

5. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 1.0.0.

<***** Existing section modified *******>
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<***** New section added *******>

6.2.9
Use of SSRC value by the MCPTT client
The MCPTT Client shall use the most recently received SSRC value for each media and media control (S)RTP and (S)RTPC, respectively, that it transmits. The MCPTT client may temporarily use a locally generated SSRC value only if it has not received a SSRC value or has determined that its SSRC value in use is duplicated. 
<***** Existing section modified *******>
6.3.3.1.1
SDP offer generation

The SDP offer is generated based on the received SDP offer. The SDP offer generated by the controlling MCPTT function:

1)
shall contain only one SDP media-level section for MCPTT speech as contained in the received SDP offer; and

2)
shall contain an SDP media-level section for one media-floor control entity, if present in the received SDP offer. 

When composing the SDP offer according to 3GPP TS 24.229 [4], the controlling MCPTT function:

1)
shall replace the IP address and port number for the offered media stream in the received SDP offer with the IP address and port number of the participating MCPTT function; 
2)
shall replace the IP address and port number for the offered media floor control entity, if any, in the received SDP offer with the IP address and port number of the participating MCPTT function;
3)
shall add a new or a replacement attribute line with the SSRC value that it assigned to the MCPTT client for the offered media stream in the received SDP offer; and

4)
shall add a new or a replacement attribute line with the SSRC value that it assigned to the MCPTT client for the offered media floor control entity, if any, in the received SDP offer.
NOTE:
The syntax for the SDP a= line for the SSRC value is described in RFC 5576[x].
When receiving a SIP request to add a new MCPTT user to an existing MCPTT Session, the controlling MCPTT function shall offer the media stream currently used in the MCPTT session.
<***** Existing section modified *******>
6.3.3.2.1
SDP answer generation

When composing the SDP answer according to 3GPP TS 24.229 [4], the controlling MCPTT function:

1)
shall replace the IP address and port number in the received SDP offer with the IP address and port number of the controlling MCPTT function, for the accepted media stream in the received SDP offer; 
2)
shall replace the IP address and port number in the received SDP offer with the IP address and port number of the controlling MCPTT function, for the accepted media-floor control entity, if present in the received SDP offer;

3)
shall add a new or a replacement attribute line with the SSRC value that it assigned to the MCPTT client for the offered media stream in the received SDP offer; and

4)
shall add a new or a replacement attribute line with the SSRC value that it assigned to the MCPTT client for the offered media floor control entity, if any, in the received SDP offer.
NOTE:
The syntax for the SDP a= line for the SSRC value is described in RFC 5576[x].
<***** New section added *******>
6.3.3.6
Generation and transmission of unique SSRC values
The controlling MCPTT function shall generate distinct 32-bit long SSRC values for each MCPTT client within the same session associated with the media and media control for an affiliated group. To the extent that is practical, for new sessions, the controlling MCPTT function should generate different SSRC values than those used in previous sessions, for each MCPTT client associated with the media and media control for an affiliated group.
The controlling MCPTT function shall send initial or new SSRC values, generated as above, to the MCPTT clients that are considered not to have or not to use known or expected SSRC values.  
