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1. Abstrack
This document proposes a solution for providing cellular information when sending a SIP message via untrusted WLAN.
This paper uses numbering of solutions as used in C1-154092 [7].

2. Discussion

2.1 Problem statement

TS 23.228 subclause V.2 requires a UE to provide cell information for the most recent seen cell when sending a SIP message via untrusted WLAN, as follows:

---------------------------------------------------

A UE accessing IMS via untrusted WLAN shall support the following:

...

-
Provide the cell information (cell-ID) for the most recent seen cell at IMS registration, IMS emergency registration, IMS emergency session initiation, and in any procedure defined in TS 24.229 [10a] where access network information is provided. The cell-ID access information shall include additional information describing when the information about the cell-ID was collected and that can be used to calculate the "age" of the information. The information about the cell-ID shall be included in an appropriate field of the SIP request that is distinguished from the information about the access network currently used to transport SIP signalling (i.e. Untrusted WLAN).

...

---------------------------------------------------

This requirement is so far not fulfilled in stage-3.

2.2 Possible solutions

2.2.1 Sol-1: void

void.
2.2.2 Sol-2: new P-Cellular-Network-Info header field

This solution is described in C1-154455 [2].
The example below indicates an excerpt according to Sol-2 from an INVITE request sent via a WLAN AP with BSSID=000cf1126028 by a UE which most recently seen a 3GPP-E-UTRAN-FDD cell with utran-cell-id-3gpp 1112233C476B4321 and this cell was most recently seen 100 seconds ago.

EXAMPLE:



P-Access-Network-Info: IEEE-802.11;i-wlan-node-id=000cf1126028


P-Cell-Network-Info: 3GPP-E-UTRAN-FDD;utran-cell-id-3gpp=1112233C476B4321; age=100

2.2.3 Sol-3: A new header field parameters in the P-Access-Network-Info header field

This solution is described in C1-160063 [3].
The example below indicates an excerpt according to Sol-3 from an INVITE request sent via a WLAN AP with BSSID=000cf1126028 by a UE which most recently seen a 3GPP-E-UTRAN-FDD cell with utran-cell-id-3gpp 1112233C476B4321 and this cell was most recently seen 100 seconds ago.

EXAMPLE:



P-Access-Network-Info: IEEE-802.11;i-wlan-node-id=000cf1126028;cell-info="3GPP-E-UTRAN-FDD;utran-cell-id-3gpp=1112233C476B4321";cell-info-age=100
3. Evaluation
3.1 Sol-1 evaluation

Void.
3.2 Sol-2 evaluation

Advantage of Sol-2 is:

1)
Sol-2 would not break RFC7315:

Disadvantage of Sol-2 is:

1)
Cell-Info header field is not guaranteed to be passed by pre-Rel-13 B2BUA (e.g. P-CSCF acting as B2BUA).
2)
non-SIP interfaces where P-Access-Network-Info header field value is passed today (e.g. TS 32.260, P-CSCF CDR, S-CSCF CDR, ...) would need to be extended to enable passing of the Cell-Info header field value.
3)
SIP entities required by SA5 (as identified in S5-156278 attachment of SA5 LS C1-154619 [8]) to pass the cellular information to charging interfaces would need to be extended. The impacted SIP entities are: P-CSCF, ATCF, IBCF, I-CSCF, S-CSCF, AS, MRFC, MGCF, BGCF, and E-CSCF.
4)
a new trust domain for the new header field is required (else location information of the user in untrusted WLAN is disclosed to remote UEs) and this impacts at least S-CSCF, IBCF, AS and ISC gateway function.
5)
the new P-Cell-Network-Info header field breaks RFC5727 prohibition of new P-" header fields and thus P-Cell-Network-Info will not be registered by IANA. This was confirmed in discussion [4] [5] at the IETF SIPCORE WG mailing list.
3.3 Sol-3 evaluation

Advantage of Sol-3:

1)
pre-Rel-13 B2BUA would pass the cellular information without changes.
2)
cell-info would be passed via non-SIP interfaces where P-Access-Network-Info header field value is passed today (e.g. TS 32.260, P-CSCF CDR, S-CSCF CDR, ...) without changes of the non-SIP interfaces.
3)
SIP entities required by SA5 (as identified in S5-156278 attachment of SA5 LS C1-154619 [8]) to pass the cellular information to charging interfaces do not need to be changed as the cellular information is passed as part of the P-Access-Network-Info header field value passing.

4)
no new trust domain is needed as the existing trust domain for the P-Access-Network-Info header field ensures privacy of the cellular information.
5)
Sol-2 is aligned with RFC7315 as the information in the "cell-info" header field parameter and the "cell-info-age" header field parameter indicate an approximate location of the WLAN access network being used for transport of the SIP signalling. Usage of P-Acess-Network-Info header field was raised to the IETF SIPCORE WG mailing list [6] and no issues were identified.
No disadvantage of Sol-3 was identified:

4. Proposal

It is proposed to adopt Sol-3 as solution for stage-2 requirements identified in section 2.1
5. References

[1]: void

C1-154455 [2]:
http://www.3gpp.org/ftp/tsg_ct/WG1_mm-cc-sm_ex-CN1/TSGC1_95_Anaheim/docs/C1-154455.zip
C1-160063 [3]:
http://www.3gpp.org/ftp/tsg_ct/WG1_mm-cc-sm_ex-CN1/TSGC1_95bis_Nashville/docs/C1-160063.zip
IETF SIPCORE WG discussion [4]:
https://www.ietf.org/mail-archive/web/sipcore/current/msg06724.html
IETF SIPCORE WG discussion [5]:
https://www.ietf.org/mail-archive/web/sipcore/current/msg06725.html
IETF SIPCORE WG discussion [6]:
https://www.ietf.org/mail-archive/web/sipcore/current/msg06745.html
C1-154092 [7]:
http://www.3gpp.org/ftp/tsg_ct/WG1_mm-cc-sm_ex-CN1/TSGC1_95_Anaheim/docs/C1-154092.zip
C1-154619 [8]:
http://www.3gpp.org/ftp/tsg_ct/WG1_mm-cc-sm_ex-CN1/TSGC1_95_Anaheim/docs/C1-154619.zip
