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Abstract:
Provides details related to the content and the signalling for transferring MCPTT User Profile information. The functionality is aligned with 22.179 and 23.179 and the proposals are 1) to reflect support of multiple profile per user via separate profile identities 2) to explicitly allow for transfer of profile information not only for normal workings but also for viewing/editing 3) to allow viewing/editing of other users profiles by administrators 4) to have separate sections in the profile for server originated and for client originated information and to allow them to be changed independently of each other, and 5) to transfer only actually modified sections of the profile between the server and the client.
1. Discussion and proposals
According to both 22.179 and 23.179, an MCPTT user can have multiple different profiles ( sometimes called personas) for different devices , for different roles that he might play (e.g. working in the home jurisdiction versus providing mutual aid in a neighboring jurisdiction) and for different situations ( e.g. on-network or off-network).  Those different profiles need to be individually identifiable to allow for the user and for the service to load the proper profile for the appropriate circumstances.  
Proposal 1: A User Profile shall be uniquely identifiable via the MCPTT User ID and the profile id for that user. Signalling messages that refer to or carry an MCPTT User Profile shall include information that identifies that MCPTT User Profile.

It is likely that not all the user profile information stored at the MCPTT server is useful to the MCPTT client of that user. Consequently, only a subset of that information will be made available (downloaded) by default to the MCPTT client. However, there are cases when the user wants/needs to view his profile information, and, subject to permission settings or authorizations, modify it. Therefore, when a user profile download occurs, the transferred data should be appropriate for the intended task, i.e. generic running of the MCPTT service or user profile viewing/editing. 

Proposal 2: The signalling used for the transfer of a User Profile between the MCPTT server and the MCPTT client shall be able to indicate the purpose of the transfer, distinguishing  at least  between “normal utilization” and  “for viewing/editing”. 
Moreover if the user is authorized, he should be able to download (and upload back) other users’ profiles to his device for the purpose of viewing /editing.
Proposal 3: The signalling used for the transfer of a User Profile between the MCPTT server and the MCPTT client for the purpose of viewing/editing shall allow for the specification of a user profile belonging to a different user than the current user.
Part of the user profile is under the control of the Mission Critical Organization and of the MCPTT Service provider, while another part is under the control of the MCPTT User at the client. These parts can change independently of each other and they should therefore be versioned independently. The user can temporarily or permanently personalize his environment, creating preference lists, aliases, etc. The user may choose to upload and store the personalized part of his profile on the MCPTT server, such that it becomes available to him when the profile is downloaded to a different device. 
Proposal 4: The transferred MCPTT User profile shall have separate sections for the MCPTT server information and the MCPTT client information, each with its own independent version identifier.

In general, the MCPTT User profile information may be downloaded and cached at the UE. To reduce initial latency, it would be beneficial if only the actual information that has changed is transferred between the MCPTT server and the MCPTT client. The version identifiers, which are expected to be incremented when permanent changes are made, can be used to avoid the transfer of information that has not changed.  

Proposal 5: The signalling used for the transfer of a MCPTT User Profile between the MCPTT server and the MCPTT client shall be able to identify separately the versions of the sections of the profile stored at the server and at the client, respectively, and shall allow for the transfer of only the changed section(s) as determined by their respective version identifiers.

2. Conclusion
It is proposed to agree to Proposals 1-5 and to have the MCPTT User Profile formats and signaling reflect those agreements.
