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1. Introduction
<Introduction part >

2. Reason for Change
This contribution introduces some procedures to be used for remote (de)-affiliation, not yet supported in TS 24.379. They are dealing with the subscription of the authorised user to the affiliation status of the target MCPTT user/MCPTT client. Remaining procedures are nevertheless missing at this stage.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 V0.4.0.
* * * First Change * * * *

9.x.y.z1
Affilication status determination procedure
In order to discover MCPTT groups which the target MCPTT user at all the MCPTT clients is affiliated to, the MCPTT authorized user shall generate an initial SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26], IETF RFC 5875 [rfc5875], IETF RFC 4825 [rfc4825], IETF RFC 4826 [rfc4826] and IETF RFC 5261 [rfc5261]. In the SUBSCRIBE request, the MCPTT client:
1)
shall set the Request-URI to the public service identity of the affiliation service for the target MCPTT user;
2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9];

4)
shall set the Event header field to the "xcap-diff" value and the "diff-processing" parameter to "no-patching";

5)
shall include an Accept header field containing the "application/xcap-diff+xml" MIME type;

6)
if the MCPTT client of the authorized MCPTT user wants to receive the current status and later notification, shall set a value in the Expires header field according to IETF RFC 6665 [26], set to 86400;
NOTE 1:
86400 correspond to 24 hours, larger than normal duration of a shift for an authorized user.
7)
if the MCPTT client of the authorized MCPTT user wants to fetch the current state only, shall set a value in the Expires header field to zero; and
8)
shall include an application/resource-lists+xml MIME body constructed according to subclause 9.x.y.z2.3.
In order to re-subscribe or de-subscribe, the MCPTT client of the authorised MCPTT user shall generate an in-dialog SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26]. In the SUBSCRIBE request, the MCPTT client:
1)
shall set the Event header field to the "xcap-diff" value and the "diff-processing" parameter to "no-patching";

2)
shall include an Accept header field containing the "application/xcap-diff+xml" MIME type;

3)
if the MCPTT client of the authoorised MCPTT user wants to receive the current status and later notification, shall set a value in the Expires header field according to IETF RFC 6665 [26], set to 86400; and
4)
if the MCPTT client of the authorized MCPTT user wants to de-subscribe, shall set a value in the Expires header field to zero.

Upon receiving a SIP NOTIFY request according to 3GPP TS 24.229 [4], IETF RFC 6665 [rfc6665] and IETF RFC 5875 [rfc5875], if SIP NOTIFY request contains an application/xcap-diff+xml MIME body indicating the affiliation status in MCPTT group(s) of all or part of the target MCPTT clients corresponding to a target MCPTT user constructed according to subclause 9.x.y.z2.2 based on the xcap-diff format according to IETF RFC 5874 [rfc5874], then the MCPTT client of the authorised MCPTT user shall determine affiliation status in the application/xcap-diff+xml MIME body.
* * * Next Change * * * *

9.x.y.z3
Receiving subscription to affiliation status procedure
Upon receiving a SIP SUBSCRIBE request such that:

1)
Request-URI of the SIP SUBSCRIBE request identifies the public service identity of the affiliation service;
2)
an Accept-Contact header field of the SIP SUBSCRIBE request contains the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
the Event header field of the SIP SUBSCRIBE request contains the 'xcap-diff' event type; and
4)
SIP SUBSCRIBE request contains an application/resource-lists+xml MIME body constructed according to subclause 9.x.y.z2;
the MCPTT server:

1)
shall check that the MCPTT user for the client contained in the P-Asserted-Identity of the SIP SUBSCRIBE request is authorised to access to the affiliation information corresponding to the target MCPTT user or target MCPTT users identified by the application/resource-lists+xml MIME body and shall send a 403 (Forbidden) response and not continue with the rest of the steps if this check fails;
2)
shall generate a 200 (OK) response to the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26] and IETF RFC 5875 [rfc5875].
For the duration of the subscription, the MCPTT server shall notify subscriber about changes of the xcap-diff information identified by the content of the application/resource-lists+xml MIME body of the SUBSCRIBE request, as specified in IETF RFC 5875 [rfc5875].
* * * Next Change * * * *

9.x.y.z4
Sending notification of change of affiliation status procedure
In order to notify the subscriber about changes of the xcap-diff information of the monitored target MCPTT user(s) and/or MCPTT clients, the MCPTT server:

1)
shall generate an application/xcap-diff+xml MIME body as specified in IETF RFC 5875 [rfc5875] for the modification of the part of the affiliation document related to the XCAP reources designated by the body of the initial or refreshed SUBSCRIBE, using "no-patching" mode:

2)
shall set the resquest URI of the SIP NOTIFY to the public identity of the subscribed MCPTT client of the authorised MCPTT user.
3)
shall send the SIP NOTIFY request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26] and IETF RFC 5875 [rfc5875] with the constucted application/xcap-diff+xml MIME body;

* * * Next Change * * * *

9.x.z.z2
Use of resource-lists format
9.x.y.z2.1
Introduction
The resource-lists format as specified in IETF RFC 5875 [rfc5875] is used both for the storage of affiliation information in the MCPTT server serving a MCPTT user and for the construction of the SUBSCRIBE request body for the retrieval of the information by an authorised MCPTT user.

9.x.y.z2.2
Use of resource-list format for the storage of affiliation information
The affiliation information for the various MCPTT clients corresponding to a given MCPTT user are stored as an XCAP resource according to IETF RFC 4825 [rfc4825].

The XCAP resources for all MCPTT users served by a given MCPTT server have a document selector according to IETF RFC 4825 [rfc4825] formed by the concatenation of:

a)
/[AUID], where AUID is a unique application ID,

b)
/User MCPTT ID, where User MCPTT ID is the MCPTT ID of the user under which the MCPTT client affiliates,

c)
/index is the final path element of the document selector.
The affiliation document for an MCPTT user contains:

a)
a <list> element 

The <list> element contains:

a)
one or more <client-list> elements, corresponding to the various list of affiliation for the various MCPTT clients for the MCPTT user.

The <client-list> element contains:

a)
one or more <group> elements.
b)
a <uri> attribute defining the public user identity of the MCPTT client.
The <group> element contains:

a)
[TBC]

b)
a <uri> attribute defining the MCPTT group identity.

c)
a <timestamp> defining the date of creation/modification of the corresponding entry.

d)
a <status> defining the affiliation status of the correspondinh MCPTT client towards the corresponding MCPTT roup.

Editor's Note [CT1#95-bis, C1-160112]: Detailles structure of the group element may contain additional information, like broadcast transport info, security information selected or not
9.x.y.z2.3
Use of resource-list format for the definition of subscribed information
The body of SUBSCRIBE request contains a resource-list XML document as specified by IETF RFC 5875 [rfc7875].

The <list> element contains:
a)
one or more <entry> elements.
The <entry> element contains:

a)
a <uri> attribute defining the URI to be used for the access to the required node of the affiliation document. This URI allows to access either to the affiliation status for a MCPTT user (for all instances of MCPTT clients correspjnding to this MCPTT user) or to the affiliation status for a specific MCPTT client. It is contructed as specified in IETF RFC 5875 [rfc7875] for the XCAP docment structure defined in subclause 9.x.y.z2.2.

