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1. Introduction
<Introduction part >

2. Reason for Change
Pre-established sessions used for private calls and pre-arranged group calls shall allow for resource sharing. The current procedure is update for supporting this feature. The GBR bandwith shared between the various sessions using this pre-established session may be modified by re-INVITEs intiated by theMCPTT client or the participating MCPTT function.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 V0.4.0.
* * * First Change * * * *

8.2.1
MCPTT client procedures

Editor's Note: This subclause contains the procedures for the MCPTT client establishing a pre-established session. There may be aspects of this clause that may be common for other session initiation procedures and in such cases some of this text may be moved to a common procedures section.

When the MCPTT client initiates a pre-established session the MCPTT client shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

Editor's Note [CT1#94, C1-153751]: NAT traversal and the potential use of ICE is FFS.
1)
shall set the Request-URI of the SIP INVITE request to the Public Service Identity of the participating MCPTT function serving the MCPTT user;

2)
shall include an Accept-Contact header field with the media feature tag g.3gpp.mcptt along with parameters "require" and "explicit" according to IETF RFC 3841 [6];
3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

4)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref set to the value "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];
5)
shall include the "timer" option tag in the Supported header field;
6)
should include the Session-Expires header field according to IETF RFC 4028 [7] and should not include the "refresher" header field. The "refresher" header field parameter shall be set to "uac" if included;
7)
shall include an SDP offer in according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1.1 with the multiplexed codec as offered media;

Editor's Note: When the media is set to a=active is for further study.

8)
shall, if privacy is requested to be used in the automatically answered terminated MCPTT sessions, include the value "id" in the Privacy header field according to rules and procedures of IETF RFC 3325 [14]; and
Editor's Note: use of "id" is FFS.
9)
shall send the SIP INVITE request according to 3GPP TS 24.229 [4].
Upon receiving a SIP 2xx response to the SIP INVITE request the MCPTT client: 
Editor's Note: Need to be consistent whether SIP features that affect the application should be mentioned here (e.g. local storing of information).

Editor's Note: Caching of the contact information related to the "Pre-established session identifier", e.g. for establishing a call using the pre-established session.
1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

Editor’s Note [CT1#94, C1-153751]: An appropriate subclause needs to be referenced in 3GPP TS 24.380 [5] when available.

* * * Next Change * * * *

8.2.2
Participating MCPTT function procedures

Upon receipt of a "SIP INVITE request for establishing a pre-established session" the participating MCPTT function:

Editor's Note [CT1#95, C1-154731]: The priority mechanisms are still to be specified for MCPTT.
1)
shall check whether the public service identity is allocated and perform the actions specified in subclause [ABCD public service identity does not exist] if it is not allocated. Otherwise, continue with the rest of the steps;
Editor’s Note [CT1#94, C1-153751]: subclause [ABCD public service identity does not exist] needs to be provided in a future contribution.
2)
shall determine the MCPTT ID of the calling user and perform actions to verify the MCPTT ID of the MCPTT client and authorize the request according to local policy, and if not authorized, the participating MCPTT function shall return a SIP 403 (Forbidden) response with the warning text set to "100 function not allowed due to <detailed reason>" as specified in subclause 4.4. Otherwise, continue with the rest of the steps;

Editor's Note [CT1#94, C1-153551]: It has not been yet determined how the participating MCPTT function obtains the MCPTT ID. The MCPTT ID could either be 1) included in a body (and encrypted if need be) and then decrypted by the participating MCPTT function, with the key management solution being FFS or 2) mapping tables are provided by identity management between the IMS IMPU and the MCPTT ID and then the IMPU is translated to the MCPTT ID at the entities.

3)
shall validate the media parameters and if the multiplexed codec is not offered in the SIP INVITE request shall reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

Editor’s Note [CT1#94, C1-153751]: Use of the Priv-Answer-Mode header field is FFS.
Editor's Note [CT1#94, C1-153751]: NAT traversal and the potential use of ICE is FFS.
4)
shall allocate a URI to be used to identify the pre-established session;
Editor’s Note [CT1#94, C1-153751]: the use of the Resource-Priority header field is FFS.

5)
shall generate a SIP 200 (OK) response to the SIP INVITE request according to subclause 6.3.2.1.5.2 and:

a)
shall include a Contact header field containing the URI that identifies the pre-established session;
b)
shall include the Public Service Identity in the P-Asserted-Identity header field; and
c)
shall include an SDP answer as specified in 3GPP TS 24.229 [4] with the clarifications in subclause 6.3.2.1.2.2;
d)
shall include a Resouce-Share header to allow sharing of resources with other sessions;
6)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and
Editor’s Note [CT1#94, C1-153751]: An appropriate subclause needs to be referenced in 3GPP TS 24.380 [5] when available.
NOTE:
Resulting media plane processing is completed before the next step is performed.

7)
shall send the SIP 200 (OK) response towards the MCPTT client according to the rules and procedures of the 3GPP TS 24.229 [4].
Participating MCPTT function shall store the correspondance between the URI identifying the session and the sharing keys used in the “rules” parameter of the Resource6share header.
* * * Next Change * * * *

8.3.1
MCPTT client procedures

8.3.1.1
Sesseion modification initiated by the MCPTT client

To modify an already established pre-established session, the MCPTT client shall send a re-INVITE to the participating MCPTT function with a modified SDP body using the procedure in subclause 8.2.1.
NOTE:
In particular, the activity attribute and the bandwidth attributes may be modified to allow sufficient GBR allocation for all sessions sharing the same resources.
8.3.1.1
Session modification initiated by the participating MCPTT function

Editor’s Note [CT1#95-bis, C1-160110]: It is FFS whether ther modification of session bandwidth characteristics has to be performed by re-invititation or if a direct Rx transaction from the participating MCPTT function using the stored sharing keys could be an alternative.
* * * Next Change * * * *

8.3.2
MCPTT server procedures
8.3.2.1
Sesseion modification initiated by the MCPTT client

When reciving a SIP re-INVITE corresponding to an already established pre-established session, the participation MCPTT function shall use the procedure in subclause 8.2.2.

8.3.2.1
Session modification initiated by the participating MCPTT function

Editor’s Note [CT1#95-bis, C1-160110]: It is FFS whether ther modification of session bandwidth characteristics has to be performed by re-invititation or if a direct Rx transaction from the participating MCPTT function using the stored sharing keys could be an alternative.
