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1. Introduction
<Introduction part >

2. Reason for Change

When a large number of (chat) groups are used, the increase in the number of SIP sessions may become prohibitive, if one SIP session is used for every group. Creation of a session using a similar procedure as pre-established session and using it to join a list of chat groups overcomes this issue.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 V0.4.0..
* * * First Change * * * *

10.1.2.3
Participating MCPTT function procedures
10.1.2.3.1
Session establishement for a client joining a list of chat MCPTT groups

Editor's Note [CT1#95-bis, C1-16xxxx]: NAT traversal and the potential use of ICE is FFS.
Upon receipt of a "SIP INVITE request for originating participating MCPTT function" for establishing a pre-established session containing an "application/vnd.3gpp.mcptt-info" MIME body with the <session-type> element set to a value of "chat" and containing a list of chat MCPTT groups, the participating MCPTT function:

Editor's Note [CT1#94, C1-153736]: The name of the above SIP INVITE request assumes no encryption of application-related sensitive data in the request (e.g. to hide the MCPTT identities from the SIP layer). Requirements for encryption are FFS, If encryption is required then the above SIP request will also exist in a form that identifies that the request carries sensitive data, e.g. "SIP INVITE request for originating participating MCPTT function with application data encryption".
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24];


2)
if the user identified by the MCPTT ID is not authorised to make chat group calls, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "108 user not authorised to make chat group calls" in a Warning header field as specified in subclause 4.4;
3)
if the MCPTT client is not affiliated with some of the chat MCPTT groups in the list, the participating MCPTT function shall consider the request as an affiliation request for those groups in the list and shall attempt to performs the affiliation of the client as specified in subclause 9.3.x. Otherwise, participating MCPTT function shall procedd with step 5.
4)
 If the affiliation(s) attempted in step 4) are rejected as exceeding the number N2 of simultaneous affiliations, the participating MCPTT function shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 486 (Busy Here) response with the warning text set to "102 too many simultaneous affiliations" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the remaining steps;
NOTE 1:
N2 is the total number of MCPTT groups that an MCPTT user can be affiliated to simultaneously as specified in 3GPP TS 23.179 [3].
Editor's Note [CT1#94, C1-153736]: requires that the participating MCPTT function has configuration data related to the maximum number of simultaneous affiliations (i.e., N2) that an MCPTT user is allowed and knowledge of the specific groups that the MCPTT user is currently affiliated with.
Editor's note [CT1#94, C1-153736]: the actual affiliation to the group is assumed to be done by the controlling MCPTT function but the participating MCPTT function must learn of it. Note the participating MCPTT function can't do the affiliation itself as it might be in a partner system.


5)
shall check if the number of maximum simultaneous MCPTT sessions supported for the MCPTT user has been exceeded. If exceeded, the MCPTT function shall respond with a SIP 486 (Busy Here) response with the warning text set to "105 maximum simultaneous MCPTT sessions reached" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;
Editor's Note [CT1#94, C1-153736]: The above step requires that the participating MCPTT function has configuration related to the maximum number of simultaneous sessions for the MCPTT user. This is still to be determined.

Editor's Note [CT1#94, C1-153736]: It needs to be determined if there is configuration at the participating MCPTT function for outgoing MCPTT call barring and hence a check for its existence for the MCPTT user at the participating MCPTT function.
NOTE 2:
Creation of the call leg between the participating MCPTT function an the controlling MCPTT function is performed by the procedure in subclause 10.1.2.4.1.1.







6)
shall allocate a URI to be used to identify the MCPTT session;

7)
shall generate a SIP 200 (OK) response as specified in the subclause 6.3.2.1.5.2;

8)
shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 6.3.2.1.2.2;
9)
shall includea Contact header field containing the URI that identifies the session;

10)
shall include the Public Service Identity in the P-Asserted-Identity header field of the SIP 200 (OK) response;

11)
should include a Resource-Share header field in accordance with subclause 5.7.1.20.2 in 3GPP TS 24.229 [4]. 
12)
shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4]; and

13)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
* * Next Change * * * *

10.1.2.3.2
Modification of a chat MCPTT group list
Upon reception of a SIP re-INVITE for the modification of the list of chat MCPTT groups supported by a session, the participating MCPTT function shall follow the procedure specified in subclause 10.1. 3. 1 with the clarification that the participating MCPTT function receives a SIP re-INVITE request rather than a SIP INVITE request and that the list of groups in the <session-type> element of the MIME contains the updated list of chat MCPTT groups.





























* * Next Change * * * *











