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1. Introduction
TS 24.229 specified numerous authentication mechanisms. This document adds text related to registration, authentication and session establishment. Some aspects are still under discussion in SA3 such as which authentication mechanisms will be supported by MCPTT UEs. 
Session establishement is intended to follow procedures specified in 24.229. Procedures for Integration of resource management and SIP, covering procedures during loss of PDN connectivity and loss of media bearers are further clarified in the proposed text.
The text is based upon the profile documented by the GSMA in PRD IR.92 which profiles IMS for Voice over LTE.  

2. Summary of Changes
It is recommended that the MCPTT UE and SIP core support registration procedures as specified in 24.229. IMS AKA is proposed as the authentication mechanism to be supported for authentication of the device with the IMS/SIP core. Other authentication mechainsms can be supported subject to requirements defined by SA3. 
Session establishement procedures include Integration of resource management and SIP, covering procedures during loss of PDN connectivity and loss of media bearers.

3. Proposal

It is proposed to agree the following changes to 3GPP TR 24.980v0.1.0
* * * First Change * * * *
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4.2
Registration procedures
4.2.1
MCPTT UE
It is recommended that the MCPTT UE follows the SIP registration procedures defined in 3GPP TS 24.229 [4]. In addition, when the conditions for performing IMS registration in bullets 2, 3, 4, 5 and 6 in section L.3.1.2 of 3GPP TS 24.229 [4] evaluate to true, then it is recommended that the MCPTT UE registers with the IMS.
4.2.2
SIP core
It is recommended that the SIP core follows the SIP registration procedures defined in 3GPP TS 24.229 [4].
It is recommended that the SIP core supports network-initiated de-registration as defined in 3GPP TS 24.229 [4].
4.3
Authentication procedures
4.3.1
MCPTT UE
It is recommended that the UE follows the procedures defined in 3GPP TS 24.229 [4] and 3GPP TS 33.203 [x] for authentication with IMS Authentication and Key Agreement (IMS-AKA), Sec-Agree and IPSec. It is recommended that the UE supports integrity protection.
Editor's Note:
it is FFS if all MCPTT UEs include an ISIM. 
4.3.2
SIP core
It is recommended that the SIP core follows the procedures defined in 3GPP TS 24.229 [4] and 3GPP TS 33.203 [x] for authentication with IMS Authentication and Key Agreement (IMS-AKA), Sec-Agree and IPSec. It is recommended that the SIP core supports integrity protection.
Editor's Note:
support of other authentication mechanisms can be added after SA3 conclude on their study related to security enhancements for MCPTT.
4.x
Session establishment procedures
4.x.1
MCPTT UE
4.x.1.1 SIP preconditions considerations
Editor's Note:
It is FFS if the preconditions mechanism needs to be used for MCPTT sessions. Private calls without floor control might require the use of preconditions. 
4.x.1.2
Integration of resource management and SIP
4.x.1.2.1
Loss of PDN connectivity
If the UE discovers (for example during a TAU procedure) that PDN connectivity had been lost, then it is recommended that the UE attempts to re-establish the PDN connection. This will trigger the network to initiate a new SIP signalling bearer in conjunction with the PDN connection establishment.

When the UE regains PDN and IP connectivity, if the IP address has changed or the IMS registration expired during the period of absence of IP connectivity then the UE performs a new initial registration to IMS.
4.x.1.2.2
Loss of media bearer and Radio Connection
If a SIP session includes media streams, and if a dedicated bearer for any media stream fails to get established, or is lost mid-session, it is recommended that the UE, based on its preferences, modifies, rejects or terminates the SIP session that the dedicated media bearer is associated with, according to section 6.1.1 in 3GPP TS 24.229 [4].
NOTE:
the UE has internal logic to react to the detection of loss of bearer/radio connection to handle its internal state. In the case of multimedia communication, if the radio connection is not lost, but a bearer not used for voice is lost, then the UE decides if the session is maintained as is, or is modified, or is released.
If the UE loses radio connectivity and the IMS registration expires prior to regaining radio connectivity, then upon regaining radio connectivity it is recommended that the UE performs a new initial registration to IMS.
4.x.2
SIP core
4.x.2.1
SIP preconditions considerations
The network can disable the use of preconditions in the network; the means by which this takes place is outside the scope of this document.
4.x.2.2
Integration of resource management and SIP
4.x.2.2.1
Loss of PDN connectivity
If the PDN connectivity between a UE and the network is lost, it is recommended that the network terminates all ongoing SIP sessions related to this UE, according to the procedures in Section 5.2.8 of 3GPP TS 24.229 [4] (for example, when the P-CSCF receives an abort session request from the PCRF).
4.x.2.2.2
Loss of media bearer and Radio Connection
If a GBR bearer used for voice fails to get established, or is lost mid-session, then it is recommended that the network terminates the session associated to the voice stream according to the procedures in section 5.2.8 in 3GPP TS 24.229 [4] (P-CSCF is informed about loss of bearer by the PCRF).
NOTE:
The loss of GBR bearer can be due to loss of radio connection indicated by a S1 release with cause "Radio Connection With UE Lost" and then followed by the MME Initiated Dedicated Bearer Deactivation procedure for the GBR bearer used for voice. Or, the GBR bearer can be lost or not established, due to the current resource and radio situation. However, termination of the SIP session due to loss of the voice GBR bearer is the only way for the system to stop the IMS level charging (quickly) when the UE loses radio connection.
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