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1. Introduction
An editorial mistake in pCR C1-153750 agreed to at CT#94 had the effect of causing steps 7 & 8 of  subclause 10.1.2.4.1.1 to inadvertently be merged and should be corrected.
2. Reason for Change
The editorial mistake should be corrected to fix the error and enchance the readability of the document
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 V0.3.0 (2015-10).
* * * First Change * * * *

10.1.2.4.1.1
MCPTT chat session establishment

Upon receipt of a "SIP INVITE request for controlling function of an MCPTT Group" for a MCPTT group identity identifying a chat MCPTT group, the controlling MCPTT function: 

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24];
Editor's Note [CT1#94, C1-153737]: It is still to be determined if QoE profiles are to be specified for MCPTT. If so, then the QoE profile may be a factor in determining whether to reject or allow the request.

2)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag;

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; or
c)
the isfocus media feature tag is present in the Contact header field;
3)
shall determine the MCPTT ID of the calling user and authorise the calling user;
Editor's Note [CT1#94, C1-153737]: It has not been yet determined how the controlling MCPTT function obtains the MCPTT ID. The MCPTT ID could either be 1) included in a body (and encrypted if need be) and then decrypted by the server, with the key management solution being FFS or 2) mapping tables are provided by identity management between the IMS IMPU and the MCPTT ID and then the IMPU is translated to the MCPTT ID at the entities.
4)
if the user identified by the MCPTT ID is not authorised to join this chat group, shall reject the "SIP INVITE request for controlling function of an MCPTT Group " with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to (106 user not authorised to join chat group) in a Warning header field as specified in subclause 4.4. Otherwise, continue with the remaining steps;
5)
if the MCPTT user is not affiliated with the chat MCPTT group the controlling MCPTT function shall affiliate the MCPTT user with the MCPTT chat group and store the affiliation information locally;
Editor's Note [CT1#94, C1-153737]: the mechanism for implicit affiliation is to be determined, including how this information is made available to the participating server to enable its check for maximum simultaneous affiliations (N2).

6)
if the MCPTT user was newly affiliated in step 5) above, update the MCPTT user's affiliation status with the Group Management Server as specified in 3GPP TS 24.381 [jj];

7)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;
8)
shall create a chat group session and allocate a MCPTT session identity for the chat group session if the MCPTT chat group session identity does not already exist;

9)
shall accept the SIP request and generate a SIP 200 (OK) response to the SIP INVITE request according to 3GPP TS 24.229 [4];
* * * Next Change * * * *
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