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***** First change *****
4.4.3
FQDN for ePDG Selection

An ePDG Fully Qualified Domain Name (ePDG FQDN) is either provisioned or constructed by UE and used as input to the DNS mechanism for ePDG selection.

The detailed format of this ePDG FQDN is specified in 3GPP TS 23.003 [3].

***** Next change *****
6.8.2.2.4.1
General
ANDSF may provide various types of information to the UE, including access network discovery information, WLAN selection information, ePDG configuration information, inter-system mobility policy, the inter-system routing policies and the inter-APN routing policies. The UE may retain and use these information until new or updated information is received.

Network detection and selection shall take into account the access network specific requirements and the UE's local policy, e.g. user preference settings, access history, etc, along with the information provided by the ANDSF when discovering and selecting an access network. The local policy and the information provided by the ANDSF shall be used by the UE in an implementation dependent way to limit the undesired alternating between access systems, e.g. ping-pong type of inter-system changes. However, the use of such information from the ANDSF shall not be in contradiction to functions specified in 3GPP TS 23.122 [4], 3GPP TS 25.304 [14] and 3GPP TS 36.304 [16].
If the UE is roaming in a VPLMN, the UE may receive Inter-system mobility policies or Access network discovery information or ISRP or combinations of these from H-ANDSF or V-ANDSF or both. The UE may also receive the IARP from H-ANDSF. If IARP is received from V-ANDSF, the UE shall ignore it. The UE may also receive WLAN selection information including WLAN Selection Policy (WLANSP) from H-ANDSF or V-ANDSF or both, rule selection information, and Home Network Preference information from H-ANDSF. The UE may receive Visited Network Preference information from V-ANDSF. The UE may receive ePDG configuration information from H-ANDSF. The formats of the above information are defined in 3GPP TS 24.312 [13].

The maximum number of sets of Inter-system mobility polices or Access network discovery information or ISRP or IARP or combinations of these that the UE may keep is implementation dependent. However, the UE shall retain at least one set of Inter-system mobility policies and one set of Access network discovery information from the same ANDSF. In addition, a UE supporting IFOM, MAPCON, or non-seamless WLAN offload shall retain at least one ISRP rule from the same ANDSF. Additionally, a UE shall retain at least one set of IARP received from the H-ANDSF.
If a UE supporting IFOM, MAPCON, or non-seamless WLAN offload (or any combination of these featureshas ISMP and ISRP available, and if the ANDSF rules control the WLAN access selection and traffic routing as described in subclause 6.10.2, then ISRP shall be used for the routing of IP traffic. The relation between ISRP and user preferences is described in subclause 5.4.2.
For a UE with IFOM, MAPCON or non-seamless WLAN offload (or any combination of these capabilities) enabled, if ISMP, ISRP and IARP are available, and if the ANDSF rules control the WLAN access selection and traffic routing as described in subclause 6.10.2, then IARP and ISRP shall be used. In this case, the UE shall first apply IARP followed by ISRP as follows:
-
If non-seamless WLAN offload is selected by IARP then the IP flow is routed to the non-seamless WLAN offload and ISRP shall not be used for the routing of IP traffic.
-
If a certain APN is selected by IARP then the IP flow is routed to the PDN connections corresponding to this APN. If there is a ForFlowBased ISRP rule matching the IP flow after the APN is selected, then the UE shall use the ForFlowBased ISRP rule matching the IP flow to select the access for this IP flow.
-
If neither certain APN nor non-seamless WLAN offload is selected by IARP or one or more APNs are restricted by the IARP for routing the IP flow, then ISRP shall be used for the routing of IP traffic. When one or more APNs are restricted by the IARP, if a rule for NSWO is matched in the active ISRP rule that restricts the use of the selected WLAN (or any WLAN) for routing the IP flow, then the UE selects a not restricted APN to route the IP flow.
The relation between IARP and user preferences is described in subclause 5.4.2.
For a UE not supporting any of IFOM, MAPCON or non-seamless offload capabilities or with all those capabilities disabled, if ISMP and ISRP are available, and if the ANDSF rules control the WLAN access selection and traffic routing as described in subclause 6.10.2, the ISMP shall be used.
For a UE not supporting any of IFOM, MAPCON capabilities or with all those capabilities disabled, if ISMP, ISRP and IARP are available, and if the ANDSF rules control the WLAN access selection and traffic routing as described in subclause 6.10.2, the IARP and ISMP shall be used. In this case, the UE shall firstly apply ISMP followed by IARP as follows:
-
If the 3GPP access is selected by ISMP policy, then the UE shall use the active IARP rule to determine if the IP flow is routed to the PDN connection corresponding to a certain APN. The non-seamless WLAN offload policy, defined in the IARP, shall not be used for routing of IP traffic; and
-
If the WLAN access is selected by ISMP policy, then the UE shall use the active IARP rule to determine if the IP flow is routed to the PDN connection corresponding to a certain APN or using the non-seamless WLAN offload.
This information shall be deleted if there is a change of USIM. This information may be deleted when UE is switched off.
If the ANDSF rules control the WLAN access selection and traffic routing as described in subclause 6.10.2, irrespective of whether any rule in ANDSF policies is 'active' or not, the UE shall periodically re-evaluate ANDSF policies. The value of the periodic re-evaluation timer is implementation dependant. The additional trigger for (re‑)evaluating rules is that the 'active' rule becomes invalid (conditions no longer fulfilled), or other manufacturer specific trigger. When the UE receives ANDSF information it shall re-evaluate the available rules along with the new information.

***** Next change *****
6.8.2.2.4.X
Use of ePDG configuration information
If the UE accesses EPC via the S2b interface, the UE can use the ePDG configuration information as described in subclause 7.2.1.2.

***** Next change *****
7.2.1
Selection of the ePDG

The UE performs ePDG selection based on the ePDG configuration information configured by the home operator in the UE either via H-ANDSF or via USIM or via implementation specific means. The ePDG configuration information may consist of home ePDG identifier or ePDG selection information or both:

-
when configured via H-ANDSF, the ePDG configuration information is provisioned in ePDG node under Home Network Preference as specified in 3GPP TS 24.312 [13]; and

-
when configured via USIM, the ePDG configuration information is provisioned in EFePDGId and EFePDGSelection files as specified in 3GPP TS 31.102 [45].
NOTE 1:
Implementation specific means apply only if the configurations via H-ANDSF and USIM are not present.
The UE shall support the implementation of standard DNS mechanisms in order to retrieve the IP address(es) of the ePDG. The input to the DNS query is an ePDG FQDN as specified in subclause 4.4.3 and in 3GPP TS 23.003 [3].
If Home ePDG identifier is provisioned in the ePDG configuration information as specified in 3GPP TS 24.312 [13] or 3GPP TS 31.102 [45], the UE shall use the configured IP address to select the ePDG, or if configured IP address is not available, use the configured FQDN and run DNS query to obtain the IP address(es) of the ePDG(s). The UE shall select an IP address of an ePDG with the same IP version as its local IP address.
If Home ePDG identifier is not provisioned in the ePDG configuration information, the UE proceeds as follows:

a)
if the UE is attached to a VPLMN via 3GPP access:

1)
if an entry for the VPLMN is available in the ePDG selection information, the UE shall construct an ePDG FQDN based on configured FQDN format of the VPLMN as described in subclause 4.5.4.2 of 3GPP TS 23.402 [6];

Editor's note (WID: SAES4-non3GPP, CR#501): The ePDG selection procedures in 3GPP TS 23.402 depend on a "location-based FQDN" and refers to TS 23.003 for its definition. TS 23.003 doesn't contain the definition of a "location-based FQDN" and it needs to be added.

2)
if an entry for the VPLMN is not available in the ePDG selection information, and an entry for its equivalent PLMN(s) is available in the ePDG selection information, the UE shall construct an ePDG FQDN based on configured FQDN format of the equivalent PLMN as described in subclause 4.5.4.2 of 3GPP TS 23.402 [6]; 

3)
if an entry for the VPLMN is not available in the ePDG selection information, no entry in ePDG selection information matches any of its equivalent PLMN(s), and an 'Any_PLMN' entry is available in ePDG selection information, the UE shall construct an ePDG FQDN based on the configured FQDN format of the 'Any_PLMN' entry as described in subclause 4.5.4.2 of 3GPP TS 23.402 [6]; and

4)
if an entry for the VPLMN is not available in the ePDG selection information, no entry in ePDG selection information matches any of its equivalent PLMN(s), and an 'Any_PLMN' entry is not available in the ePDG selection information, the UE shall construct an ePDG FQDN based on the Operator Identifier FQDN format using the PLMN ID of the HPLMN as described in subclause 4.5.4.2 of 3GPP TS 23.402 [6];


and the UE shall use the DNS server function to resolve the contructed ePDG FQDN to the IP address(es) of the ePDG(s). The UE shall select an IP address of an ePDG with the same IP version as its local IP address; and

b)
if the UE is attached to the HPLMN via 3GPP access or the UE is not attached to a PLMN via 3GPP access:

1)
if the UE is attached to the HPLMN:
i)
if an entry for the HPLMN is available in the ePDG selection information, the UE shall construct an ePDG FQDN based on configured FQDN format of HPLMN as described in subclause 4.5.4.2 of 3GPP TS 23.402 [6];
ii)
if an entry for the HPLMN is not available in the ePDG selection information, and an entry for its equivalent HPLMN(s) is available in the ePDG selection information, the UE shall construct an ePDG FQDN based on the configured FQDN format of its equivalent HPLMN as described in subclause 4.5.4.2 of 3GPP TS 23.402 [6]; and

iii)
if an entry for the HPLMN is not available in the ePDG selection information, no entry in ePDG selection information matches any of its equivalent HPLMN(s), the UE shall construct an ePDG FQDN based on the Operator Identifier FQDN format using the PLMN ID of the HPLMN as described in subclause 4.5.4.2 of 3GPP TS 23.402 [6]; and

2)
if the UE is not attached to a PLMN via 3GPP access and the UE uses WLAN: 

i)
if the UE performed EPC network selection procedures for WLAN (see subclause 5.2.3.2) and the UE selected a PLMN as service provider. If an entry for the selected PLMN is:

-
available in the ePDG selection information, the UE shall construct an ePDG FQDN based on the configured FQDN format of the PLMN as described in subclause 4.5.4.2 of 3GPP TS 23.402 [6]; and

-
not available in the ePDG selection information, then the UE shall construct an ePDG FQDN based on the Operator Identifier FQDN format using the PLMN ID of the HPLMN as described in subclause 4.5.4.2 of 3GPP TS 23.402 [6];
ii)
if the UE did not perform EPC network selection procedures for WLAN or the UE did not selected a PLMN as service provider, the UE shall construct an ePDG FQDN based on the Operator Identifier FQDN format using the PLMN ID of the HPLMN as described in subclause 4.5.4.2 of 3GPP TS 23.402 [6]; 
Editor's note (WID: SAES4-non3GPP, CR#501): Other means to determine applicable ePDG selection policy when using non-3GPP access are FFS.


and the UE shall use the DNS server function to resolve the contructed ePDG FQDN to the IP address(es) of the ePDG(s). The UE shall select an IP address of an ePDG with the same IP version as its local IP address.
Editor's note (WID: SAES4-non3GPP, CR#501): How the UE determines the entry of HPLMN in ePDG configuration information is FFS.

If the ePDG configuration information is not configured on the UE, or the ePDG configuration information is configured but empty, then the UE shall construct the ePDG FQDN based on the Operator Identifier FQDN format using the PLMN ID of the HPLMN stored on the USIM, and the UE shall use the DNS server function to resolve the contructed ePDG FQDN to the IP address(es) of the ePDG(s). The UE shall select an IP address of ePDG with the same IP version as its local IP address.
If selecting an ePDG in the VPLMN that the UE is attached to fails:

a)
if the ePDG selection policy for the VPLMN indicates that selection of an ePDG in the VPLMN is preferred, the UE shall construct the ePDG FQDN based on the Operator Identifier FQDN format using the PLMN ID of the HPLMN as described in subclause 4.5.4.2 of 3GPP TS 23.402 [6]. The UE shall use the DNS server function to resolve the contructed ePDG FQDN to the IP address(es) of the ePDG(s). The UE shall select an IP address of an ePDG with the same IP version as its local IP address; and
b)
if the ePDG selection policy for the VPLMN indicates that selection of an ePDG in the VPLMN is mandatory, the UE shall not select an ePDG of another PLMN.

If selecting an ePDG in the HPLMN fails, and the selection of ePDG in the HPLMN is performed using Home ePDG identifier configuration and there are more pre-configured ePDGs in the HPLMN, the UE shall repeat the tunnel establishment attempt using the next FQDN or IP address(es) of the ePDG in the HPLMN.

Editor's note (WID: SAES4-non3GPP, CR#0501): Significant updates and changes to the ePDG selection procedure are needed to address possible legal interception requirement of the selected PLMN for WLAN. For example, the default behavior for UEs to select ePDG in HPLMN is likely not the prevalent desired behavior in practise. Under the assumption that the majority of  regulators will require their service providers to provide means for legal intercept, this default behavior could lead to provisioning and maintenance of a virtually prohibitive number of PLMN codes, their policies and ePDG selection information (e.g. about 600 or more PLMN identities are allocated today).











Upon reception of a DNS response containing one or more IP addresses of ePDGs, the UE shall select an IP address of ePDG with the same IP version as its local IP address. If the UE does not receive a response to an IKE_SA_INIT request message sent towards to any of the received IP addresses of the selected ePDG, then the UE shall repeat the ePDG selection as described in this subclause, excluding the ePDG for which the UE did not receive a response to the IKE_SA_INIT request message.

NOTE 2:
The time the UE waits before reattempting access to another ePDG or to an ePDG that it previously did not receive a response to an IKE_SA_INIT request message, is implementation specific.
The UE shall select only one ePDG also in case of multiple PDN connections.

NOTE 3:
During handover between two untrusted non-3GPP access networks, the UE can initiate tunnel establishment to another ePDG while still being attached to the current ePDG.
***** Last change *****
