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1. Introduction
In 3GPP TS 23.179 v1.1.1, there are requirements for adjusting underlying bearer characteristics for both MCPTT emergency group calls and imminent peril calls.  This applies to both new calls and the upgrading of existing calls to MCPTT emergency call or imminent peril call priority.

The following discussion focuses on  MCPTT emergency call but the same issues are applicable to MCPTT imminent peril call as well. The current document only considers unicast scenarios.
1.1 Emergency group call on a provisioned MCPTT emergency group

The flow from 23.179 subclause 10.8.2.6.1.1 and two of the steps relevant to this conversation appear below.
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4.
MCPTT server checks whether the MCPTT user of MCPTT client 1 is authorized for initiation of MCPTT emergency calls on the indicated MCPTT group, and if authorized, it resolves the MCPTT group id to determine the members of that MCPTT group and their affiliation status, based on the information from group management server.
5.
The MCPTT server adjusts the priority of the underlying bearer.
NOTE 3:
Successive calls during the MCPTT group's in-progress emergency state will all receive the adjusted bearer priority.
Note that for step 5, I believe that the priority adjustment should be applied to new or existing bearers (e.g., in the case of using a pre-established session) for other participants in the call, although this is not explicitly stated. The rationale for this is suggested by the next section.

1.2 MCPTT group call upgraded to an MCPTT emergency group call

The flow from 23.179 subclause 10.8.2.6.1.2 and one step relevant to this conversation appear below.

…
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3.
The MCPTT server adjusts the priority of the underlying bearer for all participants in the MCPTT group.

Note that the "…all participants…"verbiage from step 3 suggests that this treatment should be assumed for the flow in 1.1 of this document.
1.3 MCPTT group emergency cancel
The flow in 23.179 v1.1.1 subclause 10.8.2.6.1.3
"MCPTT group emergency cancel" contains a step with the following description:

4.
The MCPTT server adjusts the priority of the underlying bearer; priority treatment is no longer required. The MCPTT server cancels/resets the emergency in-progress state of the MCPTT group.
1.4 Derived requirements pertaining to priority from the above flows
The statements  "The MCPTT server adjusts the priority of the underlying bearer" from the first flow and "The MCPTT server adjusts the priority of the underlying bearer for all participants in the MCPTT group" translate to:

1)
adjusting the ARP priority and pre-emption attributes of the bearer to whatever policy dictates that should be for an MCPTT emergency group call. This includes the ARP priority, pre-emption capability and pre-emption vulnerablity.

2)
upgrading to QCI 65 and 69 if supported by the operator and not already being used for the call. Note that QCIs 65 and 69 may be used routinely for public safety users and thus not require upgrade.
Additional derived requirements include:

3)
the MCPTT server is tasked with triggering the bearer adjustments

4)
MCPTT server is required to authorize the emergency request 

NOTE:
In the first flow, an authorization step (step 4 from 1.1 above) is included where the MCPTT server "… server checks whether the MCPTT user of MCPTT client 1 is authorized for initiation of MCPTT emergency calls on the indicated MCPTT group…". It is unclear whether this authorization step was omitted intentionally or not from the flow in 1.2.
The statement "The MCPTT server adjusts the priority of the underlying bearer; priority treatment is no longer required" from the emergency cancel flow suggests two additional derived requirements:

5)
restoring the ARP priority and pre-emption attributes of the bearer to its state prior to the MCPTT emergency group call. This includes the ARP priority, pre-emption capability and pre-emption vulnerablity.
6)
restoring the bearer QCIs to their state prior to the call.
Presumably, if the emergency call requested by the originator is not authorized, the originating client should not have its underlying bearers adjusted.

1.5 Requirements specific to ARP

The LTE QoS parameter ARP (Allocation and Retention Priority) has attributes for priority, pre-emption capability and pre-emption vulnerability. Ideally, the priority scheme for MCPTT will allow for:

- enable ARP attributes to be defined in a flexible manner depending upon the policy for a specific deployment
- provide multiple levels of priority. 
As an example, consider the following:
MCPTT priority level 2 in deployment A translates to:

ARP = 5

Pre-emption capability = true

Pre-emption vulnerability = false

MCPTT priority level 2 in deployment B translates to:

ARP = 6

Pre-emption capability = false

Pre-emption vulnerability = false

The goal here is to allow for a flexible scheme for MCPTT priority which can accommodate the requirements of many deployments. The priority policies are in the domain of the public safety organizations, network operators and government entities which shall deploy such systems. There is no question that pre-emption will be required for at least some public safety deployment. The MCPTT priority scheme must accommodate this requirement.
1.6 Implementing the requirements

It is pretty clear what is needed to implement derived requirements 1, 2, 5 and 6. It is clear that diameter Rx requests to the PCRF are required to alter the characteristics of an existing bearer, or to activate new bearers with the proper attributes if needed. With the current stage 2 definition of MCPTT, the MCPTT server can not directly make Rx requests to the PCRF. That functionality has not been agreed to in SA6. Therefore, the MCPTT server must use SIP/SDP mechanisms to influence the P-CSCF to craft Rx requests in such a way that the requests, in conjunction with configured policy, will result in the appropriate bearer modifications.

1.7 Potential Mechanisms

Use of the Resource-Priority header field

From 3GPP TS 29.214 v13.3.0, Annex A.9:

"When the P-CSCF receives an authorised Resource-Priority header field or a temporarily authorised Resource-Priority header field containing an appropriate namespace and priority value in SIP signaling, and recognizes the need for priority treatment as specified in 3GPP TS 24.229 [17], the P-CSCF shall include the MPS-Identifier AVP and Reservation-Priority AVP in the AAR command towards the PCRF. The MPS-Identifier AVP shall contain the national variant for MPS service name indicating an MPS session. The Reservation-Priority AVP shall include the priority value of the related priority service."

From 3GPP TS 29.213 v13.3.0, Table 6.3.2 "Rules for calculating the Maximum Authorized/Guaranteed Data Rates,

QCI and ARP in the PCRF"
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 It is suggested from the above that the Resource-Priority header using a namespace TBD and sufficient levels of priority for MCPTT may provide a potential method to effect the desired ARP changes in the underlying bearer.
From "Table 6.3.1: Rules for derivation of the Maximum Authorized Data Rates, Authorized Guaranteed Data Rates

and Maximum Authorized QoS Class per IP flow or bidirectional combination of IP flows in the PCRF"
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It is suggested from the above (highlighted in yellow) that the Resource-Priority header using a namespace TBD may provide a potential method to effect the desired QCI changes in the underlying bearer.
MCPTT emergency group call establishment: Possible Flow using Resource-Priority header (pre-arranged model):
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Note in this flow, derived requirements 1 and 2 can be met. Whether requirement 3 is met is a matter of interpretation as the MCPTT client initiates the procedure instead of the MCPTT server but the SDP answer from the MCPTT server actually triggers the AAR request. Requirement 4 is met as the MCPTT server authorizes the MCPTT emergency call before responding and triggering the sending of the AAR request. In the event of a failed authorization for the originator the session will be torn down. For the terminating clients (only one in this case), the first four requirements are met as the MCPTT server is initiating the INVITES with RP headers and has been able to authorize the target's authorization to participate in the emergency call.

For the originator, as long as the AAR is not sent by the P-CSCF until after the SDP answer is received, requirement four may be satisfied as the MCPTT server would have a chance to authorize the emergency call request prior to any priority bearers being established.

The above flow does not show the restoration of QCI and ARP to their pre-emergency call state. The thinking is that mechanisms similar to the above could be used for this purpose. The mechanism would consist of reINVITES with SDPs and RP headers set to the pre-emergency call level from the originator and from the MCPTT server to the terminating clients, thus fulfilling requirements 5 & 6. Alternatively, no RP header could be included, indicating "normal" MCPTT application level priority should be used.

Table 1 Requirement Status Summary per Client
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 The above flow and analysis was applied specifically to a pre-arranged emergency group call. For a chat model call, the procedure would be the same as above for the originator. For the affiliated terminating clients, the proposal is that the MCPTT server would send reINVITES with RP header field to effect the needed priority changes.

Upgrading existing normal group calls to MCPTT emergency group calls:

The assumption is that the originator would send a reINVITE with the RP header field to initiate the process and would be handled similarly to the originator in the pre-arranged flow above. The MCPTT server would send reINVITES to all terminating clients to effect the needed priority changes. This would hold true for both pre-arranged and chat model calls. The chat model version of the procedure is shown below.

MCPTT upgrade of existing call to emergency group call: Possible Flow using Resource-Priority header (chat model):
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1.8
Other potential mechanisms
Variation 1:

-originator initiates the emergency call with an application-level indication of an emergency condition via SIP Publish or Message. This allows the server to choose the priority level in the RP header instead of only being able to accept or reject the level supplied in the originator's INVITE.  However, in this approach the server will not be aware of other options the user may desire (emergency alert, implicit floor control, etc.) significantly limiting the usefulness of this option.
-procedures with terminating clients remain as above

Variation 2 (utilizing the P-CSCF inclusion of the AF-Application-Identifier AVP in the Rx AAR as in the 29.213 table 6.3.1 and 6.3.2 excerpts highlighted above) and the following:

From Annex A.1 from 3GPP TS29.214:

" When available, the P-CSCF shall also indicate to PCRF, as a complement to the Service Information, the IMS Communication Service Identifier within the AF-Application-Identifier AVP. The originating P-CSCF shall take the IMS Communication Service Identifier value from the SIP response. The terminating P-CSCF shall take the IMS Communication Service Identifier value from the SIP request. Otherwise, the P-CSCF may not be able to provide an IMS Communication Service Identifier value to the PCRF. The format and specific headers where IMS communication service identifiers are transported within SIP are defined in 3GPP TS 24.229 [17]."

Considering the above, the concept is as follows:

-have specializations of the the g.3gpp.icsi-ref media feature tag such as "urn:urn-7:3gpp-service.ims.icsi.mcptt.priority1"
-MCPTT clients and servers include the specialized ICSI in the appropriate SIP header fields when priority changes are required
-P-CSCF includes the specialized ICSI with the AF-Application-Identifier in Rx AAR requests. That, in conjunction with policy, results in the desired QCI and ARP values.
1.9 Issues and other commentary

1) is the functionality depicted above supported by the use of the SIP Resource-Priority header field and MPS? 
a)
multiple session modifications causing multiple changes in priority level during the life of a single session

b)
fullfill the ARP requirements of 1.5
c)
can a namespace or namespaces be defined to fullfill the requirements herein?

2)
P-CSCF should NOT tear down the session if the request for upgraded bearers fails. In this case, the call should be allowed to proceed with the normal MCPTT priority-level bearers.

3)
are there concerns that in a deployment requiring data hiding that sensitive information (user in a situation needing high priority) is not hidden? Yet the P-CSCF must be made aware of the need for higher priority for any of the SIP/SDP methods to work, which would indicate that this issue is unavoidable with the SIP/SDP implementations discussed above.

4)
application level events and requested bearer priority levels should be de-coupled (i.e., the RPH should be considered an indicator of desired priority, not an indication of a particular application level event such as "emergency call", "emergency alert" or "imminent peril call").

5)
although this paper focused on group call, the same mechanisms if proven viable should apply equally to emergency private call.

6)
regarding broadcast, the MB2-C interface has QoS input paramteters for its "Modify MBMS Bearer Procedure" that would allow a similar bearer upgrade to take place as is described for unicast bearers. However, it is FFS to determine if the mechanics of the MBMS modification procedure allows such a change to take place in a reasonable amount of time. Note that new MBMS bearers are too slow to be activated "just-in-time" to be of use for a new emergency call.
7)
cases should be considered where the clients involved in a MCPTT emergency call belong to different SIP cores.
2. Reason for Change
< Explain the reason for change (mandatory)>

3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to:

1)
determine the viability of one or more of the above stated methods (for effecting bearer priority instantiation or modification for MCPTT)
2)
Agree on the method to be used for effect for effecting bearer priority instantiation or modification for MCPTT

* * * First Change * * * *

<Proposed change in revision marks>

* * * Next Change * * * *

<Proposed change in revision marks>

* * * Next Change * * * *

<Proposed change in revision marks>
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		ARP

(see NOTE 1)

		IF an operator special policy exists THEN

  ARP:= as defined by operator specific algorithm;



ELSE IF MPS-Identifier AVP demands MPS specific ARP handling THEN

    ARP:= as defined by MPS specific algorithm (NOTE 2);

ELSE IF GCS-Identifier AVP demands Group Communication Service specific ARP handling THEN

    ARP:= as defined by GCS specific algorithm (NOTE 4);

ELSE  IF AF-Application-Identifier AVP demands application specific ARP

    handling THEN

      ARP:= as defined by application specific algorithm;

ELSE IF Reservation-Priority AVP demands application specific ARP handling THEN

        ARP:= as defined by application specific algorithm;

ENDIF;





		NOTE 1:	The ARP priority levels 1-8 should only be assigned to resources for services that are authorized to receive prioritized treatment within an operator domain.

NOTE 2:	The MPS specific algorithm shall consider various inputs, including the received Reservation-Priority AVP, for deriving the ARP.

NOTE 3:  For GPRS and EPS, the PCRF may check that the Guaranteed Authorized Data Rate DL/UL does not exceed the limit supported by the serving network to minimize the risk of rejection of the bearer by the serving network.

NOTE 4:	The GCS specific algorithm shall consider various inputs, including the received Reservation-Priority AVP, for deriving the ARP. 








		Authorized QoS Class Identifier [QCI]

(see NOTE 1, 2, 7, 12 and 14)

		

IF an operator special policy exists THEN

  QCI:= as defined by operator specific algorithm;



ELSE IF MPS-Identifier AVP demands MPS specific QoS Class handling THEN

     QCI:= as defined by MPS specific algorithm;

ELSE IF GCS-Identifier AVP demands Group Communication specific handling THEN

     QCI:= as defined by GCS specific algorithm (NOTE 17);

ELSE IF AF-Application-Identifier AVP demands application specific QoS Class handling THEN

     QCI:= as defined by application specific algorithm;



ELSE IF Codec-Data AVP provides Codec information for a codec that is supported by a specific algorithm THEN

     QCI:= as defined by specific algorithm; (NOTE 5)

ELSE

     /* The following QCI derivation is an example of how to obtain the QCI

         values in a GPRS network */

     IF Media-Type is present THEN

          /* for GPRS: streaming */

          IF (only uplink Flow Description AVPs are supplied for all IP

          flows of the AF session, which have media type “audio” or “video”

          and no flow usage “RTCP”, or

          only downlink Flow Desription AVPs are supplied for all IP

          flows of the AF session, which have media type “audio” or “video”

          and no flow usage “RTCP”) THEN

             CASE Media-Type OF

               “audio”:        MaxClassDerivation := 3 OR 4; (NOTE 9)

               “video”:        MaxClassDerivation := 4

             END;



           /* for GPRS: conversational */

           ELSE

             CASE Media-Type OF

               “audio”:        MaxClassDerivation:= 1 OR 2; (NOTE 6)

               “video”:        MaxClassDerivation:= 2

             END;



           ENDIF;



           CASE Media-Type OF

             “audio”:        QCI := MaxClassDerivation

             “video”:        QCI := MaxClassDerivation

             “application”:  QCI := 1 OR 2; (NOTE 6)

                /*e.g. for GPRS: conversational*/

             “data”:         QCI := 6 OR 7 OR 8; (NOTE 8)

                /*e.g. for GPRS: interactive with prio 1, 2 AND 3

                   respectively*/

             “control”:      QCI := 6;

                /*e.g. for GPRS: interactive with priority 1*/



/* NOTE: include new media types here */



             OTHERWISE:      QCI := 9;

                /*e.g. for GPRS: background*/



           END;

   ENDIF;

ENDIF;



IF SIP-Forking-Indication AVP indicates SEVERAL_DIALOGUES THEN

   QCI = MAX[QCI, previous QCI](NOTE 10)

ENDIF ;










		Derived Requirement:

		For Client #1

		For Client #2



		1) adjusting the ARP priority of the bearer to whatever policy dictates that should be for an MCPTT emergency group call. This includes the priority, pre-emption capability and pre-emption vulnerablity attributes.

		Requirement Satisfied

		Requirement Satisfied



		2) upgrading to QCI 65 and 69 if supported by the operator and not already being used for the call.

		Requirement Satisfied

		Requirement Satisfied



		3) the MCPTT server is tasked with triggering the bearer adjustments

		Subject to interpretation. 

The MCPTT client initiates the action with its INVITE/RPH but the MCPTT server's SDP answer actually triggers the Rx AAR to acquire the needed bearer resources.

		Requirement Satisfied

The MCPTT server initiates the process with its INVITE/RPH. The SDP answer from the MCPTT Client actually triggers the Rx AAR to acquire the needed bearer resources.



		4) MCPTT server is required to authorize the emergency request

		Requirement Satisfied

The MCPTT server will authorize the MCPTT emergency group call prior to the Rx AAR is made to acquire the needed bearer resources, even thought the MCPTT client initiated the process.

		Requirement Satisfied

The MCPTT initiates the process and authorizes the MCPTT emergency group call prior to Rx AAR is is made to acquire the needed bearer resources.



		5)	restoring the ARP priority of the bearer to its state prior to the MCPTT emergency group call. This includes the ARP priority, pre-emption capability and pre-emption vulnerability attributes.

		Subject to interpretation.

The MCPTT client initiates the action with its INVITE/RPH but the MCPTT server's SDP answer actually triggers the Rx AAR to the bearer to noon-emergency levels.

		Requirement Satisfied

MCPTT server initiates the action with its INVITE/RPH but the MCPTT client's SDP answer actually triggers the Rx AAR to the bearer to non-emergency levels.



		6)	restoring the bearer QCIs to their state prior to the call.

		Requirement Satisfied



		Requirement Satisfied
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