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1. Introduction
This P-CR introduces subclauses on retrieving and processing a group document.
2. Reason for Change
The controlling MCPTT function will need to retrieve a group document (unless it already has it cached) from the group management server and will need to process it to see if the group is enabled and matches with the type of group session that the user wishes to initiate. Additionally, the controller will need to:
-
run rules to authorise the user wishing to initiate the group session;

-
run rules to authorise users wishing to join an existing group session (including in the case that the user trying to initiate a group session which is already ongoing).

-
perform the affiliation check.

-
determine from the group information which members to invite to the group session.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 v.0.3.0.
* * * First Change * * * *
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6.3.3.x
Retrieving and processing a group document

6.3.3.x.1
Rules for retrieving a Group Document 

Upon receipt of a SIP INVITE request the controlling MCPTT function:

1)
if not yet subscribed to the group document for the MCPTT group ID in the Request-URI of the SIP INVITE request, shall subscribe to the "xcap-diff" event-package for the group document of the MCPTT group ID as specified in 3GPP TS 24.381 [xx];

2)
upon receipt of a SIP 404 (Not Found) response as a result of attempting to subscribing to the "xcap-diff" event-package for the group document of the MCPTT group ID in the Request-URI of the SIP INVITE request as specified in 3GPP TS 24.381 [xx], shall send the SIP 404 (Not Found) with the warning text set to "xxx group document does not exist" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;
3)
upon receipt of any other SIP 4xx, SIP 5xx or SIP 6xx response as a result of attempting to subscribing to the "xcap-diff" event-package for the group document of the MCPTT group ID in the Request-URI of the SIP INVITE request as specified in 3GPP TS 24.381 [xx], shall send the SIP final response with the warning text set to "xxx unable to retrieve group document" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps; and
4)
upon receipt of a notification from the group management server containing the group document, shall access the following elements and attributes from the group document for the MCPTT group ID and:

a)
if the <disabled> element is "true", shall send a SIP 403 (Forbidden) response with the warning text set to "xxx group is disabled" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;
b)
if the <list> element of the <list-service> element does not contain an entry matching the MCPTT ID of the user in the SIP INVITE request, shall send a SIP 403 (Forbidden) response with the warning text set to "xxx user is not part of the MCPTT group" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;
c)
if the <invite-members> element is set to "true" and if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <session-type> element containing a value not set to "pre-arranged", shall return a SIP 404 (Not Found) response with the warning text set to "xxx the group id indicated in the <Request-URI> is a pre-arranged group" as specified in subclause 4.4 "Warning header field"; Otherwise, continue with the rest of the steps; and
d)
if the <invite-members> element is set to "false" and if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <session-type> element containing a value not set to "chat" shall return a SIP 404 (Not Found) response with the warning text set to "xxx the group id indicated in the <Request-URI> is a chat group" as specified in subclause 4.4 "Warning header field"; 

6.3.3.x.2
Rules for joining a group session
The following conditions shall be met for the controlling MCPTT function to allow an MCPTT user to join an existing group session:

1)
an <entry> element exists in the <list> element of the group document for the MCPTT user;

2)
a <rule> exists in the group document with: 

a)
the <is-list-member> element of the <conditions> element present and with the <join-handling> element of the corresponding <actions> element set to "true"; or 

b)
the <identity> element of the <conditions> element containing an entry matching the MCPTT ID in the SIP INVITE request, with the <join-handling> element of the <actions> element set to "true"; and

3)
if the <supported-services> element is present, it contains:

a)
a <service> element containing an "enabler" attribute which is set to the MCPTT ICSI; and

b)
if a <group-media> element is present, an entry set to "MCPTT speech".

If all of the above conditions are not met, then the MCPTT user shall not be authorised to join the group session.
6.3.3.x.3
Rules for initiating a pre-arranged group session 
The following conditions shall be met for the controlling MCPTT function to initiate a group session for the requesting MCPTT user:

1)
an <entry> element exists in the <list> element of the group document for the MCPTT user;

2)
a <rule> exists in the group document with: 

a)
the <is-list-member> element of the <conditions> element present and with the <allow-initiate-conference> element of the corresponding <actions> element set to "true"; or 

b)
the <identity> element of the <conditions> element containing an entry matching the MCPTT ID in the SIP INVITE request, with the <allow-initiate-conference> element of the <actions> element is set to "true"; and

3)
if the <supported-services> element is present, it contains:

a)
a <service> element containing an "enabler" attribute which is set to the MCPTT ICSI; and

b)
if a <group-media> element is present, an entry set to "MCPTT speech".

If all the above conditions are not met, then the MCPTT user shall not be authorised to initiate the group session.

6.3.3.x.4
Determining the group members to invite 

The controlling MCPTT function shall only invite affiliated group members to a group session. The controlling MCPTT function determines the affiliated members from the entries contained in the <list> element of the group document by following the procedures specified in subclause 6.3.3.x.5
NOTE 1:
The term "affiliated group members" used above also includes those members that are implicitly affiliated by the controlling MCPTT function.

If the number of members of the MCPTT group exceeds the value contained in the <max-participant-count> element the controlling MCPTT function shall invite only <max-participant-count> members from the list, but shall prioritise inviting those group members to the group session that have an <entry> element in the <list> element with a <required> element set to "true".

NOTE 2:
The <max-participant-count> element indicates the maximum number of participants allowed in the group session. The <required> element is used to determine which group members need to acknowledge the group call before audio transmission can proceed.

NOTE 3:
Other requirements for how the controlling MCPTT function selects which of the <max participant count> members to invite is outside the scope of this specification.
NOTE 4:
It is assumed that validation checks are performed at the Group Management Server to ensure that the <max-participant-count> cannot be less than the number of <required> users.
6.3.3.x.5
Affiliation check

Editor's Note: The XML constructs for affiliation specified below still need to be defined in TS 24.381 and thus are subject to change.

The controlling MCPTT function checks if an MCPTT user is affiliated to an MCPTT group by following the procedures below.
The controlling MCPTT function:
1)
 if a cached copy of the group document for the MCPTT group ID indicated in the Request-URI of the SIP INVITE request is not available, shall subscribe to the group document for this MCPTT ID at the group management server for the MCPTT user, as specified in 3GPP TS 24.381 [x], and wait to be notified with the group document.
2)
 if an <entry> element exists for the MCPTT ID in the <list> element of the group document with an <affiliated> element set to "true", shall determine that the user is affiliated to the MCPTT group; and
3)
 if an <entry> element exists for the MCPTT ID in the <list> element of the group document with an <affiliatied> element set to "false" or with no <affiliated> element, shall determine that the user is not affiliated to the MCPTT group. 
* * * End Changes * * * *

