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1. Overall Description:

SA6 wishes to thank SA3 for the LS regarding Clarification on SA6 Architecture. After consideration of each question within the LS from SA3, SA6 would like to clarify the SA6 architecture.
Response to Question 1 
Response 1: The MCPTT SIP Core supports the Cx interface. Cx may need to be enhanced to support MCPTT requirements. Different deployment scenarios are defined in section 9.2 of TS 23.179. These deployment scenarios explain trust domain relationships between the HSS, SIP database, and the MCPTT user database. Security aspects and restrictions relating to access of data across different trust domains require consideration by SA3.
Response to Question 2 
Response 2: MCPTT-1 represents the application plane reference point for information between the MCPTT client and MCPTT server. MCPTT-1 shall use SIP-1 and SIP-2 reference points for establishing session in support of MCPTT. The MCPTT server and MCPTT client provide the necessary information to the SIP signalling plane for setting up the SIP session using SDP. The MCPTT client and MCPTT server have access to the entire SIP message. When required by the MCPTT service provider, application plane identities (e.g. MCPTT group ID, MCPTT user identity) and similarly sensitive associated user and group attributes (e.g. MCPTT user name, MCPTT user organization) are hidden from the SIP signalling control plane. It is left to SA3 and CT1 to design the method for this separation and hiding of application data from the SIP signalling control plane, for use when required. 
Response to Question 3

Response 3: For the 'Notification of group metadata' flow between the group management server and group management client CSC-2 utilizes the SIP protocol over SIP-1 and SIP-2. This means that CSC-2 supports both SIP and HTTP. This will be reflected in the next draft of TS 23.179.
2. Actions:

To:  3GPP TSG SA WG3, 3GPP TSG CT WG1
ACTION: 
SA6 kindly requests SA3 and CT1 to take the above information into account in your work.
3. Date of Next TSG-SA6 Meetings:

TSG-SA6 Meeting #8 
16 – 20 November 2015
Anaheim, US
TSG-SA6 Meeting #9 
1-5 February 2016
Dubrovnik, HR
