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1. Abstract
This document discusses how to encode Target Info parameter in Group Member Discovery Solicitation.
2. Discussion
2.1 Introduction

The Target Info parameter provides information about the targeted discoverees (single user or group).
It is not clear how the discoveree distinguishes whether a user or a group is targeted.

2.2. Possible solutions
2.2.1 Solution-1

Define Target User Info parameter indicating the User Info Id of the targeted discoveree user.

Define Target Group Info parameter indicating the ProSe Layer-2 Group ID of the targeted discoveree group.

Define GMDS Composition parameter indicating whether a Target User Info parameter or a Target Group Info parameter is included.
In the PC5_DISCOVERY message for Group Member Discovery Solicitation:

-
include GMDS Composition parameter; and

-
depending on the value of the GMDS Composition parameter, include Target Group Info parameter or Target User Info parameter.

2.2.2 Solution-2

Define Target User Info parameter indicating the User Info Id of the targeted discoveree user.

Define Target Group Info parameter indicating the ProSe Layer-2 Group ID of the targeted discoveree group.

Define two PC5_DISCOVERY messages for the Group Member Discovery Solicitation message:

-
PC5_DISCOVERY message for Group Member Discovery Solicitation with Target User Info; and

-
PC5_DISCOVERY message for Group Member Discovery Solicitation with Target Group Info.
The Target User Info is included in PC5_DISCOVERY message for Group Member Discovery Solicitation with Target User Info.
The Target Group Info is included in PC5_DISCOVERY message for Group Member Discovery Solicitation with Target Group Info.
Change semantic of the Content Type value (of the Message Type) currently assigned to the Group Member Discovery Solicitation message to indicate the Group Member Discovery Solicitation with Target User Info.
Assign further the Content Type value (of the Message Type) to the Group Member Discovery Solicitation with Target Group Info.

Update procedures to use the PC5_DISCOVERY message for Group Member Discovery Solicitation with Target User Info and the PC5_DISCOVERY message for Group Member Discovery Solicitation with Target Group Info.

2.3. Evaluation

2.3.1 Message size

In solution 1, the Group Member Discovery Solicitation message size (without security fields) is 152 bits or 120 bits.

In solution 2, the Group Member Discovery Solicitation message size (without security fields) is 144 bits or 112 bits.

NOTE: the above assumes 56 bits long User Info Id values.

Conclusion-1: there is no significant difference between solution 1 and solution 2 as both fit into the maximum message size of 232 bits with a margin sufficient for security fields.
2.3.1 Content type values

The Content Type values of the Message Type parameter are used to distinguish formats of both the PC5_DISCOVERY messages for ProSe direct discovery for public safety use and the PC5_DISCOVERY messages for ProSe direct discovery for non-public safety use. 
9 out of 16 available values of the Content Type field of the Message Type parameter are assigned in TS 24.334 baseline or in TS 24.334 CRs agreed in CT1#94.
Observation-1: Values of the Content Type field of the Message Type parameter are valuable and scarce resource.
Solution 1 does not require reservation of an additional value of Content Type field of the Message Type parameters. This is true even if SA2 defines further methods how to identify the targeted discoverees.
Solution 2 requires reservation of an additional value of Content Type field of the Message Type parameters. Moreover, if SA2 defines further methods how to identify the targeted discoverees, further values of the Content Type field of the Message Type parameters would need to be reserved.
Conclusion-2: solution 1 is more advantageous than solution 2 since solution 1 does not require reservation of an additional Content Type value of the Message Type parameter.
Conclusion-3: solution 1 is more future proof than solution 2 since solution 1 would not require reservation of any additional Content Type values of the Message Type parameter for any further methods how to identify the targeted discoverees.
3. Conclusions

Conclusion-1: there is no significant difference between solution 1 and solution 2 as both fit into the maximum message size of 232 bits with a margin sufficient for any security fields.
Observation-1: Values of the Content Type field of the Message Type parameter are valuable and scarce resource.
Conclusion-2: solution 1 is more advantageous than solution 2 since solution 1 does not require reservation of an additional Content Type value of the Message Type parameter.
Conclusion-3: solution 1 is more future proof than solution 2 since solution 1 would not require reservation of any additional Content Type values of the Message Type parameter for any further methods how to identify the targeted discoverees.
4. Proposal

It is proposed to specify solution 1 as in C1-154136.
