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1. Introduction
This P-CR introduces the MCPTT server procedures acting as controlling role for terminating private call
2. Reason for Change
TS 23.179 subclause 10.9.2 describes on-network private call within one MCPTT system or within several MCPTT systems using automatic or manual commencement mode and with the ability to request or not request floor control.  : 

As MCPTT servers may act as participating or controlling role, it is divided the procedures of MCPTT server into the case of participating MCPTT server and controlling MCPTT server for each originating and terminating call procedures.

This p-CR covers the procedures of controlling MCPTT server for terminating private call.

Each MCPTT server is a SIP B2BUA and thus each MCPTT server will need to generate an SDP offer and an SDP answer for each case of “on demand” and “using pre-established session”. These procedures covered in section 11.1.1.3.1 “General” under section 11.1.1.3 “MCPTT server procedures” in P-CR “private call partipating server originating”.

When taking the text of  the procedures in subclause 10.9.2 from stage 2, 3GPP TS 23.179, 

“If authorized, MCPTT server includes information that it communicates using MCPTT service, offers the same media types or a subset of the media types contained in the initial received request, automatic commencement mode indication and sends the corresponding MCPTT private call request towards the MCPTT client specified in the original MCPTT private call request (MCPTT client 2). the below table gives a stage 3 analyses of some of the stage 2 text from a participating server point of view in originating private call procedure.”,  the MCPTT server need to authorize the user by the MCPTT identity, here, we reuse the P-Asserted-Identity for this purpose.

This pCR revises C1-153562 in order to correct editorial mistakes and remove the redundant editor’s note.

And it also creates the subclauses under the common section for controlling functions ans put the text to be applied commonly in common subclauses for sending an INVITE request.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 version 0.2.2.
* * * First Change * * * *

6.3.3.2
Requests terminated by the controlling MCPTT function
6.3.3.2.1
SDP offer generation

Editor's Note [CT1#94, 6.3.3.2.1, #1]: To be done.

6.3.3.2.2
SDP answer generation

Editor's Note[CT1#94, 6.3.3.2.2, #1]: To be done.

6.3.3.2.3
Receipt of an INVITE request

On receipt of an initial SIP INVITE request the MCPTT server shall cache SIP feature tags, if received in the Contact header field, and if the specific feature tags are supported.
When sending SIP provisional responses with the exception of the SIP 100 (Trying) response to the SIP INVITE request the MCPTT server:

1)
shall generate the SIP provisional response according to rules and procedures of IETF RFC 3261 [33];

2)
shall include a P-Asserted-Identity header received in the incoming SIP INVITE request;

3)
shall include a SIP URI for the Contact header set to the public service identity identifying the private call service at the MCPTT server; and

4)
shall include the following in the Contact header field:

a)
g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

c)
the "isfocus" media feature tag.

Editor's Note [CT1#94, 6.3.3.2.3, #1]: It is FFS inclusion of Warning header.
When sending a SIP 200 (OK) response to the initial SIP INVITE request, the MCPTT server:

1)
shall generate the SIP 200 (OK) response according to rules and procedures of IETF RFC 3261 [33];

2)
shall include the Session-Expires header field with and start supervising the SIP session according to rules and procedures of IETF RFC 4028 [54], "UAS Behavior". The "refresher" parameter in the Session-Expires header field shall be set to 'uac';

3)
shall include the option tag 'timer' in a Require header field;

4)
shall include a P-Asserted-Identity header received in the incoming SIP INVITE request;

5)
shall include a SIP URI for the Contact header set to the public service identity identifying the private call service at the MCPTT server;

6) shall include the following in the Contact header field:

a)
g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and
c)
the "isfocus" media feature tag; and
7)
shall include Warning header field(s) received in incoming responses to SIP INVITE request;
8)
shall include the option tag ‘tdialog’ in a Supported header field according to rules and procedures of IETF RFC 4538 [61]; and

9)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
* * * Nextt Change * * * *

11
Private call

Editor's note: Currently this subclause is proposed to cover private call. It is proposed that emergency private call would also be included in this clause. See 3GPP TS 22.179 [2] subclauses 5.6, 5.7. See 3GPP TS 23.179 [3] subclause 10.7.1
11.1.1.4
Controlling MCPTT function procedures
11.1.1.4.2
Terminating procedures
Upon receiving of an initial SIP INVITE request the MCPTT server:

1) shall check whether the public service identity contained in the Request URI is allocated for private call and perform the actions specified in subclause [ABCD public service identity does not exist] if it is not allocated. Otherwise, continue with the rest of the steps;
Editor’s Note [CT1#94, C1-153742]: subclause [ABCD public service identity does not exist] needs to be provided in a future contribution
Editor’s Note [CT1#94, 11.1.1.4.2., #1]: The operation of MCPTT server when the public service identity contained in the Request URI is not allocated for private call from the MCPTT server is to be filled later.
2)
shall perform actions to verify the P-Asserted-Identity of the inviting MCPTT user and authorize the request according to local policy, and if it is not authorized the MCPTT server shall return a SIP 403 (Forbidden) response with the warning text as specified in "Warning header field". Otherwise, continue with the rest of the steps;

3)
shall validate that the received SDP offer includes at least one media stream for which the media parameters and at least one codec or media format is acceptable by the MCPTT server and if not, reject the request with a SIP 488 (Not Acceptable Here). Otherwise, continue with the rest of the steps;

4)
shall perform action on receipt of an initial SIP INVITE request as described in 6.3.3.2.3;

5)
shall allocate a MCPTT session identity for the MCPTT private call session; and

6)
shall invite the MCPTT user listed in the MIME resource-lists body of received SIP INVITE request.
Upon receiving a SIP 180 (Ringing) response and if the SIP 180 (Ringing) or the SIP final response has not yet been sent to the inviting MCPTT client, the MCPTT server:

1) shall generate a SIP 180 (Ringing) response to the SIP INVITE request and send the SIP 180 "Ringing" response towards the inviting MCPTT client according to 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response for the SIP INVITE request and if the SIP final response has not yet been sent to the inviting MCPTT client the, MCPTT server:

1)
shall generate a SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.3.2.3 before continuing with the rest of the steps;

2)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.2;
3)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and
NOTE:
Resulting media plane processing is completed before the next step is performed.

4)
shall send a SIP 200 (OK) response towards the inviting MCPTT client according to 3GPP TS 24.229 [4]. 
* * * End of Change * * * *
