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Please find a summary of the outstanding issues for TS 24.379.
Most areas of work are assigned to people, though for call control the contributions have come (so far) from only three companies. The rapporteur (i.e. me) encourages more companies to volunteer for work or take over some work assigned to other companies.

The following aspects are not yet fully normatively specified at Stage 2 (TS 23.179, 33.179):

1. Service settings and Configuration parameters that need to be checked by the server and/or client during group and private call procedures. These parameters need to also be specified at Stage 3.
2. On-Network Broadcast, User Broadcast group 
3. Off-Network Broadcast, Group Broadcast group and User Broadcast group.

4. Off Network "Private call setup in automatic commencement mode", "Private call setup in manual commencement mode" and "Private call release"
5. Sufficient coverage of "dispatcher" and "authorised user access" used in group procedures.

6. Service Authorisation

7. QoE profiles

The following aspects are not fully covered in Stage 2, but CT1 can take some intelligent assumptions:

1. Implicit Affiliation seems only to be specified for Chat model. 
  CT1 assumption: It is a general requirement.

2. Implicit Floor Request seems to be missed out for Pre-arranged Group Call and Emergency Private Calls

 CT1 assumption: It is a general requirement.

3. Emergency procedures are only specified for Pre-arranged Group Call. 
 CT1 assumption: They are also applicable to Chat model.

4. Commencement mode requirements for pre-arranged group call do not involve Manual and Automatic answer mode unlike in Private Calls.

 CT1 assumption: Although Stage 1 includes manual interaction vs automatic answer, they are not specified by Stage 2 for group calls. See appropriate discussion paper in agenda item 13.6.2 for a way forward.
5. Client re-join requirements not specified in TS 23.179

 CT1 assumption:  Client re-join is applicable to Chat model and Pre-arranged model. Client could use the group-id to re-join, but if the client has multiple sessions, the client could cache the "session-id" which is the contents of the Contact Header of the 200 OK from the controlling function, to the initial INVITE from the client.

Big gaps of functionality in TS 24.379:

1. Service Authorisation ( 0%)
2. Affiliation Procedures ( 0%)
3. Emergency Group/Private Call, Emergency Alert, Imminent Peril ( 0%)
4. Broadcast aspects of group call ( 0%)
Main technical issues that require discussion in Stage 3:
1. Preconditions and Resource Reservation. Stage 1 TS 22.179 indicates:
[R-6.15.3.2-012] The MCPTT Service shall provide an MCPTT Access time (KPI 1) less than 300 ms for 95% of all MCPTT Request.

a. Is the use of pre-conditions on the originating client and terminating clients supported? Would support for "100rel" impact the above requirement?
b. If "100rel" is not required, would sending "183 Session Progress" and then "200 OK" when resources allocated impact the above requirement, or can the terminating client perform resource reservation while sending the 200 OK? 

NOTE: Use of 183 may allow for the support of the P-Answer-State header which could allow the client to send media early which could be buffered until the terminating client sends the 200 OK.
2. Application-layer vs SIP-layer protocol split. Is there any requirement that drives the need to separate the application related data from the SIP layer in the absence of identity hiding?
3. Identity hiding solution. Is there a need to encrypt the application data such as MCPTT-ID and MCPTT Group-Id in a body or can this information be obtained using mapping (e.g. the IMPU) or through the use of tokenisation where (e.g.) the actual Group-Id is not inserted at the SIP layer, but an alias.
4. Specification of both MCPTT media feature tag and ICSI
5. How is Privacy header field and the value "id" used in MCPTT?
6. How is Resource Priority Header used in MCPTT? 
7. Is there a need for an clear off-network protocol split i.e. application and transport layering?
8. Rendezvous for off-network. How to map between User Info ID and SIP-URI. 
