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R.2.2.6
Emergency service

R.2.2.6.1
General

To support emergency session over WLAN access to EPC, only EPC procedures for untrusted WLAN access to EPC (S2b) are defined. Once IPsec tunnel setup is completed, the UE shall follow the procedures described in subclause R.2.2.1 of this specification for establishment of IP-CAN bearer and P-CSCF discovery accordingly.

When the IMS network detects that the UE is establishing an emergency session over WLAN access to EPC and P-CSCF can determine that the UE is outside the country of the HPLMN, local policies in the Home IMS network may determine whether to nevertheless handle the emergency session.
R.2.2.6.2
UE detectable emergency session
In this release of the specification, emergency session is supported when the IP-CAN is the EPC over WLAN access if the UE that initiates the emergency session has sufficient credentials to access EPC and if the UE has failed or has not been able to use 3GPP access to set up an emergency sesssion as described in 3GPP TS 23.167 [4B] Annex J.

When the UE detects that an emergency session has been requested, the UE shall select an ePDG from the UE's home PLMN that can support emergency services for tunnel establishment as described in 3GPP TS 24.302 [8U].
NOTE 1:
In this release of the specification, no specific mechanisms are defined to support the roaming case. If an UE that is roaming sets up an emergency PDN connection, an ePDG and a PDN GW in the home PLMN are used. This means that a P-CSCF in the home PLMN is always used for emergency session over WLAN access to EPC.
NOTE 2:
In this release of the specification, how the UE detects that the target URI or that the dialled digits correspond to an emergency call is not defined. Also no procedures are defined to detect or handle local emergency numbers when the UE issues an emergency session over WLAN access to EPC while it is roaming. 
Upon reception of a 380 (Alternative Service) response to an INVITE request the UE shall behave as defined in subclause 5.1.2A.1.1 and subclause 5.1.3.1.
When the emergency registration expires, the UE should disconnect the emergency session and release the tunnel as described in 3GPP TS 24.302 [8U].
R.2.2.6.3
Non UE detectable emergency session
When the UE cannot detect the emergency session, the UE uses normal session establishment procedure. 

NOTE:
Prior to sending the session establishment request the UE is registered in the IMS as per the normal registration procedure.
Upon receiving the session establishment request by the UE, the network may:

i)
Reject the session establishment request (i.e. using 380 (Alternate Service) response) with an indication that it is an emergency session (e.g. with an <alternative-service> child element with the <type> child element set to "emergency").
The UE shall perform domain selection for emergency session and select WLAN if the UE has failed or has not been able to use 3GPP access to set up an emergency sesssion as described in 3GPP TS 23.167 [4B] Annex J. If WLAN is selected for emergency session the UE shall establish a UE detectable emergency session as described in subclause R.2.2.6.2. Otherwise, the UE shall follow the non UE detectable emergency session procedure described in 3GPP TS 23.167 [4B] subclause 7.1.2. In this case, if the 380 (Alternate Service) response:
-
Contains a Contact header field with a service URN having a top-level service type of "sos", then the UE determines that "emergency service information is included"; or
-
Does not contain a Contact header field with service URN having a top-level service type of "sos", then the UE determines that "emergency service information is not included"; or
ii)
Allow the session initiation request to continue and subsequently indicate to the UE that the session is accepted by the network as an emergency session. In this case, the UE shall not establish an emergency session over WLAN and shall instead treat the accepted session as an emergency session.
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