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1. Introduction
This contribution introduces changes to the Announcement message format to add information related to MCPTT off-network.
2. Reason for Change
Adding information to the header customizes the message to be more efficient. Also it enables to distinguish between different types of announcment messages.
· Reduces processing requirements: Having extra information at the header level will help to reduce the processing requirements and can increase efficiency manifolds, as Clients will not require parsing the whole packet to extract the MCPTT payload, and then process the payload to extract the MCPTT specific information.

· Eliminates unnecessary processing: Payload, specifically SDP, although present in all the periodic messages is not relevant for most of the clients all the time (it is mainly relevant for new entrants, or when the session is modified). So processing the payload every-time, just to confirm if there is any relevant information for the Client reduces efficiency. Rather, indicating in the header, if processing payload is necessary or not, will help increase efficiency.

· Extensibility: Need may arise in future releases to include more information in the header. Having an optional extension header will help; without compromising the backward compatibility of future releases with this release.

· Having following information at the header level may help increase efficiency:

1. Destination group
· In case the payload is encrypted, having destination group IP at the header level helps retrieve the decryption key efficiently; as the client may be member of multiple groups thus may have multiple decryption keys stored.

· Having destination group IP at the header level along with the type of the packet helps the MCPTT client to filter the packets efficiently. For example if the packet type is ‘delete’ packet for a particular ‘group’, the MCPTT client can terminate the call (after verifying the authentication header) without parsing the packet. 

2. Type information

· Having type information at the header level helps to decide what is to be done with the message more efficiently. Like the last example, having type information with group id can reduce the processing required.

3. Interval

· Interval information in the header helps to dynamically adjust the periodical interval without parsing the whole packet. Although, the group population may be monitored by each participant of the call and interval can be calculated using that, having this information in the header informs a new entrant or re-entrant (after being out of coverage) to catch up with the call population without flooding the group with periodicals in the starting few minutes.


4. Extension Headers

· To keep this version compatible if need arises in future releases to have more information in the header.
3. Proposal

It is proposed to review and agree the following changes to 3GPP TS <24.379>.
* * * First Change * * * *

10.2.1.1 
Announcement message

The MCPTT client shall generate an announcement message for a group call. Table 10.2.1.1-1 shows the announcement message format.

Table 10.2.1.1-1: Announcement message format
0                     1                    2                    3
0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| V=1 |   T   |A|E|U|C|    R    |         msg id hash           |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|            interval           |   auth len    |  ext. hdr len |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                                                               |

:                destination group (32 or 128 bits)            :

:                                                               :

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                                                               |

:                   Optional extension header                   :

:                                                               :

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                    optional authentication data               |

:                              ....                             :

*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*-*

|                      optional payload type                    |

+                                         +-+- - - - - - - - - -+

|                                         |0|                   |

+ - - - - - - - - - - - - - - - - - - - - +-+                   |

|                                                               |

:                            payload                            :

|                                                               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
10.2.1.1.1
Header
The announcement message header shall contain:
1)
a Version Number (3 bit) set to 1. This indicates the first release of off-network MCPTT (i.e. Rel-13);
2)
a Message Type (4 bit): 
	Value
	Message Type

	0
	Call Probe

	1
	Call Announcement

	2
	Call Termination

	3
	Call Modification

	4
	Response

	5 ~ 15
	Reserved


3)
an Address type (1 bit): If the A bit is 0, the originating source field contains a 32-bit IPv4 address. If the A bit is 1, the originating source contains a 128-bit IPv6 address;


4)
an Encryption Bit (1 bit): If the encryption bit is set to 1, the payload of the announcement message is encrypted. If this bit is 0 the packet is not encrypted;
5)
a Unit Time bit (1 bit): If the U bit is set to 0 it indicates the interval in in millisecond. Otherwise the interval is in second; 
6)
a Compressed bit (1 bit);
Editor's Note The above item is FFS.


7)
a 5-bit reserve R: At this point, the 5 bits in the reserved field SHOULD be set to zero by the sender of the message and MUST be ignored by the receiver;

8)
a Message Identifier Hash (16 bit): A 16 bit quantity that, used in combination with the originating source, provides a locally unique identifier indicating the precise version of this announcement;

NOTE 1:
The choice of value for this field is FFS.

9)
an Interval (16 bit): This filed indicates the minimum time period between successive periodic announcements;
10)
an Authentication Length (8 bit): An 8 bit unsigned quantity giving the number of 32 bit words following the main announcement message header that contain authentication data. If it is zero, no authentication header is present;
11) an Extension Header Length (8 bit): An 8 bit unsigned quantity giving the number of 32 bit words following the extension announcement message header.

12)
a Destination Group (32 or 128 bit): This gives the IP address of the destination group of the message. This is an IPv4 address if the A field is set to zero; else it is an IPv6 address. The address is stored in network byte order; 
13) an optional extension header: Extension header of the packet, with length as specified by the extension header length field; and
14)
an optional authentication data: Authentication data containing a digital signature of the packet, with length as specified by the authentication length header field.
Editor's Note: How to generate the digital signature by using MCPTT group ID is FFS.
10.2.1.1.2 
Optional payload type

The payload type field is a MIME content type specifier, describing the format of the payload. This is a variable length ASCII text string, followed by a single zero byte (ASCII NUL). The payload type shall be included in all packets. All implementations shall support payloads of type "application/sdp" specified in IETF RFC 4566 [12]. SDP offer shall be generated in according to the rules and procedures as specified in subclause 10.2.1.2. Other formats may be supported.

10.2.1.1.3 
Payload
The header is followed by an optional payload type field and the payload data itself. If the E or C bits are set in the header both the payload type and payload are encrypted and/or compressed.

If the packet is an call announcement packet, the payload contains a session description.
If the packet is a call termination packet, the payload contains a call termination message.
Editor's Note: If the payload format has a MIME type of "application/sdp" the termination message is a single SDP line consisting of the origin field of the call to be terminated.
NOTE:
It is desirable for the payload to be sufficiently small that announcement messages do not get fragmented by the underlying network. Fragmentation has a loss multiplier effect, which is known to significantly affect the reliability of announcements. It is recommended that announcement messages are smaller than 1kByte in length, although if it is known that announcements will use a network with a smaller MTU than this, then it is recommended to as the maximum recommended packet size.
