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1. Introduction
This P-CR introduces the MCPTT server procedures acting as participating role for originating private call.
2. Reason for Change
TS 23.179 subclause 10.9.2 describes on-network private call within one MCPTT system or within several MCPTT systems using automatic or manual commencement mode and with the ability to request or not request floor control.  : 

As MCPTT servers may act as participating or controlling role, it is divided the procedures of MCPTT server into the case of participating MCPTT function and controlling MCPTT function for each originating and terminating call procedures.

This p-CR covers the procedures of participating MCPTT function for originating private call.

Each MCPTT server is a SIP B2BUA and thus each MCPTT server will need to generate an SDP offer and an SDP answer for each case of "on demand" and "using pre-established session". Under the MCPTT server procedure of private call, the SDP offer and anser procedures are introduced as common procedures for MCPTT server of participating or controlling server role.
This P-CR is structured as follows:

1)
There are references to common subclauses introduced by P-CR C1-153509 for SDP offer and answer generation for on-demand

2)
A common subclause is added to this P-CR for SDP offer and answer generation for pre-established session.

3)
The procedure uses terms introduced by P-CR C1-153507 on distinguishing invites, i.e. "SIP INVITE request for originating participating function".
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 version 0.2.2.
* * * First Change * * * *
6.3.2.1.1.2
Pre-established session

NOTE:
This subclause is referenced from other subclauses.
When composing an SDP offer according to 3GPP TS 24.229 [4], the MCPTT server:
1) 
shall set the IP address of the MCPTT server for MCPTT speech from the SDP negotiated during the pre-established session establishment;

2) 
shall set the IP address of the MCPTT server for the offered Media-floor Control Entity from the SDP negotiated during the pre-established session establishment;

3) 
shall contain only one SDP media-level section for MCPTT speech obtained from the SDP negotiated during the pre-established session establishment consisting of:

a)
the port number for the MCPTT Speech;
b)
the codec(s) and media parameters as in the SDP negotiated during the pre-established session establishment; 
4) 
shall include the media-level section of the offered media-floor control entity from the SDP negotiated during the pre-established session establishment, if any media-floor control entity is offered consisting of:

a)
the media-floor control entity parameters as in the SDP negotiated during the pre-established session establishment;
b)
the port number for the selected media-floor control entity selected as specified in 3GPP TS 24.380 [5];
* * * * Next Change * * * *

6.3.2.1.2.2
Pre-established session

When composing an SDP answer according to 3GPP TS 24.229 [4], the MCPTT server:
1) 
shall set the IP address of the MCPTT server for the accepted MCPTT speech media stream from the received SDP offer, which was also negotiated during the pre-established session establishment;

2) 
shall set the IP address of the MCPTT server for the accepted media-floor control entity from the received SDP offer, which was also negotiated in during the pre-established session establishment;

3) 
shall include the media-level section for the accepted MCPTT speech media stream from the received SDP offer, which was also negotiated in pre-established session establishment, consisting of:

a)
the port number for MCPTT speech;
b)
the codec(s) and media parameters selected by the MCPTT server from the received SDP offer;

4)
shall include for the media-floor control entity, that is offered in the SDP offer from the MCPTT server and accepted in the SDP answer by MCPTT client, the media-level section of each offered media-floor control entity consisting of:

a)
the media-floor control entity parameters contained in the received SDP offer, restricted to media-floor control entity parameters negotiated during the pre-established session establishment

b)
the port number for selected media-floor control entity selected as specified in 3GPP TS 24.380 [5],
* * * Next Change * * * *

11.1.1.3
MCPTT server participating function procedures
11.1.1.3.1
Server originating procedures
11.1.1.3.1.1
On-demand private call
Upon receipt of a "SIP INVITE request for originating participating function", the participating MCPTT function:

Editor's Note [CT1#94, 11.1.1.3.1.1, #1]: The name of the above SIP INVITE request assumes no encryption of application-related sensitive data in the request (e.g. to hide the MCPTT identities from the SIP layer). Requirements for encryption are FFS, If encryption is required then the above SIP request will also exist in a form that identifies that the request carries sensitive data, e.g. "SIP INVITE request for originating participating function with application data encryption".
1)
shall check if a Resource-Priority header field is included in the SIP REFER request according to rules and procedures of specified in 3GPP TS 24.229 [4];
Editor's Note [CT1#94, 11.1.1.3.1.1, #2]: The values of Resource-Priority header field are FFS. How the participating function processes the Resource-Priority header in conjunction with other data (e.g. QoE data which is also FFS) is to be determined.

2)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the "SIP INVITE request for originating participating function" with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [ff];
Editor's Note [CT1#94, 11.1.1.3.1.1, #3]: It is still to be determined if QoE profiles are to be specified for MCPTT. If so, then the QoE profile may be a factor in determining whether to reject or allow the request.
Editor's Note [CT1#94, 11.1.1.3.1.1, #4]: It needs to be determined if there is configuration at the participating function for outgoing MCPTT call barring and hence a check for its existence for the MCPTT user at the participating function.

3)
shall check if the number of maximum simultaneous MCPTT sessions supported for the MCPTT user has exceeded. If exceeded, the participating MCPTT function shall respond with a SIP 486 (Busy Here) response with the warning text set to "XXX maximum simultaneous MCPTT sessions reached" in a Warning header field as specified in subclause 4.x. Otherwise, continue with the rest of the steps;
Editor's Note [CT1#94, 11.1.1.3.1.1, #5]: The above step requires that the participating function has configuration related to maximum number of simultaneous sessions for the MCPTT user. This is still to be determined,
4)
shall determine the MCPTT ID of the calling user;

Editor's Note [CT1#94, 11.1.1.3.1.1, #6]: The P-Asserted-Identity field will contain the IMPU and this is not the MCPTT ID. It has not yet been determined how the participating MCPTT function obtains the MCPTT ID. The MCPTT ID could either be 1) included in a body (and encrypted if need be and then decrypted by the server, with the key management solution being FFS) or 2) mapping tables are provided by identity management between the IMS IMPU and the MCPTT-ID and then the IMPU is translated to the MCPTT-ID at the entities.
5)
if the user identified by the MCPTT ID is not authorised to initiate private calls, shall reject the "SIP INVITE request for originating participating function" with a SIP 403 (Forbidden) response to the "SIP INVITE request for originating participating function", with warning text set to "XXX user not authorised to make private calls" in a Warning header field as specified in subclause 4.x;

Editor's Note [CT1#94, 11.1.1.3.1.1, #7]: A URI parameter (e.g. Session Type defined by OMA PCPS) or other may need to be specified so that the participating function knows that this is a private call.
6).
shall validate the media parameters and if the MCPTT speech codec is not offered in the "SIP INVITE request for originating participating function" shall reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
7) 
shall generate a SIP INVITE request as specified in subclause 6.3.2.1.3;

8)
shall copy the received Request-URI including any other uri-parameter present in the received Request-URI into the Request-URI of the outgoing SIP INVITE request;
9)
if the incoming "SIP INVITE request for originating participating function" contained an Answer Mode header field, then populate the Answer Mode header field of the outgoing SIP INVITE request with the contents of the Answer Mode header field from the incoming "SIP INVITE request for originating participating function";
Editor's Note [CT1#94, 11.1.1.3.1.1, #8]: Study is still required about the authorisation of the commencement mode indicated by the served user. It is understood that the served user can request manual or automatic commencement mode and these requirements can be provided by using the Answer Mode header from RFC 5373. However, RFC 5373 allows for stricter policy to be applied. For example, a dispatcher or authorised user may be subject to a stricter policy that allows for a stronger need to contact the user using a specific mode.  RFC 5373 provides the use of the Priv-Answer-Mode header field as well as the the "require" modifier. The "require" modifier would allow the mandated requirement for the called user to answer with that mode and if it cannot fulfil that request, to reject the request. All of these aspects still need to be discussed in CT1.
10)shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received "SIP INVITE request for originating participating server", as specified in subclause 6.3.2.1.1.1;

11) shall include a Resource-Priority header field according to rules and procedures of 3GPP TS 24.229 [4] set to the value indicated in the Resource-Priority header field of the SIP INVITE request from the MCPTT Client; and

Editor's Note [CT1#94, 11.1.1.3.1.1, #9]: Editor's Note: Whether Resource-Priority header field is mandatory and what values it is set to is FFS. How the participating function processes the Resource-Priority header in conjunction with other data (e.g. QoE data which is also FFS) to determine how to set this header in the outgoing INVITE is FFS.

12) shall forward the SIP INVITE request, according to 3GPP TS 24.229 [4].
Upon receiving a SIP 180 (Ringing) response, the participating MCPTT function: 

Editor's Note [CT1#94, 11.1.1.3.1.1, #10]: Caching of the contact information related to the "application session identifier" may need to be specified (e.g. for re-join).
Editor's Note [CT1#94, 11.1.1.3.1.1, #11]: Is 180 sent reliably?
1) 
shall generate a SIP 180 (Ringing) response to the SIP INVITE request as specified in the subclause 6.3.2.1.5.1
;
2)
shall include the P-Asserted-Identity header field as received in the incoming SIP 180 (Ringing) request;
3) 
shall include Warning header field(s) received in incoming SIP 180 (Ringing) response; and
4) 
shall forward the SIP 180 (Ringing) response to the MCPTT Client according to 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response, the participating MCPTT function:
Editor's Note [CT1#94, 11.1.1.1.1.3, #12]: Caching of the contact information related to the "application session identifier" may need to be specified (e.g. for re-join).
1) 
shall generate a SIP 200 (OK) response as specified in the subclause 6.3.2.1.5.2
;
2)
shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 6.3.2.2
;

Editor's Note [CT1#94, 11.1.1.3.1.1, #13]: RFC 4964 provides the ability for the MCPTT caller to send media early prior to the MCPTT callee having answered the call. This requires the MCPTT server to (based on knowledge that the user will answer automatically) sending a 200 (OK) response to the initial SIP invite with the P-Answer-State header set to "Unconfirmed". The media packets are sent from the caller to the MCPTT server and are buffered until the callee send back the 200 (OK) response containing a P-Answer-State header with the value of "Confirmed". It is still to be determined if this header is required in a 200 OK response and whether the UE is able to send media early. If so then the participating function must copy this header field from the incoming 200 OK to the outgoing 200 OK.

3)
shall include Warning header field(s) received in the incoming SIP 200 (OK) response.

4)
shall include the P-Asserted-Identity header received in the incoming SIP 200 (OK) response into the outgoing SIP 200 (OK) response;
5)
shall include an MCPTT session identity constructed from the MCPTT session identity provided in the Contact header field of the received SIP 200 (OK) response;
6)
shall send the SIP 200 (OK) response to the MCPTT Client according to 3GPP TS 24.229 [4];
7)
shall interact with the Media Plane as specified in 3GPP TS 24.380 [5]; and
8)
shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [7].
11.1.1.3.1.1
Private call initiation using Pre-established session
Upon receipt of a "SIP REFER request for a pre-established session", the participating MCPTT function:
Editor's Note [CT1#94, 11.1.1.3.1.2, #1]:
The above term needs to be defined to describe that the the Request-URI contains a SIP URI of a Pre-established Session owned by this participating MCPTT function and with a "method" parameter in the Refer-to header field is set as "INVITE" or when not present.
Editor's Note [CT1#94, 11.1.1.3.1.2, #2]: The above SIP REFER request assumes no encryption of application-related sensitive data in the request (e.g. to hide the MCPTT identities from the SIP layer). Requirements for encryption are FFS, If encryption is required then the above SIP request will also exist in a form that identifies that the request carries sensitive data, e.g. "SIP REFER request for pre-established session with application data encryption"
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [ff];

Editor's Note [CT1#94, 11.1.1.3.1.2, #3]: It is still to be determined if QoE profiles are to be specified for MCPTT. If so, then the QoE profile may be a factor in determining whether to reject or allow the request.

Editor's Note [CT1#94, 11.1.1.3.1.2, #4]: It needs to be determined if there is configuration at the participating function for outgoing MCPTT call barring and hence a check for its existence for the MCPTT user at the participating function.

2)
shall check if the number of maximum simultaneous MCPTT sessions supported for the MCPTT user has exceeded. If exceeded, the participating MCPTT function shall respond with a SIP 486 (Busy Here) response with the warning text set to "XXX maximum simultaneous MCPTT sessions reached" in a Warning header field as specified in subclause 4.x. Otherwise, continue with the rest of the steps;
Editor's Note [CT1#94, 11.1.1.3.1.2, #5]: The above step requires that the participating function has configuration related to maximum number of simultaneous sessions for the MCPTT user. This is still to be determined,
3)
shall determine the MCPTT ID of the calling user;

Editor's Note [CT1#94, 11.1.1.3.1.3, #6]: The P-Asserted-Identity field will contain the IMPU and this is not the MCPTT ID. It has not yet been determined how the participating MCPTT function obtains the MCPTT ID. The MCPTT ID could either be 1) included in a body (and encrypted if need be and then decrypted by the server, with the key management solution being FFS) or 2) mapping tables are provided by identity management between the IMS IMPU and the MCPTT-ID and then the IMPU is translated to the MCPTT-ID at the entities.
4)
if the user identified by the MCPTT ID is not authorised to initiate private calls, shall reject the "SIP REFER request for pre-established session" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "XXX user not authorised to make private calls" in a Warning header field as specified in subclause 4.x;

Editor's Note [CT1#94, 11.1.1.3.1.1, #6]: A URI parameter (e.g. Session Type defined by OMA PCPS) or other may need to be specified so that the participating function knows that this is a private call. This would be contained in the SIP-URI in the Refer-To header field.
5)
if the "SIP REFER request for a pre-established session" contained a Refer-Sub header field containing "false" value and a Supported header field containing "norefersub" value, shall handle the SIP REFER request as specified in 3GPP TS 24.229 [4], IETF RFC 3515 [xx] as updated by IETF RFC 6665 [xx], and IETF RFC 4488 [xx] without establishing an implicit subscription;
Editor's Note: [CT1#94, 11.1.1.3.1.1, #7]:  Whether the client should be using the Explict Subscription ("nosub") mechanism in RFC 7614 or whether the Refer-sub=False header and "norefersub" option tag as defined in RFC 4488 can be used to avoid creation of an implicit subscription is for further study.
6)
shall generate a final SIP 2xx response to the "SIP REFER request for a pre-established session" according to 3GPP TS 24.229 [4];
NOTE:
In accordance with IETF RFC 4488 [20], the participating MCPTT function inserts the Refer-Sub header field containing the value "false" in the SIP 2xx response to the SIP REFER request to indicate that it has not created an implicit subscription.

7)
shall send the response to the "SIP REFER request for a pre-established session" towards the MCPTT client according to 3GPP TS 24.229 [4];
8)
shall generate a SIP INVITE request as specified in subclause 6.3.2.1.4
; 

9)
shall copy the contents of the URI including any other uri-parameter present, from the Refer-To header of the "SIP REFER request for a pre-established session" to the Request-URI of the SIP INVITE request;
10) if the incoming SIP REFER request contained a Refer-To URI with an Answer-Mode header field then populate the Answer Mode header field of the outgoing SIP INVITE request with the contents of the Answer Mode header field in the incoming SIP REFER request;

Editor's Note [CT1#94, 11.1.1.3.1.3, #8]: Study is still required about the authorisation of the commencement mode indicated by the served user. It is understood that the served user can request manual or automatic commencement mode and these requirements can be provided by using the Answer Mode header from RFC 5373. However, RFC 5373 allows for stricter policy to be applied. For example, a dispatcher or authorised user may be subject to a stricter policy that allows for a stronger need to contact the user using a specific mode.  RFC 5373 provides the use of the Priv-Answer-Mode header field as well as the the "require" modifier. The "require" modifier would allow the mandated requirement for the called user to answer with that mode and if it cannot fulfil that request, to reject the request. All of these aspects still need to be discussed in CT1.

11) shall include in the SIP INVITE request the option tag "tdialog" in a Supported header field according to the rules and procedures of IETF RFC 4538 [xx];

12) shall include in the SIP INVITE request an SDP offer as specified in subclause 6.3.2.1.2 based upon the SDP negotiated during the Pre-established Session establishment, together with the SDP offer (if any) included in the "SIP REFER request for a pre-established session";
13)
shall determine if the SIP REFER request is regarded as being received with an implicit floor request; and

a)
if the SIP REFER request is regarded as being received with an implicit floor request, the participating MCPTT function shall include the "mc_implicit_request" media level attribute in the associated UDP stream for the floor control in the SDP offer of the SIP INVITE request; and
b)
if the SIP REFER request is regarded as being not received with an implicit floor request, the participating MCPTT function shall not include the "mc_implicit_request" media level attribute in the associated UDP stream for the floor control in the SDP offer of the SIP INVITE request; and
14) shall forward the SIP INVITE request according to 3GPP TS 24.229 [4];
Upon receiving SIP provisional responses for the SIP INVITE request the participating MCPTT function:

Editor's Note [CT1#94, 10.1.1.3.1.1, #11]: Caching of the contact information related to the "application session identifier" may need to be specified 

1)
shall discard the received SIP responses without forwarding them.

Upon receiving a SIP 200 (OK) response for the SIP INVITE request the participating MCPTT function:

Editor's Note [CT1#94, 10.1.1.3.1.1, #11]: Caching of the contact information related to the "application session identifier" may need to be specified
1)
shall interact with the Media Plane as specified in 3GPP TS 24.380 [5]
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