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1. Introduction

In CT1#93, CT1 finally agreed the single solution for ACDC mechanism [1][2][3] and the LS was sent to RAN2 to inform them about CT1 agreement and a question for ACDC mechanism [5].
In CT1’s solution for ACDC mechanism, there are still three issues to be addressed as indicated by the editor’s notes in the stage 3 specification.

On the other hand, RAN2 has started their work for ACDC mechanism and the LSes were sent to SA1 and CT1 to ask about the clear stage 1 requirements and inform them about RAN2’s agreement [4][6].
This paper aims to discuss the following remaining issues on ACDC. 
· Handling of ACDC barring indication from RRC.
· Applicability of ACDC for emergency call
· The maximum number of ACDC categories
2. Discussion

2.1 Handling of ACDC barring indication from RRC
According to SA1 requirements on ACDC, ACDC shall override ACB. At CT1#93, two possible solutions for fulfilling this requirement were discussed a little bit in offline, such as NAS based solution and RRC based solution and the LS was sent to ask RAN2 whether the AS layer will indicate to NAS the access barring is because of ACDC [5].
Since ACDC shall override ACB according to SA1 requirement in TS 22.011, when the NAS starts a new access attempt subject to ACDC for NAS signalling connection establishment while ACB barring is applicable, this attempt will proceed to ACDC barring check regardless of ACB barring status.
There are two possible solutions for the design of UE behaviour to handle it:

2.1.1. NAS based solution 
1) Whenever access barring is applicable, RRC informs NAS whether the access barring is applicable due to ACDC or not. So, NAS knows whether the access is barred due to ACB or ACDC.

2) When new access attempt subject to ACDC is triggered, NAS determines whether or not to request connection establishment to RRC based on ACDC barring status.

A. If access is barred due to ACB, NAS requests connection establishment subject to ACDC
B. If access is barred due to ACDC, NAS does not request connection establishment subject to ACDC.

3) Upon request of connection establishment subject to ACDC, RRC performs ACDC barring check regardless of barring status.

2.1.2. RRC based solution 
1) Whenever access barring is applicable, RRC informs NAS whether the access barring is applicable. But, NAS does not know whether the access is barred due to ACB or ACDC. 
2) When new access attempt subject to ACDC is triggered, NAS requests connection establishment to RRC regardless of barring status.
3) Upon request of connection establishment subject to ACDC, RRC determines whether or not to perform ACDC barring check based on ACDC barring status.
It is observed that RRC based solution has less impact on NAS than NAS based solution but from RRC point of view, RRC based solution has more impact on RRC than NAS based solution. As we can see above, RRC based solution requires that RRC remembers whether the existing barring timers (T303 and T305) are running due to ACDC or ACB. Alternatively, RRC based solution could introduce new ACDC barring timers which will also have some impact on RRC.

Furthermore, we should point out that if access barring is applicable due to ACDC in Step 3 of RRC based solution above, RRC informs NAS that access barring is applicable, so that new access barring applicability to NAS in Step 3 will be duplicated with the previous access barring status i.e. in Step 1. Since NAS cannot distinguish both access barring applicability indications to NAS (i.e. one in Step 1 and one in Step 3), it is observed that RRC based solution will have complexity in NAS. In other words, NAS should anyhow handle this duplicated barring indication from RRC.
Both NAS based solution and RRC based solution will have some impact on each layer but from the whole UE implementation point of view, NAS based solution is much simpler than RRC based solution.
Of course, the feedback from RAN2 needs to be provided and considered about this issue. So, if RAN2 confirms that whenever access barring is applicable, RRC informs NAS whether the access barring is applicable due to ACDC or not in their reply LS, then we propose to adopt the NAS based solution as way forward for ACDC mechanism. 

Proposal 1: Assuming that whenever access barring is applicable, RRC informs NAS whether the access barring is applicable due to ACDC or not, it is proposed to adopt the NAS based solution as way forward for ACDC mechanism.

2.2 Applicability of ACDC for emergency call
In the LSes, C1-152626/R2-152839 [4] and C1-153466/R2-153876 [6], RAN2 has reached the following some agreements.

1) ACDC shall be applicable for PS domain only and for CS domain the UE will be still subject to ACB.
2) The CSFB case will be handled by the legacy behaviour (i.e. the UE will be subject to ACB).

In addition, the existing access control mechanisms such as SSAC and EAB shall not apply to emergency call. 
Hence, considering RAN2’s agreement for ACDC mechanism and existing access control mechanisms, we think ACDC should not apply to emergency call as well.

Accordingly, we propose that ACDC should not apply to emergency call and the related editor’s note should be removed.

Proposal 2: ACDC mechanism should not apply to emergency call and the related editor’s note should be removed.
2.3 The maximum number of ACDC categories
In the LS C1-153466/R2-153876 [6], RAN2 informed CT1 and SA1 about some agreements on ACDC mechanism from RRC point of view. Among their agreements, RAN2 has decided to specify that the maximum number of ACDC categories broadcast via system information is 16. 
In CT1#93, ACDC MO parameters for ACDC functionality were specified in TS 24.105 [3]. Also, the maximum number of ACDC categories has been specified as “16” in ACDC MO with an editor’s note that the maximum number of ACDC categories is FFS and needs to be clarified by SA1 and RAN2.

Accordingly, we propose to remove the editor’s note on the maximum number of ACDC categories (See C1-153595 [7]).
Proposal 3: The maximum number of ACDC categories is 16 and the related editor’s note shall be removed.

3. Conclusion

In summary, it proposes CT1 to adopt some proposals below as way forward for ACDC mechanism.

Proposal 1: Assuming that whenever access barring is applicable, RRC informs NAS whether the access barring is applicable due to ACDC or not, it is proposed to adopt the NAS based solution as way forward for ACDC mechanism.

Proposal 2: ACDC mechanism should not apply to emergency call and the related editor’s note should be removed.

Proposal 3: The maximum number of ACDC categories is 16 and the related editor’s note shall be removed.
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