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	Reason for change:
	CT1#88 (Cape Town, July 2014) agreed C1-143153 which added an extra check on GMM to check the override NAS signalling low priority (NSLPI) indicator when checking if a request can override EAB making a linkage check of the two override indicators before GMM indicates to lower layers to override EAB.

The reason(s) given for this change was that CT1 received a reply LS from SA2 in C1-141236 where it was mentioned

<quote from LS>

a UE configured to override low access priority is also configured to override EAB and vice versa
<unquote>

and without a change in 24.008, then it is still " allow to configure the indications in any possible configuration " and then that is not aligned with Stage 2.

We do not doubt that the SA2 reply LS in C1-141236 makes clear that the two indicators of override NSLPI and override EAB (in the NAS MO or in the USIM or both) have to be set to the same value. 

What we do question is whether it is the responsibility of the NAS, the GMM, to police the configured values. Already in CP-140643 (the CR pack on SIMTC-Reach to CT#65, Edinburgh, Sept 2014 of which C1-143153 is part of that CR pack), there were CRs in C1-143049 and C1-143050 to 24.368 that added a note that these two override indicators have to be set to same values.

<extract from 24.368>

NOTE:
The Override_NAS_SignallingLowPriority leaf and the Override_ExtendedAccessBarring leaf is set to the same value, ……

……..

NOTE:
The Override_ExtendedAccessBarring leaf and the Override_NAS_SignallingLowPriority leaf is set to the same value
<end of extract from 24.368>

Moreover, the corresponding 31.102 CRs (in CP-140701, also approved at CT#65) has in place a manatory requirement that the two indicators shall be set the same value ….

<extract from 31.102>

The Override NAS signalling low priority tag and the Override Extended access barring tag shall be set to the same value, e.g., if the UE is configured to override the NAS signalling low access priority indicator, then it has also to be configured to override Extended access barring (see 3GPP TS 23.401 [69] subclause 4.3.17.4)
…….

The Override Extended access barring tag and the Override NAS signalling low priority tag shall be set to the same value, e.g., if the UE is configured to override Extended access barring, then it has also to be configured to override the NAS signalling low access priority indicator (see 3GPP TS 23.401 [69] subclause 4.3.17.4).

<end of extract from 31.102>

Given there are already warning notes and mandatory requirements to flag that these two indicators have to be set to the same value, it is unnecessary that GMM further polices these settings.

A further argument against GMM making such police checks is if these checks are needed before GMM sets the indication to lower layers to override EAB, then why are not symmetrical checks put in place when GMM has to check if a request can override NSLPI should that request occur when UE is barred from low priority access and barring timers T3346 or T3396 is running?

We are not proposing there should be such symmetrical checks but it does bring up the scenario that should these two indicators be for some reason not configured to same value, then if MS is configured for overide NSLPI but not configured for override EAB, then a request from upper layers will end up with indication to lower layers that is not delay tolerant (i.e override NSLPI, i.e. normal priority) but at same time NAS will indicate to lower layers to check on EAB!

A second reason why we are not proposing that the checks introduced by C1-143153 should be mirrored to go hand in hand with all checks on override NSLPI is that it should not be the responsibility of the NAS to check on proper and correct population of MO and USIM (which are responsibilities of the operator).

Thus we propose to revert the changes introduced by C1-143153.
A further reason to revert the changes introduced by C1-143153 is the argument by C1-143153 that the changes are needed to align with Stage 2.
We do not believe there are any Stage 2 requirements that NAS has to check that the two override indcators are set the same before deciding to indicate override EAB to lower layers. In fact both bullets q) and r) of 23.060 subclause 5.3.13.2 do not request such a check of linkage of settings of these two override indicators.



	
	

	Summary of change:
	The checks on overide NSLPI when checking for override EAB are removed.

	
	

	Consequences if not approved:
	Unnecessary checks on override NSLPI will remain. This will add to implementation, integration, testing and IoT efforts bring about delays and increasing costs.
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	Other comments:
	This CR can be implemented in earlier release of this specification without any backward or forward compatibility problems.


* * * 1st change * * * 
L.1
Mapping of NAS procedure to RRC establishment cause(Iu mode only)

When MM requests the establishment of an RR connection, the RRC establishment cause used by the MS shall be selected according to the CS NAS procedure as specified in table L.1.1.
Table L.1.1/3GPP TS 24.008: Mapping of CS NAS procedure to establishment cause 

	CS NAS procedure
	RRC Establishment cause (according 3GPP TS 25.331 [23c])

	Originating CS speech call
	Originating Conversational Call

	Originating CS data call
	Originating Conversational Call

	CS Emergency call
	Emergency call

	Call re-establishment
	Call re-establishment

	Location update
	Registration

	IMSI Detach
	Detach

	MO SMS via CS domain
	Originating Low Priority Signalling

	Supplementary Services
	Originating High Priority Signalling

	Answer to circuit switched paging
	Set equal to the value of the paging cause used in the reception of paging in the RRC layer

	Answer to paging for CS fallback
	Terminating Conversational Call

	
	Terminating High Priority Signalling, if in the E-UTRAN, the RRC connection is released with cause CS Fallback High Priority.

	SS part of Location services
	Originating High Priority Signalling

	Any CS NAS procedure where the initiating uplink signalling message has the Device properties IE with low priority indicator set to "MS is configured for NAS signalling low priority"
	Delay tolerant


When MM requests the establishment of an RR connection, if the MS is configured for EAB (see the "ExtendedAccessBarring" leaf of the NAS configuration MO in 3GPP TS 24.368 [135] or 3GPP TS 31.102 [112]), the MS is not an MS configured to use AC11 – 15 in selected PLMN, the MS is not answering to paging and the RRC Establishment cause is not set to "Emergency call", then the MM shall indicate to the lower layer for the purpose of access control that EAB applies for this request.

NOTE 1: 
void.NOTE 2:
EAB override is not supported in the CS domain.
When GMM requests the establishment of a PS signalling connection, the RRC establishment cause used by the MS shall be selected according to the PS NAS procedure as specified in Table L.1.2.

Table L.1.2/3GPP TS 24.008: Mapping of PS NAS procedure to establishment cause

	PS NAS procedure
	RRC Establishment cause (according 3GPP TS 25.331 [23c])

	GPRS Attach
	If the ATTACH REQUEST has Attach type not set to "Emergency attach", the RRC establishment cause shall be set to Registration except when the MS initiates attach procedure to establish emergency bearer services.


	
	If the ATTACH REQUEST has Attach type set to "Emergency attach" or if the ATTACH REQUEST has Attach type not set to "Emergency attach" but the MS initiates the attach procedure on receiving request from upper layer to establish emergency bearer services, the RRC establishment cause shall be set to Emergency call. (See Note 2)


	Routing Area Update – for the case of ‘Directed Signalling Connection Re-Establishment (see chapter 4.7.2.5.)
	If the MS does not have a PDN connection established for emergency bearer services, the RRC establishment cause shall be set to Call Re-Establishment.



	
	If the MS has a PDN connection established for emergency bearer services, the RRC establishment cause shall be set to Emergency call. (See Note 2)


	Routing area Update – all cases other than ‘Directed Signalling Connection Re-Establishment or answer to packet paging
	If the MS does not have a PDN connection established for emergency bearer services, the RRC establishment cause shall be set to Registration.



	
	If the MS has a PDN connection established for emergency bearer services, or is initiating a PDP CONTEXT ACTIVATION that has request type set to "emergency", the RRC establishment cause shall be set to Emergency call. (See Note 2)


	GPRS Detach
	Detach

	Request to re-establish RABs
	If the request is not to re-establish RABs for emergency bearer services, the RRC establishment cause shall be set to either ‘Originating Conversational Call’ or ‘Originating Streaming Call’ or ‘Originating Interactive Call’ or ‘Originating Background Call ‘ – depending on the Traffic Class in QoS of the "most demanding" Traffic Class, considering all active PDP contexts. (see Note 1)


	
	If the request is to re-establish RABs for emergency bearer services, the RRC establishment cause shall be set to Emergency call. (See Note 2)


	Request to establish a PS signalling connection for MBMS 
	MBMS reception or MBMS p-t-p RB request

	Activate PDP Context
	If the ACTIVATE PDP CONTEXT REQUEST has the Request Type not set to "emergency", the RRC establishment cause shall be set to either ‘Originating Conversational Call’ or ‘Originating Streaming Call’ or ‘Originating Interactive Call’ or ‘Originating Background Call ‘ – depending on the Traffic Class in QoS of the "most demanding" Traffic Class, considering all active PDP contexts together with the PDP context to be activated. (see Note 1) –
If Traffic Class in QoS is not ‘Conversational Class’ or ‘Streaming Class’ or ‘Interactive Class’ or ‘Background Class’ but is ‘Subscribed Traffic Class’, then ‘Originating Subscribed traffic Call’ shall be used. 


	
	If the ACTIVATE PDP CONTEXT REQUEST has the Request Type set to "emergency", the RRC establishment cause shall be set to Emergency call. (See Note 2)


	Modify PDP Context
	Originating High Priority Signalling

	Deactivate PDP Context
	Originating High Priority Signalling

	MO SMS via PS domain
	Originating Low Priority Signalling

	SS part of Location services
	Originating High Priority Signalling

	Answer to packet paging
	If the MS does not have a PDN connection established for emergency bearer services, the RRC establishment cause shall be set equal to the value of the paging cause used in the reception of paging in the RRC layer.



	
	If the MS has a PDN connection established for emergency bearer services, the RRC establishment cause shall be set to Emergency call. (See Note 2)


	Any PS NAS procedure where the initiating uplink signalling message has the Device propertiesIE with low priority indicator set to "MS is configured for NAS signalling low priority"


	Delay tolerant

	NOTE 1:
For classification of "most demanding" Traffic Class the following ranking order applies: "Conversational" followed by "Streaming" followed by "Interactive" followed by "Background", where "Conversational" is the most demanding Traffic class in terms of being delay sensitive. 
NOTE 2:
The emergency bearer services are only supported in UTRAN Iu mode.


NOTE 3: 
The RRC establishment cause can be used by the network to prioritise the connection establishment request from the MS at high load situations in the network.
When GMM requests the establishment of a PS signalling connection, if the MS is configured for EAB (see the "ExtendedAccessBarring" leaf of the NAS configuration MO as specified in 3GPP TS 24.368 [135] or 3GPP TS 31.102 [112]), the GMM shall indicate to the lower layer for the purpose of access control that EAB applies for this request except for the following cases:

-
the MS is an MS configured to use AC11 – 15 in selected PLMN;
-
the MS is answering to paging;
-
the RRC Establishment cause is set to "Emergency call";
-
the MS is configured to allow overriding EAB (see the "Override_ExtendedAccessBarring" leaf of the NAS configuration MO as specified in 3GPP TS 24.368 [135] or 3GPP TS 31.102 [112]) and receives an indication from the upper layers to override EAB; or
-
the MS is configured to allow overriding EAB and already has a PDN connection that was established with EAB override.

NOTE 4:
void.
* * * End of changes * * * 
