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	Reason for change:
	As specified in subclause 5.2 of TS 23.161, theNBIFOM Routing Rule contains the following parameters:

-
Routing Filter.

-
Routing Access Information.

-
Routing Rule Priority.

- 
Routing Rule identifier.

The routing filter is a set of packet flow IP header parameter values/ranges used to identify IP flows for routing purposes.
The Routing Access Information identifies the access type where the IP flow shall be routed.

For the purpose of matching user traffic against routing rules, the filters are applied in the order of the Routing Rule Priority.

The Routing Rule identifier uniquely identifies a Routing Rule for one PDN Connection.
A new specific NBIFOM routing rule information element over NAS needs to be defined according to the description of the NBIFOM RR above.

	
	

	Summary of change:
	Define the format and content of the Routing Rule information element.

	
	

	Consequences if not approved:
	NBIFOM is not supported in stage 3.

	
	

	Clauses affected:
	10.5.6.x

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


***** First change *****
10.5.6.x
Routing Rule (RR)

The purpose of the routing rule information element is to specify the content of routing rule for network-based IP flow mobility.

The routing rule is a type 4 information element with a minimum length of 3 octets. The maximum length for the IE is 253 octets.
The content of the RR information element is shown in Figure 10.5.a/3GPP TS 24.008 and Table 10.5.a/3GPP TS 24.008.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Routing Rule IEI
	octet 1

	Length of Routing Rule IE
	octet 2

	Status
	octet 3

	Spare
	Operation Code
	octet 4

	Routing Rule Item 1
	octet 5
octet x

	Routing Rule Item 2
	octet x+1

octet y

	...
	octect y+1



	Routing Rule Item N


	octet z


Figure 10.5.a/3GPP TS 24.008: Routing Rule information element
Table 10.5.x/3GPP TS 24.008: Routing Rule information element
	The Status (octect 3) field indicates whether the routing rule request is accepted or not. This field is only valid in the routing rule response message and shall be ignored in the routing rule request message.

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	0
	
	Accepted

	0
	0
	0
	0
	0
	0
	0
	1
	
	Rejected, unspecified

	0
	0
	0
	0
	0
	0
	1
	0
	
	Unknown routing rule identifier

	0
	0
	0
	0
	0
	0
	1
	1
	
	Unknown routing access information

	0
	0
	0
	0
	0
	1
	0
	0
	
	Requested routing rule not subscribed

	0
	1
	1
	1
	1
	1
	1
	1
	
	Protocol error, unspecified

	All other values of the Status field are treated as "Protocol error, unspecified".

	

	Operation code (octet 4)

	Bits

	3
	2
	1
	

	0
	0
	0
	Spare

	0
	0
	1
	Create routing rule

	0
	1
	0
	Delete routing rule

	0
	1
	1
	Modify existing routing rule

	1
	0
	0
	Reserved

	The value from "100" to "111" is reserved.

	

	The content of routing rule item (from octect 5) which has variable length is shown in Figure 10.5.b/3GPP TS 24.008.

	


	8
	7
	6
	5
	4
	3
	2
	1
	

	RR item identifier 
	octet z (z>=5)

	Length of RR item contents
	octet z+1

	RR item Priority
	octet z+2

	Routing Access information
	octet z+3

	IP flow filter
	octet z+4
octet v


Figure 10.5.b/3GPP TS 24.008: Routing Rule Item
Table 10.5.y/3GPP TS 24.008: Routing Rule Item
	RR item identifier (octect z) is uniquely identifies the routing rule item within one multi-access PDN Connection. The RR item identifier is allocated by the entity creating the routing rule, i.e. by the UE in UE-initiated NBIFOM mode and by the PDN GW in Network-initiated NBIFOM mode.

	

	RR item Priority (octet z+2) indicates the order of the routing rule application when the IP packet matches more than one IP flow filter. The lower value indicates higher priority.

	

	Routing Access information (octet z+3)

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	0
	
	Reseved

	0
	0
	0
	0
	0
	0
	0
	1
	
	UTRAN

	0
	0
	0
	0
	0
	0
	1
	0
	
	GERAN

	0
	0
	0
	0
	0
	0
	1
	1
	
	EUTAN

	0
	0
	0
	0
	0
	1
	0
	0
	
	WLAN

	All other values of the Routing Access information field are spare.

	

	The content of IP flow filter field is shown which has variable length is shown in Figure 10.5.c/3GPP TS 24.008 (for IPv4) and Figure 10.5.d/3GPP TS 24.008 (for IPv6).

	


	8
	7
	6
	5
	4
	3
	2
	1
	

	H
	G
	F
	E
	D
	C
	B
	A
	octet v

	spare
	spare
	spare
	M
	L
	K
	J
	I
	octet v+1

	spare
	spare
	spare
	spare
	spare
	spare
	spare
	spare
	octet v+2

	Address Type = IPv4
	octet v+3

	(A) Start Source Address
	octet v+4

octet v+7

	(B) End Source Address
	octet v+8

octet v+11

	(C) Start Destination Address
	octet v+12

octet v+15

	(D) End Destination Address
	octet v+16

octet v+19

	(E) Start IPSec Security Parameter Index
	octet v+20

octet v+23

	(F) End IPSec Security Parameter Index
	octet v+24

octet v+27

	(G) Start Source Port
	octet v+28

octet v+29

	(H) End Source Port
	octet v+30

octet v+31

	(I) Start Destination Port
	octet v+32

octet v+33

	(J) End Destination Port
	octet v+34

octet v+35

	(K) Start Protocol Type
	octet v+36

	(L) End Protocol Type
	octet v+37




Figure 10.5.c/3GPP TS 24.008: IP flow filter (Address Type = IPv4)
	8
	7
	6
	5
	4
	3
	2
	1
	

	H
	G
	F
	E
	D
	C
	B
	A
	octet v

	spare
	spare
	spare
	M
	L
	K
	J
	I
	octet v+1

	spare
	spare
	spare
	spare
	spare
	spare
	spare
	spare
	octet v+2

	
	

	Address Type = IPv6
	octet v+3

	(A) Start Source Address
	octet v+4

octet v+19

	(B) End Source Address
	octet v+20

octet v+35

	(C) Start Destination Address
	octet v+36

octet v+51

	(D) End Destination Address
	octet v+52

octet v+67

	(E) Start IPSec Security Parameter Index
	octet v+68

octet v+71

	(F) End IPSec Security Parameter Index
	octet v+72

octet v+75

	(G) Start Source Port
	octet v+76

octet v+77

	(H) End Source Port
	octet v+78

octet v+79

	(I) Start Destination Port
	octet v+80

octet v+81

	(J) End Destination Port
	octet v+82

octet v+83

	(K) Start Next Header
	octet v+84

	(L) End Next Header
	octet v+85


Figure 10.5.d/3GPP TS 24.008: IP flow filter (Address Type = IPv6)
Table 10.5.z/3GPP TS 24.008: IP flow filter
	IP flow filter component type indication (octect v –octet v+2)
This field indicates whether the corresponding field is present in the IE as shown in Figure 10.5.c/3GPP TS 24.008 (for IPv4) and Figure 10.5.d/3GPP TS 24.008 (for IPv6).

	

	Address Type (octet v+2) indicates the IP version of the addresses describing the IP flow filter.

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	0
	
	Reserved

	0
	0
	0
	0
	0
	0
	0
	1
	
	IPv4

	0
	0
	0
	0
	0
	0
	1
	0
	
	IPv6

	All other values of the Address Type field are spare.

	

	(A) Start Source Address indicates the first source address, from the range of 32-bit IPv4 addresses or 128-bit IPv6 addresses of destination IP address of the uplink packet to be matched.

	

	(B) End Source Address indicates the end value of a range starting from the value of the Start Source Address field. This filed shall not be present if the Start Source Address is not present.

	

	(C) Start Destination Address indicates the first source address, from the range of 32-bit IPv4 addresses or 128-bit IPv6 addresses of source IP address of the uplink packet to be matched.

	

	(D) End Destination Address indicates the end value of a range starting from the value of the Start End Address field. This filed shall not be present if the Start End Address is not present.

	

	(E) Start IPSec Security Parameter Index indicates the first 32-bit IPsec SPI value from the range of SPI values to be matched.

	

	(F) End IPSec Security Parameter Index indicates the end value of a range starting from the value of the Start IPsec SPI field. This filed shall not be present if the Start IPSec Security Parameter Index is not present.

	

	(G) Start Source Port indicates first 16-bit source port number from the range of port number of the destination port number of the uplink packet to be matched.

	

	(H) End Source Port indicates the end value of a range starting from the value of the Start Source Port. This filed shall not be present if the Start Source Port is not present.

	

	(I) Start Destination Port indicates the first 16-bit destination port number from the range of port numbers of the source port number of the uplink packet to be matched.

	

	(J) End Destination Port indicates the end value of a range starting from the value of the Start Destination Port field. This filed shall not be present if the Start Destination Port is not present.

	

	(K) Start Protocol Type/Start Next Header indicates the first 8-bit protocol (for IPv4)/next header (for IPv6) value from the range of protocol/next header values to be matched.

	

	(L) End Protocol Type/End Next Header indicates the end value of a range starting from the value of the Start Protocol Type/Start Next Header field. This field shall not be present if the Start Protocol Type/Start Next Header is not present.

	

	


***** End of changes *****
