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***** Next change *****
6.1.3.1
PDP context activation

The purpose of this procedure is to establish a PDP context between the MS and the network for a specific QoS on a specific NSAPI. The PDP context activation may be initiated by the MS or the initiation may be requested by the network.
The MS may also initiate the PDP context activation procedure to add an access using GERAN/UTRAN to the PDN connection which is already established over WLAN. See 3GPP TS 23.161 [X] subclause 6.2.2.
An MS attached for emergency bearer services shall only request a PDP context with request type set to "emergency". If there already is a PDN connection for emergency bearer services established, the MS shall not request an additional PDN connection for emergency bearer services. The MS shall not request emergency bearer services in A/Gb mode or in GERAN Iu mode.

If the MS has reached the maximum number of active PDP contexts (see subclause 6.1.3.0) and the upper layers of the MS request activation of additional PDP context, then the MS shall not send an ACTIVATE PDP CONTEXT REQUEST message or an ACTIVATE SECONDARY PDP CONTEXT REQUEST message to activate the additional PDP context. If the additional PDP context is a PDP context with type set to "emergency", then it may skip explicit deactivation to free PDP context resources and instead re-activate the necessary context(s) relying on network handling of abnormal cases as specified in subclause 6.1.3.1.5 case c). In either case it is an MS implementation option which PDP context(s) to re-use for emergency.
Each PDP address may be described by one or more PDP contexts in the MS or the network. The PDP Context Activation procedure is used to activate the default PDP context for a given PDP address and APN, i.e. a PDN connection, whereas all additional contexts associated to the same PDP address and APN are activated with the secondary PDP context activation procedure. An MS supporting S1 mode shall keep the default PDP context activated during the lifetime of the PDN connection. An MS not supporting S1 mode should apply the same behaviour (see 3GPP TS 23.060 [74]). When more than one PDP context is associated to a PDP address, there shall be a Traffic Flow Template (TFT), including one or more packet filters, for each or all but one context. The downlink and uplink packet filters are considered separately. If present, the TFT shall be sent transparently either from the MS via the SGSN to the GGSN to enable packet classification and policing for downlink data transfer in the GGSN or from the GGSN via the SGSN to the MS to be used in a network requested secondary PDP context activation procedure (see subclause 6.1.3.2) and enable packet classification and policing for uplink data transfer in the MS (see 3GPP TS 23.060 [74]).

For the purpose of requesting IP address allocation the MS shall set the PDP type number in the Requested PDP address information element in the ACTIVATE PDP CONTEXT REQUEST message based on its IP stack configuration (e.g. the per APN settings specified in 3GPP TS 23.060 [74]) as follows:

a)
An MS, which is IPv6 and IPv4 capable, and

-
has not been allocated an IP address for this APN, shall set the PDP type number to "IPv4v6 address";

-
has been allocated an IPv4 address for this APN and received the SM cause #52, "single address bearers only allowed", and is requesting an IPv6 address, shall set the PDP type number to "IPv6 address";

-
has been allocated an IPv6 address for this APN and received the SM cause #52, "single address bearers only allowed", and is requesting an IPv4 address, shall set the PDP type number to "IPv4 address".
b)
An MS, which is only IPv4 capable, shall set the PDP type number to "IPv4 address".

c)
An MS, which is only IPv6 capable, shall set the PDP type number to "IPv6 address".

d)
When the IP version capability of the MS is unknown in the MS (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the MS shall set the PDP type number to "IPv4v6 address".

On receipt of the ACTIVATE PDP CONTEXT REQUEST message sent by the MS, the network when allocating an IP address shall take into account the PDP type number, the operator policies of the home and visited network, and the user's subscription data.
-
If the MS requests PDP type IPv4v6, but the network configuration dictates the use of IPv4 addressing only or IPv6 addressing only for this APN, the network shall override the PDP type requested by the MS to a single address PDP type (IPv4 or IPv6). In the ACTIVATE PDP CONTEXT ACCEPT message sent to the MS, the network sets the PDP type number to either "IPv4 address" or "IPv6 address" and the SM cause to #50 "PDP type IPv4 only allowed", or #51 "PDP type IPv6 only allowed", respectively (see subclause 6.1.3.1.1).
-
If the MS requests PDP type IPv4v6, but the operator uses single addressing per PDP context due to interworking with nodes of earlier releases, the network shall override the PDP type requested by setting the PDP type in the ACTIVATE PDP CONTEXT ACCEPT message sent to the MS to a single address PDP type. In the ACTIVATE PDP CONTEXT ACCEPT message sent to the MS, the network sets the PDP type number to either "IPv4 address" or "IPv6 address" and the SM cause to #52, "single address bearers only allowed" (see subclause 6.1.3.1.1).
The MS, in a pre release 8 network not supporting IPv4/v6, could encounter other network reactions:

-
If the MS requests PDP type IPv4v6, and the PDP type is changed to PDP type IPv4 and no SM cause is included, the MS should request another PDP context for PDP type IPv6 to the same APN.

NOTE:
Some networks can respond with ACTIVATE PDP CONTEXT REJECT with SM cause #28 "unknown PDP address or PDP type". In that instance, the MS can attempt to establish dual-stack connectivity by performing two PDP context activation request procedures to activate an IPv4 PDP context and an IPv6 PDP context, both to the same APN.
***** Next change *****
6.1.3.1.1
Successful PDP context activation initiated by the mobile station

In order to request a PDP context activation, the MS sends an ACTIVATE PDP CONTEXT REQUEST message to the network, enters the state PDP-ACTIVE-PENDING and starts timer T3380. The message contains the selected NSAPI, PDP type number and requested QoS. The MS shall ensure that the selected NSAPI is not currently being used by another Session Management entity in the MS. The MS may indicate the support of Network Requested Bearer Control procedures as well as the support of local IP address in TFTs in the protocol configuration options information element. The MS supporting S1 mode shall indicate subscribed, interactive or background traffic class in the QoS requested. The MS not supporting S1 mode should indicate subscribed, interactive or background traffic class in the QoS requested. If there is a subscribed QoS profile available for the MS, the network may ignore the requested QoS and apply the subscribed QoS profile (see 3GPP TS 23.060 [74]).
The MS shall set the request type to "initial request" when the MS is establishing connectivity to an additional PDN for the first time, i.e. when it is an initial attach to that PDN. The MS shall set the request type to "handover" when the connectivity to a PDN is established upon handover from a non-3GPP access network and the MS was connected to that PDN before the handover to the 3GPP access network, or when the MS initiates the procedure to add an access using GERAN/UTRAN to the PDN connection which is already established over WLAN. If the MS is establishing connectivity for emergency bearer services it shall set the request type to "emergency" and not include an APN in the ACTIVATE PDP CONTEXT REQUEST message.
When the MS initiates the procedure to add an access using GERAN/UTRAN to the PDN connection which is already established over WLAN, the MS shall provide the same APN as that of the PDN connection established over WLAN in the ACTIVATE PDP CONTEXT REQUEST message. If UE-initiated mode is selected during the establishment of the PDN connection over WLAN, the MS shall include the default access in the ACTIVATE PDP CONTEXT REQUEST message to indicate which access is used to route the packets not matching any routing filter of any routing rule. The MS may include the routing rules in the ACTIVATE PDP CONTEXT REQUEST message.
Upon receipt of the ACTIVATE PDP CONTEXT REQUEST message with request type set to "emergency" the network shall use the APN or the GGSN/PDN GW configured for emergency bearer services.
Upon receipt of an ACTIVATE PDP CONTEXT REQUEST message with a PDP type number "IPv4v6 address" in the Requested PDP address information element, the network shall on sending the ACTIVATE PDP CONTEXT ACCEPT message:

-
include the SM cause information element with cause #50 "PDP type IPv4 only allowed", if the requested PDN connectivity is accepted with the restriction that only PDP type IPv4 is allowed; or
-
include the SM cause information element with cause #51 "PDP type IPv6 only allowed", if the requested PDN connectivity is accepted with the restriction that only PDP type IPv6 is allowed; or

-
include the SM cause information element with cause #52 "single address bearers only allowed", if the requested PDN connectivity is accepted with the restriction that only single IP version bearers are allowed.
If the MS receives the SM cause value #50 "PDP type IPv4 only allowed" or #51 "PDP type IPv6 only allowed" in the ACTIVATE PDP CONTEXT ACCEPT message, the MS shall not subsequently request another PDP context to get a PDP Type different from the one allowed by the network, until:

-
all PDP contexts to the given APN are deactivated either explicitly between the MS and the network, i.e. PDP context deactivation procedure, or implicitly (without peer to peer signalling between the MS and the network) as a result of:

i)
PDP context synchronization during routing area updating or service request procedure;

ii)
PDP context deactivation initiated by the network,
iii)
detach from GPRS services; or;

iv)
service request procedure is rejected with cause #40 "No PDP context activated"; or
-
the PDP type which is used to access to the APN is changed.

NOTE 1:
Request to send another ACTIVATE PDP CONTEXT REQUEST message with a specific PDP type comes from upper layers.
If the MS receives the SM cause value #52 "single address bearers only allowed" in the ACTIVATE PDP CONTEXT ACCEPT message, the MS should subsequently request another PDP context for the other PDP type to the same APN with a single address PDP type (IPv4 or IPv6) other than the one already activated.

NOTE 2:
If the MT and TE are separated, the MS might not be able to use SM cause #52 "single address bearers only allowed" as a trigger for activating a second single-IP-stack PDP context.

Upon receipt of an ACTIVATE PDP CONTEXT REQUEST message, the network selects a radio priority level based on the QoS negotiated and may reply with an ACTIVATE PDP CONTEXT ACCEPT message.
If the ACTIVATE PDP CONTEXT REQUEST message included a low priority indicator set to "MS is configured for NAS signalling low priority", the network shall store the NAS signalling low priority indication within the default PDP context.
If the network receives an ACTIVATE PDP CONTEXT REQUEST message with the same combination of APN and PDP type as an already existing PDN connection, and multiple PDN connections for a given APN are allowed, the network may retain the existing PDP contexts and proceed with the requested PDP context activation procedure.
Upon receipt of the message ACTIVATE PDP CONTEXT ACCEPT the MS shall stop timer T3380, shall enter the state PDP-ACTIVE. If the protocol configuration options information element is present, the network may indicate the Bearer Control Mode that shall be used as well as the network support of local IP address in TFTs. If the protocol configuration options information element is not present or the Selected Bearer Control Mode parameter is not present in the protocol configuration options information element, the MS shall apply Bearer Control Mode 'MS only' for all active PDP contexts sharing the same PDP Address and APN. If the offered QoS parameters received from the network differ from the QoS requested by the MS, the MS shall either accept the negotiated QoS or initiate the PDP context deactivation procedure. If the Request type information element is not present, the network shall assume that the request type is "initial request".
NOTE 3: 
If the MS requested a value for a QoS parameter that is not within the range specified by 3GPP TS 23.107 [81], the network should negotiate the parameter to a value that lies within the specified range.

If the lower layers provide a L-GW Transport Layer Address value together with the ACTIVATE PDP CONTEXT REQUEST message and a PDN connection is established as a LIPA PDN connection due to the ACTIVATE PDP CONTEXT REQUEST message, then the SGSN shall store the L-GW Transport Layer Address value as the GGSN address in the PDP context of the LIPA PDN connection. If connectivity with the requested APN is accepted and the network considers this PDN connection a LIPA PDN connection, then subject to operator policy the SGSN shall include in the ACTIVATE PDP CONTEXT ACCEPT message the Connectivity type IE indicating "the PDN connection is considered a LIPA PDN connection".
If the lower layers provide a SIPTO L-GW Transport Layer Address value identifying a L-GW together with the ACTIVATE PDP CONTEXT REQUEST message and a PDN connection is established as a SIPTO at the local network PDN connection due to the ACTIVATE PDP CONTEXT REQUEST message, then the SGSN shall store the SIPTO L-GW Transport Layer Address value as the P-GW address in the PDP context of the SIPTO at the local network PDN connection.

If the lower layers provide a LHN-ID value together with the ACTIVATE PDP CONTEXT REQUEST message and a PDN connection is established as a SIPTO at the local network PDN connection due to the ACTIVATE PDP CONTEXT REQUEST message, then the SGSN shall store the LHN-ID value in the PDP context of the SIPTO at the local network PDN connection.

NOTE 4:
The receipt of a LHN-ID value during the establishment of the PDN connection, during routing area updating procedure or during inter-SGSN handover can be used as an indication by the SGSN that the SIPTO at the local network PDN connection is established to a stand-alone GW (see 3GPP TS 23.060 [74]).
In A/Gb mode, the MS shall initiate establishment of the logical link for the LLC SAPI indicated by the network with the offered QoS and selected radio priority level if no logical link has been already established for that SAPI. If the offered QoS parameters received from the network differ from the QoS requested by the MS, the MS shall either accept the negotiated QoS or initiate the PDP context deactivation procedure. If the LLC SAPI indicated by the network can not be supported by the MS, the MS shall initiate the PDP context deactivation procedure.

In Iu mode, both the network and the MS shall store the LLC SAPI and the radio priority in the PDP context. If a Iu mode to A/Gb mode system change is performed, the new SGSN shall initiate establishment of the logical link using the negotiated QoS profile, the negotiated LLC SAPI, and selected radio priority level stored in the PDP context as in a A/Gb mode to A/Gb mode Routing Area Update.

An MS, which is capable of operating in A/Gb mode, shall use a valid LLC SAPI, while an MS which is not capable of operating in A/Gb mode shall indicate the LLC SAPI value as "LLC SAPI not assigned" in order to avoid unnecessary value range checking and any other possible confusion in the network. When the MS uses a valid LLC SAPI, the network shall return a valid LLC SAPI. The network shall return the "LLC SAPI not assigned" value only when the MS uses the "LLC SAPI not assigned" value.

NOTE 5:
The radio priority level and the LLC SAPI parameters, though not used in Iu mode, shall be included in the messages, in order to support handover between Iu mode and A/Gb mode networks.

If a WLAN offload indication information element is included in the ACTIVATE PDP CONTEXT ACCEPT message, the MS shall store the WLAN offload acceptability values for this PDN connection and use the UTRAN offload acceptability value to determine whether this PDN connection is offloadable to WLAN or not.

At inter-system change from Iu mode to A/Gb mode, SM shall locally deactivate the active PDP context(s) if SM does not have the following parameters:

-
LLC SAPI; and
-
radio priority.
Upon receipt of the ACTIVATE PDP CONTEXT ACCEPT message with the Connectivity type IE indicating "the PDN connection is considered a LIPA PDN connection", the MS provides an indication to the upper layers that the connectivity is provided by a LIPA PDN connection.
***** Next change *****
6.1.3.1.3.1
General

Upon receipt of an ACTIVATE PDP CONTEXT REQUEST message the network may reject the MS initiated PDP context activation by sending an ACTIVATE PDP CONTEXT REJECT message to the MS. The message shall contain a cause code that typically indicates one of the following causes:

# 8:
Operator Determined Barring;

# 26:
insufficient resources;

# 27:
missing or unknown APN;

# 28:
unknown PDP address or PDP type;

# 29:
user authentication failed;

# 30:
activation rejected by GGSN, Serving GW or PDN GW;

# 31:
activation rejected, unspecified;

# 32:
service option not supported;

# 33:
requested service option not subscribed;

# 34:
service option temporarily out of order;

# 35: NSAPI already used. The network shall not send this cause code (see note 1);
# 50:
PDP type IPv4 only allowed;

# 51:
PDP type IPv6 only allowed;
# 65:
maximum number of PDP contexts reached;

# 66:
requested APN not supported in current RAT and PLMN combination;
# 95 - 111:
protocol errors; or
#112:
APN restriction value incompatible with active PDP context.

NOTE 1:
Pre-R99 network may send this cause code.

The network may include a Back-off timer value IE in the ACTIVATE PDP CONTEXT REJECT message. If the SM cause value is #26 "insufficient resources" and if the request type in the ACTIVATE PDP CONTEXT REQUEST was set to "emergency", the network shall not include a Back-off timer value IE.

If the Back-off timer value IE is included and the SM cause value is not #26 "insufficient resources", the network may include the Re-attempt indicator IE to indicate whether the MS is allowed to attempt a PDN connectivity procedure in the PLMN for the same APN in S1 mode.
Upon receipt of an ACTIVATE PDP CONTEXT REJECT message, the MS shall stop timer T3380 and enter/remain in state PDP-INACTIVE.
If the ACTIVATE PDP CONTEXT REQUEST message was sent with request type set to "emergency" and the MS receives an ACTIVATE PDP CONTEXT REJECT message, then the MS may inform the upper layers of the failure to establish the emergency bearer.
NOTE 2:
This can result in the upper layers requesting establishment of a CS emergency call (if not already attempted in the CS domain) or initiating other implementation specific mechanisms, e.g. procedures specified in 3GPP TS 24.229 [95] can result in the emergency call being attempted to another IP-CAN.
If the ACTIVATE PDP CONTEXT REQUEST message with the default access and the optional routing rules was rejected, the network includes the SM cause value #26 or SM cause value #33 in the ACTIVATE PDP CONTEXT REJECT message.
***** Next change *****
9.5.1
Activate PDP context request

This message is sent by the MS to the network to request activation of a PDP context.

See table 9.5.1/3GPP TS 24.008.

Message type:
activate PDP context request

Significance:

global

Direction:


MS to network

Table 9.5.1/3GPP TS 24.008: Activate PDP context request message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Transaction identifier


	Transaction identifier

10.3.2
	M
	V
	1/2– 3/2

	
	Activate PDP context request message identity
	Message type

10.4
	M
	V
	1

	
	Requested NSAPI
	Network service access point identifier 10.5.6.2
	M
	V
	1

	
	Requested LLC SAPI
	LLC service access point identifier 10.5.6.9
	M
	V
	1

	
	Requested QoS
	Quality of service

10.5.6.5
	M
	LV
	13-21

	
	Requested PDP address
	Packet data protocol address

10.5.6.4
	M
	LV
	3 - 23

	28
	Access point name
	Access point name

10.5.6.1
	O
	TLV
	3 - 102

	27
	Protocol configuration options
	Protocol configuration options 10.5.6.3
	O
	TLV
	3 - 253

	A-
	Request type
	Request type

10.5.6.17
	O
	TV
	1

	C-
	Device properties
	Device properties

10.5.7.8
	O
	TV
	1

	x
	Routing rules
	Routing rules
10.X.X.X
	O
	TLV
	3-253

	y
	Default access
	Default access
10.5.6.x
	O
	TV
	1


9.5.1.1
Access point name

This IE is included in the message when the MS selects a specific external network to be connected to.

9.5.1.2
Protocol configuration options

This IE is included in the message when the MS wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network. 

This IE shall be included if the MS supports Network Requested Bearer Control procedures or Local IP address in TFTs.
9.5.1.3
Request type

This IE is included in the message to indicate whether the PDP context request is for a handover from a non-3GPP access network or to activate a PDP context for emergency bearer services.

9.5.1.4
Device properties
This IE shall be included if the MS is configured for NAS signalling low priority.
9.5.1.x
Routing rules
The MS may include this IE when the MS wants to add the GERAN/UTRAN access to the PDN connection which is already established over WLAN and UE-initiated mode is selected during the establishment of the PDN connection over WLAN.

9.5.1.y
Default access
The MS shall include this IE when the MS wants to add the GERAN/UTRAN access to the PDN connection which is already established over WLAN and UE-initiated mode is selected during the establishment of the PDN connection over WLAN.
***** Next change *****
9.5.2
Activate PDP context accept

This message is sent by the network to the MS to acknowledge activation of a PDP context.

See table 9.5.2/3GPP TS 24.008.

Message type:
activate PDP context accept

Significance:

global

Direction:


network to MS

Table 9.5.2/3GPP TS 24.008: Activate PDP context Accept message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Transaction identifier


	Transaction identifier

10.3.2
	M
	V
	1/2– 3/2

	
	Activate PDP context accept message identity
	Message type

10.4
	M
	V
	1

	
	Negotiated LLC SAPI
	LLC service access point identifier 10.5.6.9
	M
	V
	1

	
	Negotiated QoS
	Quality of service

10.5.6.5
	M
	LV
	13-21

	
	Radio priority
	Radio priority

10.5.7.2
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

10.5.1.8
	M
	V
	1/2

	2B
	PDP address
	Packet data protocol address

10.5.6.4
	O
	TLV
	4-24

	27
	Protocol configuration options
	Protocol configuration options

10.5.6.3
	O
	TLV
	3-253

	34
	Packet Flow Identifier
	Packet Flow Identifier

10.5.6.11
	O
	TLV
	3

	39
	SM cause
	SM cause 2

10.5.6.6a
	O
	TLV
	3

	B-
	Connectivity type
	Connectivity type

10.5.6.19
	O
	TV
	1

	C-
	WLAN offload indication
	WLAN offload acceptability

10.5.6.20
	O
	TV
	1

	y
	Default access
	Default access
10.5.6.x
	O
	TV
	1


9.5.2.1
PDP address

This IE shall be included by the network if the MS has requested the activation of a PDP context with the PDP type IPv4 or IPv6 or IPv4v6 and dynamic addressing.

9.5.2.2
Protocol configuration options

This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the MS. This IE is also included to indicate the selected Bearer Control Mode to be applied as well as the network support for Local IP address in TFTs for all active PDP contexts sharing the same PDP Address and APN.

9.5.2.3
Packet Flow Identifier

This IE may be included if the network wants to indicate the Packet Flow Identifier associated to the PDP context. The network shall not include this IE if the MS has not indicated PFC procedure support in PFC feature mode field of MS Network Capability IE.

If the MS has not indicated PFC procedure support, then it shall ignore this IE, if received.
9.5.2.4
SM cause

This IE shall be included if the network accepts the requested PDN connectivity with restrictions.
9.5.2.5
Connectivity type
The network shall include the connectivity type IE if:

-
the network is configured to indicate when a PDN connection is a LIPA PDN connection; and

-
the present PDN connection is a LIPA PDN connection.
9.5.2.6
WLAN offload indication
This IE shall be included in the message when the network wishes to indicate if the UE is allowed to offload the traffic of the associated PDN connection to WLAN(s), as specified in subclause 10.5.6.20.
9.5.2.x
Default access
This IE shall be included in the message when the network rejects the default access requested by the MS.
***** Next change *****
10.5.6.x
Default access
The purpose of the Default access information element is to indicate which access is used to route the packets not matching any routing filters of any routing rule.
The Default access information element is coded as shown in figure 10.5.x/3GPP TS 24.008 and table 10.5.x/3GPP TS 24.008.

The Default access is a type 1 information element.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Default access IEI
	0

Spare
	Default access value
	octet 1


Figure 10.5.x/3GPP TS 24.008: Default access information element

Table 10.5.x/3GPP TS 24.008: Default access information element
	Default access value (octet 1)

	Bits

	3
	2
	1
	
	

	0
	0
	1
	
	E-UTRAN

	0
	1
	0
	
	UTRAN

	0
	1
	1
	
	GERAN

	1
	0
	0
	
	WLAN

	

	All other values are reserved.

	

	Bit 4 of octet 1 is spare and shall be coded as zero.

	


***** End of changes *****
