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	Reason for change:
	In their LS in C1-151019, GSMA requested clarifications on the support for liveness check in RFC 5996. RFC 5996 describes the liveness check mechanism used by an IKEv2 peer to detect the liveness of its IKEv2 peer:

“If no cryptographically protected messages have been received on an IKE SA or any of its Child SAs recently, the system needs to perform a liveness check in order to prevent sending messages to a dead peer”
In the context of IKEv2 usage for access to EPC via untrusted WLAN, it is necessary to specify the support for the liveness check in the UE to prevent sending messages to a dead peer.
The timeout value signalled to the UE by the ePDG used the IKEv2 was standardized mandatory in 3GPP. Operators in GSMA stated that this can delay deployments due to support of the TIMEOUT_PERIOD_FOR_LIVENESS_CHECK attribute in the UE taking some time to develop while the liveness check procedure with pre-configuration option is urgently needed.

	
	

	Summary of change:
	Make the support of the TIMEOUT_PERIOD_FOR_LIVENESS_CHECK attribute in the UE optional.

	
	

	Consequences if not approved:
	GSM cannot profile the TIMEOUT_PERIOD_FOR_LIVENESS_CHECK attribute in the UE as optional in IR#51 profilei and this causes delay in operator deployments.
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***** Next change *****
7.2.2A
Liveness check

If the UE supports the TIMEOUT_PERIOD_FOR_LIVENESS_CHECK attribute as specified in subclause 8.2.4.2 and the TIMEOUT_PERIOD_FOR_LIVENESS_CHECK attribute as specified in subclause 8.2.4.2 was included in the CFG_REPLY configuration payload received in subclause 7.2.2 the UE shall set the timeout period for the liveness check to the value of the TIMEOUT_PERIOD_FOR_LIVENESS_CHECK attribute.

If the UE does not support the TIMEOUT_PERIOD_FOR_LIVENESS_CHECK attribute as specified in subclause 8.2.4.2 or the TIMEOUT_PERIOD_FOR_LIVENESS_CHECK attribute as specified in subclause 8.2.4.2 was not included in the CFG_REPLY configuration payload received in subclause 7.2.2 then the UE shall use the pre-configured value of the timeout period for liveness check. 

NOTE:
The timeout period is pre-configured in the UE in implementation-specific way.
If the UE has not received any cryptographically protected IKEv2 or IPSec message for the duration of the timeout period for liveness check, the UE shall send an INFORMATIONAL request with no payloads as per IETF RFC 5996 [28]. If an INFORMATIONAL response is not received, the UE shall deem the IKEv2 security association to have failed.
