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3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

AP
Authentication Proxy

AS
Application Server

AUID
Application Unique ID

HTTP
HyperText Transfer Protocol

ISDN
Integrated Services Digital Network

MIME
Multipurpose Internet Mail Extensions 
NAF
Network Application Function

NGN
Next Generation Network

ODB
Operator Determined Barring
PSTN
Public Switched Telephone Network

TLS
Transport Layer Security

UE
User Equipment

URI
Uniform Resource Identifier

XCAP
XML Configuration Access Protocol

XML
eXtended Markup Language
XUI
XCAP User Identifier
GUSS
GBA User Security Settings
***** Next change *****
5.2.2.1
Introduction

An Authentication Proxy is an HTTP/1.1 IETF RFC 2616 [1] compliant server whose main purpose is to authenticate the user requests. The Authentication Proxy is used to separate the authentication procedure and the Application Server (AS) specific application logic to different logical entities.

The AP is configured as a HTTP reverse proxy, i.e. the FQDN of the AS is configured to the AP such a way that the IP traffic intended to the AS is directed to the AP by the network. The AP performs the authentication of the UE. After the authentication procedure has been successfully completed, the AP assumes the typical role of a reverse proxy, i.e. the AP forwards HTTP requests originating from the UE to the correct AS, and returns the corresponding HTTP responses from the AS to the originating UE.
NOTE 1:
The correct AS is determined by checking the "Host" header of the request and AP's internal configuration, or by the ASName contained in the GUSS information from BSF.
The AP allows authorized users to manipulate services when they are connected to an IMS network or when they are connected to a non‑IMS network (e.g. the public Internet). Authentication details can differ in both situations. Provisioning of credentials to authenticate the user is outside the scope of the present document. 3GPP TS 33.222 [6] provides further architectural authentication details.
NOTE 2:
Multiple APs can exist between the UE and the AS, and the UE can obtain a list of different AP addresses via DNS query.
***** End of change *****
