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1. Introduction

The stage 2 TS provided by SA6 describes the floor control for off-network MCPTT. A protocol candidate to be used for floor control are the Binary Floor Control Protocol (BFCP) specified in RFC 4582 (An update of RFC 4582 is on-going in IETF at the moment) and Media Burst Control Protocol (MBCP) specified in OMA PCPS.
Off-network MCPTT service requires ProSe communication path providing multicast based message transmission. In addition to the feature, the current speaking MCPTT client acts as the floor arbitrator like floor control server in on-network environment. That means there is no dedicated central server for floor control. For this reason, the floor control for off-network requires the delegation procedure, in which the floor arbitrator is delegated to next speaker when the current speaking MCPTT client completes speaking and another MCPTT client is waiting for floor. So the protocol to be used for floor control of off-network shall satisfy these features.

2. Comparison between MBCP and BFCP
The following Table 1 shows the comparison between MBCP and BFCP for floor control in off-network environment.

	Aspects
	MBCP
	BFCP

	Multicast based Communication
	Suitable for multicast
(UDP based transport, sent as part of media)
	Not suitable for multicast
( BFCP uses TCP and shall send ACK message although BFCP uses UDP  according to rfc4582bis)

	Server-less manner
	Partially possible
(Current speaking MBCP client can acts temporarily as a floor arbitrator. However, it  needs the procedure of floor control for silence)
	Partially possible
(Current speaking BFCP client can acts temporarily as server. However, it needs the procedure of floor control for silence)

	Delegation of
 floor arbitrator 
	Possible
(MBCP needs to add additional information for Queue list in Media Burst Granted message)
	Possible
(BFCP needs to add additional information for Queue list in FloorRequestStatus message)


Table 1 Comparison protocols
3.
Conclusion

Based on the comparison, MBCP is more appropriate protocol for off-network solution than BFCP. BFCP may be candidate for the off-network floor control, however, multicast transmission based mechanism needs to be robust and faster over an unreliable transport like UDP.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.www.
* * * First Change * * * *
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Off-network floor control

7.1
General
7.2
Floor control client procedures

7.2.1
Floor control during silence
NOTE: FFS

7.2.2
Floor control during speaking without Queue

When the MCPTT off-network session is already established with no-queue mode among MCPTT floor participants, MCPTT clients do not support Queue function. The current speaking MCPTT client: 
1. shall send RTP media.
2. shall send the MBCP Media Burst Release message toward the other MCPTT clients if the talk is completed.

a. shall stop sending RTP media.

b. shall enter the ‘Idle’ state. 

3. shall send the MBCP Media Burst Deny message including reason field toward the other MCPTT clients if it receives the MBCP Media Burst Request message.
The other MCPTT clients:
1. shall send the MBCP Media Burst Request message on the ‘Listening’ state if it indicates to start to talk.
2. shall receive RTP media on the ‘Listening’ state.

3. shall enter the ‘Idle’ state if it receives the MBCP Media Burst Release.

7.2.3
Floor control during speaking with Queue
When the MCPTT off-network session is already established with queue mode among MCPTT floor participants, MCPTT clients support Queue function. The current speaking MCPTT client: 
1. shall send RTP media on ‘Talking’ state.
2. shall store receiving MBCP Media Burst Request messages from the other MCPTT clients if the priority level of message is not higher

3. shall send the MBCP Media Burst Queue Status message if receiving the MBCP Media Burst Queue Status Request message form the other MCPTT clients. The MBCP Media Burst Queue Status message:

a. should indicate the User ID of the MCPTT client in the Media Burst request queue.
b. should indicate the position of the MCPTT client in the Media Burst request queue.
c. should indicate the priority level of the MCPTT client in the in the Media Burst request queue.
4. shall send the MBCP Media Burst Release message toward the other MCPTT clients if the talk is completed and there is no receiving the MBCP Media Burst Request message.
a. shall stop sending RTP media.

b. shall enter the ‘Idle’ state. 
5. shall send the MBCP Media Burst Granted message toward the other MCPTT clients if the talk is completed and there are receiving the MBCP Media Burst Request messages. 
a. shall stop sending RTP media.

b. shall enter the ‘Listening’ state. 
c. The MBCP Media Burst Granted message:

i. should indicate the User ID of the MCPTT client in the Media Burst request queue;
ii. should indicate the position of the MCPTT client in the Media Burst request queue;
iii. should indicate the priority level of the MCPTT client in the in the Media Burst request queue.
The other MCPTT clients:
1. shall send the MBCP Media Burst Request message on the ‘Listening’ state, if it indicates to start to talk.

2.  shall receive RTP media.

3.
 shall enter the ‘Idle’ state if it receives the MBCP Media Burst Release.

a. shall stop receiving RTP media.
4. 
shall enter the ‘Talking’ state if it receives the MBCP Media Granted. 

a. shall stop receiving RTP media.
b. shall send RTP media.
c. shall store the User ID, position, priority of the queue to talk if there is queue information in the Media Burst Granted.

7.2.4
Floor control during speaking with override
When the MCPTT off-network session is already established among MCPTT floor participants and while voice media is transmitting, The current speaking MCPTT client: 
1. shall send RTP media.
2. shall store receiving MBCP Media Burst Request messages from the other MCPTT clients if the priority level of message is not higher

3. shall send the MBCP Media Burst Queue Status message if it receives the MBCP Media Burst Queue Status Request message form the other MCPTT clients. The MBCP Media Burst Queue Status message:

a. should indicate the User ID of the MCPTT client in the Media Burst request queue;
b. should indicate the position of the MCPTT client in the Media Burst request queue;
c. should indicate the priority level of the MCPTT client in the in the Media Burst request queue.
4. shall send the MBCP Media Granted message if it receives the MBCP Media Burst Request with Pre-emption priority.

a. The MBCP Media Burst Granted message:

i. should indicate the User ID of the MCPTT client in the Media Burst request queue;
ii. should indicate the position of the MCPTT client in the Media Burst request queue;
iii. should indicate the priority level of the MCPTT client in the in the Media Burst request queue.
b. shall stop sending RTP media.

c. shall enter the ‘Listening’ state.
5. shall send the MBCP Media Burst Release message toward the other MCPTT clients if the talk is completed and there is no receiving the MBCP Media Burst Request message.
a. shall stop sending RTP media.

b. shall enter the ‘Idle’ state. 
6. shall send the MBCP Media Burst Granted message toward the other MCPTT clients if the talk is completed and there are received MBCP Media Burst Request messages. 
a. shall stop sending RTP media.

b. shall enter the ‘Listening’ state. 
c. The MBCP Media Burst Granted message:

i. should indicate the User ID of the MCPTT client in the Media Burst request queue;
ii. should indicate the position of the MCPTT client in the Media Burst request queue;
iii. should indicate the priority level of the MCPTT client in the in the Media Burst request queue.
The other MCPTT clients:
1. shall send the MBCP Media Burst Request message on the ‘Listening’ state, if it indicates to start to talk.

2. shall send the MBCP Media Burst Request message with pre-emption priority on the ‘Listening’ state, if it indicates to start to talk.

3. shall receive RTP media.

4. shall enter the ‘Idle’ state if it receives the MBCP Media Burst Release.

5. shall enter the ‘Talking’ state if it receivesthe MBCP Media Granted. 

a. shall stop receiving RTP media.
b. shall send RTP media.
c. shall store the User ID, position, priority of the MCPTT client requesting to get permission to talk if there is it in the Media Burst Granted queue.

* * * Next Change * * * *

8
Coding
8.2
Floor control messages

8.2.1
Introduction

The floor control protocol is based on the RTCP Application Packets (RTCP: APP), as defined in IETF RFC 3550, but the floor control messages do not conform to the rules for compound RTCP packets or RTCP packet transmission.

Each floor control message shall be one RTCP: APP packet. These RTCP: APP packets shall not be sent in compound RTCP packets, but more than one floor control message may be sent in a single IP packet. The structure of each floor control message is defined below.
8.2.2
RTCP: APP message format

8.2.2.1
General

The definition of the fields in the RTCP APP packet is found in IETF RFC 3550 [3].

Table 8.2.2.1-1 shows the RTCP APP packet format.

Table 8.2.2.1-1: RTCP: APP message format.
0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P| subtype |   PT=APP=204  |            length             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                           SSRC                                |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name (ASCII)                         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                 application-dependent data                    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

P

The padding bit P shall be set to 0.

Length

The length field in the RTCP header is the length of the packet in 32-bit words, not counting the first 32-bit word in which the length field resides.

NOTE 1: 
The length field can indicate message size longer than specified in this version of the protocol. This can be the case e.g. if message is of later version of this protocol.

Name

The 4-byte ASCII string in the RTCP header shall be used to define the set of floor control messages to be unique with respect to other APP packets that the application might receive.

For the floor control protocol specified in present document the ASCII name string shall be: MCPT.

NOTE 2:
The ASCII name field value i.e. MCPT does not correspond to the floor control protocol version.

Application-dependent data

The use of application dependent data is specified in the subclause where the floor control message is specified. If the length of the application dependent data is not a multiple of 4 bytes, the application dependent data shall be padded to a multiple of 4 bytes. The value of the padding bytes should be set to zero. The floor control client shall ignore the value of the padding bytes.

8.2.2.2
Handling of unknown fields and messages

When a message is received the floor control client and the floor control server shall:

-
ignore the whole message, if the subtype is unknown;

-
ignore the unspecified fields in the message (e.g. specified in future version of the floor control protocol) and

-
ignore the syntactically incorrect optional fields.

8.2.2.3
Floor control protocol specific fields

This subclause describe fields specific for the floor control protocol specified in the present specification.

The floor control messages can include the floor control protocol specific fields and if included, the floor control specific fields are contained in the application-dependent data of the floor control message.

Each floor control protocol specific field consists of an 8-bit Field ID, an 8-bit octet count describing the length of the field value not including this two-octet header, and the field value.

Table 8.2.2.3.1-1 lists the available fields including the assigned Field ID.

Table 8.2.2.3.1-1: Floor control specific fields

	Field name
	Field ID
	Description

	-
	000-099
	Used by RTCP

	UserID
	100
	MCPPTT user identity

	Queue
	101
	Wating list

	T2-timer
	102
	Stop talking time

	Priority-level
	103
	Priority value

	Time-stamp
	104
	Time stamp value

	-
	105-255
	Reserved for future use


8.2.2.3.1
UserID
The UserID field shall include the value 100 (decimal) indicating that this information field is used to indicate the MCPTT user identification
The Identity-length field shall include the value indicating the length of this item except padding. 

. If the length of the identity is not a multiple of 4 bytes except first 16-bit words, the identity value field shall be padded to a multiple of 4 bytes except first 16-bit words. The value of the padding bytes should be set to zero. The floor control client shall ignore the value of the padding bytes.
8.2.2.3.2
P-count

The P-count field shall include the value 100 (decimal) indicating that this additional information field is used to indicate the number of participants in the MCPTT call.

The P-count-length field shall include the value 2 indicating the length of this item.

The participant field shall be a 16 bits integer and it shall be used as follows:

0
The number of participant is not known.

1 - 65534
The numbers of participants in the MCPTT call including the sender.

65535
65535 or more participants connected in the MCPTT call including the sender.

8.2.2.3.3
T2-timer

The T2-timer field shall include the value 102 (decimal) indicating that this additional information field is used to indicate the T2 (Stop talking) timer value.

The T2-length field shall include the value 2 indicating the length of this item.

The value of the T2-timer value shall be a 16 bits integer and it shall be used as follows:

0
The value of T2-timer is unknown.

1 - 65534
The value of T2-timer in seconds.

65535
The value of T2-timer is infinity.
The T2-timer value is pre-allocated by the MCPTT server. The T2-timer value is included in the Floor Granted message and corresponds to the value of T2 (Stop talking) timer at the time the timer is started
8.2.2.3.4
Priority-level

The Priority-level field shall have the value 103(decimal).

The Priority-length field shall have the value 2 indicating the length of this item.

The Priority value field shall consist of 16 bit parameter giving a defined Media Burst request priority level.

The defined priority levels that can be included in a Floor Request message are:

1
Normal priority.

2
High priority.

3
Pre-emptive priority.

All other values are reserved and shall not be used.

8.2.2.3.5
Time-stamp

The Time-stamp field shall have the value 104 (decimal).

The Time-stamp-length field shall have the value 8 (decimal) indicating the length of this item.

The Time-stamp-value field shall consist of 8 bytes giving an NTP timestamp as specified in IETF RFC [6].
8.2.3
Floor Request message

The Floor Request message is a request from a floor control client to get permission to send media.

Table 8.2.3-1 shows the content of the Floor Request message.

Table 8.2.3-1: Floor Request message.

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 0 0 0|   PT=APP=204  |          length               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| SSRC of floor control client sending the Floor Request message|

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=MCPT                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|    UserID     |Identity-length|        identity value         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+                               :

:                                                               :

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|   priority    |   priority    |        priority value         |

|  -level = 103 |  -length = 2  |                               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|Time-stamp     | Time-stamp    |                               |

| = 104         |  -length = 8  |                               :

:                       Time stamp value                        |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field shall be used for the Floor Request message: 00000.

SSRC:

The SSRC field shall carry the SSRC of the floor control client.
UserID:

The UserID field shall carry the MCPTT User ID of the floor control client.
Priority:

The priority-level may be included if between the floor control clients have agreed to support queuing of floor requests.

The floor control client shall include the Priority-level field if the MCPTT user has indicated that the floor request is desired at a level other than normal priority, or if the floor control client wishes to change the Priority-level of a queued floor request.

The coding of the floor request priority is specified in subclause 8.2.2.3.4.
Time-stamp:

The Timestamp option shall be included if between the floor control clients have agreed to support time stamping of Floor Request messages as specified in 3GPP TS 24.uuu [2] and if the floor control client wishes to timestamp a particular Floor Request message.

The floor request timestamp option shall indicate when the original Floor Request message was sent, if the floor control client repeats the Floor Request message.

If a timestamp is included in a Floor Request message and the request is queued, the floor control client granted the permission to send media shall use the value of the timestamp to determine the position of the request in the floor request queue.

The request should be queued according to the timestamp value, after all other requests associated with an earlier timestamp at the same level of priority and before all other requests associated with a later timestamp at the same level of priority.

The position of the request relative to other requests at the same priority, which were not time stamped, and relative to requests at different priority levels, shall be determined according to the policy of the floor control client granted the permission to send media.

The timestamp option requires time synchronization between the floor control clients in the MCPTT call. However, the network does not define any entity that performs time synchronization between the floor control clients. Therefore, if a floor control client supports the timestamp option, it shall be provided the NTP timestamp by a timeserver located outside the network. The timeserver can be the GPS time provided by the protocols of the underlying access network.

The coding of the Timestamp is specified in subclause 8.2.2.3.5.
8.2.4
Floor Granted message

The Floor Granted message is an action from the floor control client to inform the requesting floor control client that it has been granted the permission to send media.

Table 8.2.4-1 shows the content of the Floor Grant message.

Table 8.2.4-1: Floor Granted message

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 0 0 1|   PT=APP=204  |          length=              |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|SSRC of floor control client sending the Floor Granted message |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=MCPT                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
| SSRC of floor control client granted permission to send Media |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|    UserID     |Identity-length|        identity value         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+                               :

:                                                               :
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
| T2-timer = 102|T2-length = 2  |   stop talking time value     |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
| Queue = 101   |Queue-length=2 |          size value           |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|   priority  |         queue position            |  padding    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|    UserID     |Identity-length|        identity value         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+                               :

:                                                               :
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
:                                                               :
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|   priority  |         queue position            |  padding    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|    UserID     |Identity-length|        identity value         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+                               :

:                                                               :
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
The following bit pattern in the subtype field shall be used for the Floor Granted message: 00001.

SSRC:

The SSRC field shall carry the SSRC of the floor control client sending the floor control granted message.
The SSRC field shall carry the SSRC of the floor control client granted a permission to send.
UserID:

The UserID field shall carry the MCPTT User ID of the floor control client granted the permission to send media.
Stop talking time:

The Stop talking time item shall give the time of the T2 (Stop talking) timer.

The Stop talking timer value in the Floor Granted message corresponds to the value of timer T2 at the time the timer is started, and therefore the value does not change during the Media Burst. The Stop talking time is pre-defined by provisioning before becoming off-network.
NOTE:
The value of stop talking time should be changed to the default value after each Media Burst if the value has been modified during the Media Burst.

Queue:

The size field is the numbers of waiting clients in the MCPTT call. The Queue includes set of priority, queue position, padding, userID.
Priority:

The priority level field is a 1 byte field which defines the priority level that is currently held by floor control client granted the permission to send the media.

The defined priority levels that can be included in a Floor Granted message are:

-
1 – normal priority 

-
2 – high priority

-
3 – pre-emptive priority

The default value if the priority option was not negotiated at MCPTT call setup shall be 1.

All other values are reserved.

Queue position:

The queue position field defines the number of floor control clients in the Floor Request Queue Status message that are ahead of the floor control client. 

Padding:

The last 8 bits are padding bits and shall be set to zero.
UserID:

The UserID field shall carry the MCPTT User ID of the floor control client held by floor control client granted the permission to send the media.

NOTE:
The Priority, Queue position, Padding, UserID are a set indicating the floor control client waiting for receiving the Floor Granted message. The set can be one or more floor control clients.

8.2.5
Floor Deny message

8.2.5.1
General

The Floor Deny message is sent as an action from floor control client granted the permission to send the media to the requesting floor control client to inform that the floor request was rejected.

Table 8.2.5.1-1 shows the content of the Floor Deny message.

Table 8.2.5.1-1: Floor Deny message

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 0 1 1|   PT=APP=204  |            length             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|   SSRC of floor control client with permission to send media  |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=MCPT                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|    UserID     |Identity-length|        identity value         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+                               :

:                                                               :
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|  reason code  |    length     |         reason phrase         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+                               :

:                                                               :

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field shall be used for the Floor Deny message: 00011.

Application-dependent data for the Floor Deny message includes a reason in the reason code field and possibly followed by a text-string in the reason phrase field describing why the request was rejected. Therefore the length of the packet will vary depending on the size of the application dependent field.

SSRC:

The SSRC field shall carry the SSRC of the floor control client granted the permission to send the media.

UserID:

The UserID field shall carry the MCPTT User ID of the floor control client sending floor request message.
Reason code and reason phrase:

The first 8 bits in the application-dependent data field is used for the reason code field.

The length field gives the length of the reason phrase field in bytes. If the length field is set to 0, there is no reason in the reason phrase field. The reason phrase field can contain a text string with additional information. The text string shall use the same encoding as the text strings in the SDES item CNAME as specified in IETF RFC 3550
The coding of reason code is specified in subclause8.2.5.2.
8.2.5.2
Reason codes

8.2.5.2.1.1
Another MCPTT user has permission

The reason code "Another MCPTT user has permission" indicates that another MCPTT user has permission to send media.

The value of the reason code field shall be: 1.

8.2.5.2.1.2
Internal floor control client Function error

The reason code "Internal floor control client Function error" indicates that the floor control client granted the permission to send the media cannot grant the Media Burst request due to an internal error.

The value of the reason code field shall be: 2.

8.2.5.2.1.3
Only one participant

The reason code "Only one participant" indicates that the floor control client granted the permission to send the media cannot grant the floor request, because the requesting party is the only participant in the MCPTT call.

The value of the reason code field shall be: 3.

8.2.5.2.1.4
Receive only

The reason code "Receive only" indicates that the floor control client granted the permission to send the media cannot grant the floor request, because the requesting party only has "receive only" privilege.

The value of the reason code field shall be: 5.

8.2.5.2.1.5
No resources available

The reason code "No resources available" indicates that the floor control client granted the permission to send the media cannot grant the floor request due to congestion.

The value of the reason code field shall be: 6.

8.2.5.2.1.6
Other reason

The reason code "Other reason" indicates that the floor control client granted the permission to send the media does not grant the floor request due to the floor control local policy.

The value of the Reason code field shall be: 255.

8.2.5.2.1.7
Queuing of floor requests support required

The reason code "Queuing of floor requests support required" indicates that the floor control client granted the permission to send the media does not grant the floor request because the floor control client does not support queuing of floor requests.

The value of the Reason code field shall be: 8.
8.2.6
Floor Release message

The Floor Release message is sent as an action from the floor control client sending floor request message to the floor control client granted the permission to send the media to inform that the floor can be released.

The Floor Release message may also be sent if the floor control client has a request in the floor request queue. In this case, the Floor Release message is sent to cancel the floor request in the queue is cancelled.

Table 8.2.6-1 shows the content of the Floor Release message.

Table 8.2.6-1: Floor Release message.

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 1 0 0|   PT=APP=204  |          length=3             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|    SSRC of floor control client with permission to send media |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=MCPT                            |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|    UserID     |Identity-length|        identity value         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+                               :

:                                                               :
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|sequence number of last packet |I|      padding                |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field shall be used for the Floor Release message: 00100.

SSRC:

The SSRC field shall carry the SSRC of the floor control client with permission to send media.
UserID:

The UserID field shall carry the MCPTT User ID of the floor control client sending floor request message or granted the permission to send the media.

Sequence number of last packet:

The application-dependent data field consists of 4 octets:

-
the first 16 (0 to 15) bits is the sequence number of the last RTP-packet sent by the UE;

-
bit 16 is the Ignore Sequence Number field; and

-
the last 15 (17-31) bits in the application-dependent data field is padding and should be set to zero. The floor control client shall ignore the value of the padding bytes.

If the floor control client does not populate the sequence number of the last packet field with a correct sequence number, the floor control client shall set the Ignore Sequence Number field to 1. If Ignore Sequence Number field is set to 1, the floor control client shall ignore the sequence number of the last packet field since the floor control client has not populated the sequence number of the last packet field with a correct value.

NOTE:
The Ignore Sequence Number field is used in case where floor control client that has a permission to send media, releases the floor and in case floor control clients that utilize radio bearers that prohibit the possibility to keep track of the RTP sequence number of the speech packets.

8.2.7
Floor Revoke message

8.2.7.1
General

The Floor Revoke message is sent from the floor control client granted the permission to send the media to the floor control client sending media is revoked.

Table 8.2.7.1-1 shows the content of the Floor Revoke message.

Table 8.2.7.1-1: Floor Revoke message

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 1 1 0|   PT=APP=204  |          length               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|   SSRC of floor control client with permission to send media  |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=MCPT                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|    UserID     |Identity-length|        identity value         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+                               :

:                                                               :
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|           reason code         |    additional information     |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field shall be used for the Floor Revoke message: 00110.

SSRC:

The SSRC field shall carry the SSRC of the floor control client with permission to send media.

UserID:

The UserID field shall carry the MCPTT User ID of the floor control client revoked to send media.

 Reason code and additional information:

The application-dependent data field shall carry a reason in the reason code field for why the floor control client with permission to send media wants the floor control client to stop sending media. Also additional information can be carried in the additional information field; therefore the length of the packet can vary depending on the value of the reason code field.

The coding of reason code and additional information is specified in subclause 8.2.7.2.

8.2.7.2
Reason codes

8.2.7.2.1
General

The first 16 bits in the application-dependent data field is used for the reason code field. Thereafter additional information is added. Depending on the value of the reason code field, the number of octets conveying additional information differs.

8.2.7.2.2
Only one MCPTT user

The reason code "Only one MCPTT user" indicates that the floor control client is the only floor control client in the MCPTT call.

The value of the reason code field shall be: 1.

No additional information shall be included. Hence, the first 16 bits in the additional information field shall be populated with zeros.

8.2.7.2.4
No permission to send media

The reason code "No permission to send media" indicates that the floor control client does not have permission to send media even though the floor control client is in the "has permission state" and transmits RTP media packets.

Temporary loss of coverage for a floor control client with permission to send a Media Burst can result in this case of different states in the floor control client being loss of coverage and the other floor control clients. This happens when the loss of coverage is longer than the timer value of the T1 (End of RTP Media) timer.

The value of the reason code field shall be: 3.

No additional information shall be included. Hence, the first 16 bits in the additional information field shall be populated with zeros.

8.2.7.2.5
Media pre-empted

The reason code "Media pre-empted" indicates that the floor control client's permission to send media is being pre-empted.

The value of the reason code field shall be: 4.

No additional information shall be included. Hence, the first 16 bits in the additional information field shall be populated with zeros.

8.2.7.2.6
Media-floor occupied too long

The reason code "Media-floor occupied too long" indicates that the floor control client has occupied the floor too long.

The floor control client is expected to release the floor using the Floor Release message.

The value of the reason code field shall be: 5.
8.2.7.2.7
No resources available

The reason code "No resources available" indicates that the floor control client cannot grant the floor any longer due to congestion.

The value of the reason code field shall be: 6.
8.2.7.2.8
Other reason

The reason code "Other reason" indicates that the floor control client with permission to send media does not grant the floor any longer due to the floor control client local policy.

The value of the reason code field shall be: 255.
8.2.8
Floor Queue Status Request message

The Floor Queue Status Request message is a request from a floor control client to get information about the floor control client's position in the floor request queue.

Table 8.2.10-1 shows the content of the Floor Queue Status Request message.

Table 8.2.8-1 : Media Burst Request Queue Status Request message.

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 1 0 0 0|   PT=APP=204  |          length=2             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|   SSRC of floor control client requesting queue status info   |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=MCPT                            |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|    UserID     |Identity-length|        identity value         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+                               :

:                                                               :
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
The following bit pattern in the subtype field shall be used for the Media Burst Request Queue Status Request message: 01000.

SSRC:

The SSRC field shall carry the SSRC of the floor control client that is requesting information about its position in the floor request queue.
UserID:

The UserID field shall carry the MCPTT User ID of the floor control client sending Floor Queue Status Request message.
8.2.9
Floor Queue Status message

The Floor Request Queue Status message is sent by the client with permission to notify the floor control client of its position in the floor request queue. The message is sent in response to a Floor Request message if the request is queued or as the response to the Floor Queue Status Request message. It can be sent at other times, e.g. if the floor control client is removed from the Media Burst request queue or if the position or priority of the request is changed.

Table 8.2.9-1 shows the content of the message.

Table 8.2.9-1: Floor Request Queue Status message
0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 1 0 0 1|   PT=APP=204  |          length=3             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

 |           SSRC of client with permission to send media        |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=MCPT                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|    UserID     |Identity-length|        identity value         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+                               :

:                                                               :
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|   priority  |         queue position            |  padding    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field shall be used for the Floor Request Queue Status message: 01001.

SSRC:

The SSRC field shall carry the SSRC of the client with permission to send media
UserID:

The UserID field shall carry the MCPTT User ID of the floor control client sending Floor Queue Status Request message.

Priority:

The priority level field is a 1 byte field which defines the priority level that is currently held by floor control client granted the permission to send the media.

The defined priority levels that can be included in a Floor Granted message are:

-
1 – normal priority 

-
2 – high priority

-
3 – pre-emptive priority

The default value if the priority option was not negotiated at MCPTT call setup shall be 1.

All other values are reserved.

Queue position:

The queue position field defines the number of floor control clients in the Floor Request Queue Status message that are ahead of the floor control client. 

Padding:

The last 8 bits are padding bits and shall be set to zero.

