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Background:
Mobile Networks supporting public safety UEs (e.g. UEs using mission critical public safety communication services) need to provide priority handling for those UEs in order to cope with situations where the network is heavily loaded or congested. Otherwise the network (eNB or MME) may reject a RRC Connection request or Attach request from a public safety UE irrespective of the priority of the UE or urgency of the communication requests from public safety UEs.

Problem Statement:
When the network is heavily loaded or congested, it may reject an RRC Connection request and/or Attach request as it does not know that the requesting UE is a public safety UE and the particular priority of the communication request. From the MME perspective, this may apply also for TAU and Service request messages since they are initial UE messages. The importance of the public safety communication however grows at times of disasters and it can be foreseen that the network is heavily used by devices during such times. As a consequence, the network needs the ability to prioritize public safety communication because without such capability public safety users may observe issues in registering with the network for use of mission critical services. Such problems may even be more severe in situations where the network is shared between regular and public safety users.
The eNB has the ability to analyze parameters within the RRC connection request, e.g. the RRC establishment cause. Unless the UE is configured with a special Access Class, the RRC establishment cause may not be set to “high priority”. Further, this level of granularity may not be sufficient to differentiate between public safety communication types and it should be noted that access class configuration is static. Not all users need high priority at any given time and in case of every communication request. As an example, only a certain group of firemen and policemen involved in a certain incident may need prioritized access while other firemen can be treated as normal users. So, relying on access class configuration is not sufficient.
If a heavily loaded MME receives an Attach request and is not aware that the Attach request is triggered by a special Public Safety (PubS) service, the MME may reject the request before fetching subscription data from the HSS. Thus, the MME may not be aware that the particular UE is a PubS UE.
Solution Options:
To overcome these drawbacks, it is proposed to introduce the ability to prioritize requests initiated by public safety UEs. This applies to prioritization of AS and NAS (EMM and ESM) requests. 
We see two possible approaches:
1. When the request from the UE is triggered by a mission critical application running in the UE (e.g. MCPTT application), NAS layer in the UE shall set an appropriate attach type within NAS Attach request, EPS update type within TAU request, service type within Extended Service Request, Request type within PDN connection request and RRC establishment cause within RRC connection setup request. 
2. Public Safety UEs are configured via OMA-DM or OTA with “public safety” configuration parameter, e.g. a generic Public Safety indication or different PubS priority levels to distinguish between normal PubS personnel and first responders or other important users. NAS layer in the UE uses the device configuration in the UE to decide on the appropriate attach type within NAS Attach request, EPS update type within TAU request, Service type within Extended Service Request, Request type within PDN connection request and RRC establishment cause.

1) Enhancements required for enabling prioritization of AS requests within the eNB:
The proposal to address the heavily loaded eNB use case is for the UE to send the appropriate RRC establishment cause with RRC connection establishment request and for the UE NAS layer to indicate appropriate call type towards the UE AS layer.
If the UE is initiating a PDN connection request triggered by a mission critical application or if the UE is configured for public safety, then the UE sets the RRC establishment cause to “Public Safety”. For further granularity, the UE can also append public safety to the actual need of the application, i.e. “Public Safety” appended to existing RRC establishment causes:
· Public Safety MO Signalling
· Public Safety MO data
· Public Safety MT access
· Public Safety Emergency call

The “call type” set by the NAS layer towards the AS layer can also be set accordingly. The “call type” is used by the AS layer to determine whether the initial RACH access is allowed or not (i.e. when the access is barred by the network, UE uses the “call type” to determine if it is allowed to access the network or not). So, for a request initiated by a mission critical application or a UE configured for public safety, the call type may be set as follows:
· Public Safety first responder 
· Public Safety originating signalling
· Public Safety originating MMTEL voice
· Public Safety originating MMTEL video
· Public Safety terminating call
· Public Safety emergency call

The eNB will use the public safety indication sent as part of RRC establishment cause to prioritize the request. In addition, the eNB can also differentiate access class barring performed for public safety devices from access class barring performed for normal devices and UE can use the “call type” to determine whether access for public safety is barred or not. Access class barring skip principle can be re-used to skip barring for a certain category of devices identified by “call type” e.g. when eNB activates barring for AC6, then devices with “call type  = Public Safety *” can be considered exempt from barring. This is especially useful when a network is shared for public safety and commercial services and operators wish to use a method to offload commercial users at the time of disaster to prioritize public safety communication.
2) Enhancements required enabling prioritization of NAS requests within the MME:
The proposal to address the heavily loaded MME use case is that within a NAS Attach request, NAS TAU request, Service request, and PDN connectivity request the UE will send an explicit indication that the request is for public safety services. The MME can use this indication to prioritize the request from public safety UEs over requests from normal UEs. The MME may also allocate necessary resources for handling the request by executing a pre-emption feature. The MME needs resources for fetching subscription data from the HSS, which can confirm that the UE is authorised to use public safety services.

Proposed Way forward:
CT1 is asked to discuss the concept described above and decide on an appropriate way forward to introduce prioritization of requests from public safety UEs on NAS layer. In order to introduce prioritization of requests from public safety UEs on AS layer, RAN2 guidance should be obtained. If CT1 believes that stage 2 guidance is necessary as well, then it is proposed to send a LS to SA2.
