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1. Introduction
TS 23.179 defines the use of pre-established sessions..

2. Summary of Changes
This contribution includes the MCPTT Server Pre-established session establishment procedure based upon the OMA PCPS 1.0 procedure.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.uuu.
8
Pre-established session

8.1
General

8.2
Session establishment

8.2.1
MCPTT client procedures

8.2.2
MCPTT server procedures

Upon receiving an initial SIP INVITE request that includes a Conference-factory-URI in the Request-URI but no invited member(s), the MCPTT Server performing the Participating MCPTT Function: 

1.
may reject the SIP INVITE request with a SIP 503 "Service Unavailable" response depending on the value of the requested QoE Profile if QoE Profiles are enabled and a risk of congestion exists as specified in 3GPP TS 24.www [xx] "Procedures at the PoC Server performing the Participating MCPTT Function". The MCPTT Server may include a Retry-After header field to the 503 "Service Unavailable" response as specified in IETF RFC 3261 [YY];
Editor’s Note: the use of QoE profiles is FFS.
Editor’s Note: the MCPTT Client Procedures at the PoC Server performing the Participating MCPTT Function are FFS.
NOTE 1:
The MCPTT Client is allowed to re-attempt the MCPTT Session establishment after the time defined by the Retry-After header field.

2.
shall return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause [ABCD Warning header field], if the MCPTT Server does not support Pre-established Session. Otherwise, continue with the rest of the steps;
Editor’s Note: subclause [ABCD Warning header field] needs to be provided in a future contribution.
NOTE 2:
Pre-established Session is an optional function; hence, the above condition is for the case where the MCPTT Server does not support this optional function.

3.
shall check whether the Conference-factory-URI is allocated and perform the actions specified in subclause [ABCD Conference-factory URI does not exist] if it is not allocated. Otherwise, continue with the rest of the steps;
Editor’s Note: subclause [ABCD Conference-factory URI does not exist] needs to be provided in a future contribution.
4.
shall perform actions to verify the Authenticated Originator's MCPTT Address of the MCPTT Client and authorize the request according to local policy, and if not authorized, the MCPTT Server shall return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause [ABCD Warning header field]. Otherwise, continue with the rest of the steps;

Editor’s Note: subclause [ABCD Warning header field] needs to be provided in a future contribution.
5.
shall validate that there is at least one Media Stream for which the Media Parameters and at least one codec offered in the SIP INVITE request are acceptable by the MCPTT Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

6.
shall authorize according to local policy whether the Served MCPTT User indicated by the Authenticated Originator's MCPTT Address is entitled to request manual answer override, if a Priv-Answer-Mode header field with the value 'Auto' is present in the request and if not authorized or if manual answer override is not supported the MCPTT Server shall return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause [ABCD Warning header field]. Otherwise continue with the rest of the steps

Editor’s Note: subclause [ABCD Warning header field] needs to be provided in a future contribution.
7.
shall allocate a URI to be used as a conference URI that identifies the Pre-established Session; 

8.
shall cache the Nick Name contained in the Authenticated Originator's MCPTT Address as specified in subclause [ABCD Nick Name];
Editor’s Note: subclause [ABCD Nick Name] needs to be provided in a future contribution.
Editor’s Note: TS 22.179 has a requirement for alphanumeric identifiers ([R-5.8-002] The MCPTT Service shall provide a mechanism for each User ID to be associated with an alphanumeric identifier (with a minimum length of N3) (i.e., alias) assigned by an MCPTT Administrator), however the need for and use of a Nick Name is FFS.
9.
shall check if a Resource-Priority header field is included in the SIP INVITE request according to rules and procedures of IETF RFC 4412 [zz], if the 'Official Government Use' QoE Profile is supported. If included the MCPTT Server shall:

a)
perform actions to authorize the Resource-Priority header field, as specified in subclause [ABCD QoE Profiles]. If the Resource-Priority header field cannot be authorized, the MCPTT Server shall reject the request with a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause [ABCD Warning header field];

Editor’s Note: subclause [ABCD QoE Profiles] needs to be provided in a future contribution.
Editor’s Note: subclause [ABCD Warning header field] needs to be provided in a future contribution.
b)
check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause [ABCD QoE Profile] If the QoE Profile attribute indicates other QoE Profile, the MCPTT Server shall reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header field";

Editor’s Note: subclause [ABCD QoE Profiles] needs to be provided in a future contribution.
Editor’s Note: subclause [ABCD Warning header field] needs to be provided in a future contribution.
c)
assign and cache 'Official Government Use' as the QoE Profile for the Pre-established Session; and
d)
apply preferential treatment to the SIP request, as specified in IETF RFC 4412 [zz], skip the next step and proceed with the rest of the steps; 

10.
shall perform actions to authorize a QoE Profile attribute included in the received SDP offer, as specified in subclause [ABCD QoE Profiles], if QoE Profiles are enabled and a QoE Profile attribute is included in the received SDP offer. The MCPTT Server shall:

Editor’s Note: subclause [ABCD QoE Profiles] needs to be provided in a future contribution.
a)
assign and cache the requested QoE Profile as the QoE Profile for the Pre-established Session if the requested QoE Profile is authorized; or
b)
return a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause [ABCD Warning header field] if the requested QoE Profile cannot be authorized. Otherwise continue with the rest of steps.

Editor’s Note: subclause [ABCD Warning header field] needs to be provided in a future contribution.
NOTE 3:
If QoE Profiles are enabled but no QoE Profile attribute is included, it means that Basic QoE Profile is implicitly requested and therefore is always authorized.

Editor’s Note: The use of QoE, Resource Priority header field and Offical Government Use in steps 9 and 10 is FFS.
11.
shall check whether the Contact header field includes the MCPTT Dispatcher feature '+g.poc.dispatcher', in case the MCPTT Dispatcher functionality is supported. If it is present, the MCPTT Server shall cache the presence of the MCPTT Dispatcher feature tag.

Editor’s Note: the need for MCPTT Dispatcher as separate functionality and a MCPTT dispatcher feature tag and its syntax is FFS.
12.
shall generate a SIP 200 "OK" response to the SIP INVITE request as follows:

a)
include a Contact header field containing the conference URI that identifies the Pre-established Session along with the MCPTT feature tag '+g.poc.talkburst' and the feature tag 'isfocus'. The MCPTT Server shall also include the MCPTT Dispatcher feature tag '+g.poc.dispatcher' if MCPTT Dispatcher functionality is supported in the Contact header field, if it was included by the MCPTT Client in the Contact header field of the initial SIP INVITE request.;

Editor’s Note: the need for a MCPTT feature tag and its syntax is FFS.
Editor’s Note: the need for MCPTT Dispatcher as separate functionality and a MCPTT dispatcher feature tag and its syntax is FFS.
b)
include an Allow header field with the SIP methods supported in this SIP dialog according to rules and procedures of IETF RFC 3261 [yy];

c)
include a Server header field to indicate the MCPTT release version of the MCPTT Server as specified in subclause [ABCD Release version in User-agent and Server header fields];

Editor’s Note: subclause [ABCD Release version in User-agent and Server header fields] needs to be provided in a future contribution.
d)
include the option tag 'timer' in a Require header field;

e)
include a Session-Expires header field according to rules and procedures of IETF RFC 4028 [aa], "UAS Behavior". The "refresher" parameter in the Session-Expires header field shall be set to 'uac';

f)
include the Conference-factory-URI in the Authenticated Originator's MCPTT Address as specified in the subclause [ABCD Authenticated Originator's MCPTT Address];
Editor’s Note: subclause [ABCD Authenticated Originator's MCPTT Address] needs to be provided in a future contribution.
g)
include a MIME SDP body as an SDP answer as specified in the subclause [ABCD "SDP answer generation]; and
Editor’s Note: subclause [ABCD "SDP answer generation] needs to be provided in a future contribution.
h)
include the option tag ‘tdialog’ in a Supported header field according to rules and procedures of IETF RFC 4538 [bb];

13.
shall interact with the MediaPlane as specified in 3GPP TS 24.www [xx] "Pre-established Session state diagrams – basic"; 

Editor’s Note: the MCPTT Server Pre-established Session state diagrams – basic are FFS.
NOTE 4:
Resulting User Plane processing is completed before the next step is performed.

14.
shall send the SIP 200 "OK" response towards the MCPTT Client according to the rules and procedures of the 3GPP TS 24.229 [cc]; and
15.
shall start the SIP Session timer using the value received in the Session-Expires header field according to rules and procedures of IETF RFC 4028 [aa].
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