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	Reason for change:
	1) SA2 recently agreed some stage 2 CRs to the TFT handling (CR 23.060-1923r1 [S2-143596] and CR 23.060-1934r2 [S2-144338]). 

Specifically, CR 23.060-1934r2 modified the MS requirements for the network requested secondary PDP activation procedure: when no TFT IE is present in the Request Secondary PDP Context Activation message the MS can either reject the message or respond with an Activate Secondary PDP Context Request without a TFT. The first option is new; the second one is the legacy behaviour according to pre-Rel-11 specifications.

CR 24.008-2655r7 (C1-145034) attempted to align TS 24.008 with these stage 2 CRs, however, some of the changes to the TFT checking during the PDP context modification procedure are not taking the first option into account correctly. E.g. according to stage 2 the MS is always allowed to reject a Request Secondary PDP Context Activation message without TFT IE, regardless whether another PDP context without associated TFT exists or not. 

Although in stage 2 the two options are described as equally possible MS behaviour, it is clarified that MS implementations need to support the first option at least for PDN connections that have been transferred from S1 mode to A/Gb or Iu mode and that the second option is mainly included for reasons of backwards compatibility with legacy networks.
2) In subclause 6.1.3.2.3, item f, the MS requirements for the case that the MS receives a REQUEST SECONDARY PDP CONTEXT ACTIVATION without TFT IE and there is already another PDP context with the same PDP address and APN without a TFT are missing. (The existing checks in subclause 6.1.3.3.3 only apply to the cases when a TFT IE is included.)

3) In two places, CR 24.008-2654r8 is referring to an SM cause "semantic errors in packet filter(s)" instead of the appropriate cause "semantic error in the TFT operation".

4) An MS or an network is allowed to delete or replace packet filters from a TFT (or to delete the whole TFT) only if the respective packet filters were created by the MS or the network itself. Any attempt to delete or replace a packet filter created by the peer entity is to be rejected by the peer entity. So far these checks have been described only in stage 2, but for completeness it is proposed to add them also to stage 3.
5) It is also proposed to align the network reaction for case 4 (TFT operation = "Delete existing TFT" and there is already another PDP context with the same PDP address and APN without a TFT") with the network reaction specified for Rel-11. I.e. if there is another PDP context without TFT for the same APN, then the network shall either reject the request or deactivate the old PDP context without TFT, but not the PDP context that was modified. - The currently specified network reaction (to process the deletion request and then deactivate the PDP context that was modified) does not help legacy MS implementations to recover from a PDP context desynchronization. If the network does not want to follow legacy behavior, it can use the other option and reject the request.
6) Case 7 ("TFT operation = "Delete packet filters from existing TFT" and this operation would render the TFT empty") can occur when the TFT configurations on the MS and the network side are out-of-sync, e.g. when an MS or network initiated PDP context modification fails after the 5th timeout of timer T3381 or timer T3386, respectively. This means in contrast to case 4 and 5 where a legacy MS or legacy network is intentionally trying to delete a whole TFT, this case can also occur if both MS and network are compliant to Rel-11.

It is therefore proposed to align the network behaviour with the corresponding network behaviour specified in TS 24.301 for the case of a UE requested bearer resource modification procedure: If the PDP context is the default PDP context, the network deletes the TFT and keeps the modified PDP context. If the PDP context is a non-default PDP context, the network deletes the TFT and then deactivates the non-default PDP context via explicit signalling.
According to TS 24.301, for the reverse case of an EPS bearer context modification of a dedicated EPS bearer context the UE will reject the modification request with ESM cause #41 "semantic error in the TFT operation". The reason for this specific UE behaviour is that in EPS the UE cannot by itself initiate the deactivation of the dedicated EPS bearer context. (For this specific case, there is no packet filter left on the UE side which the UE could ask the network to delete.) In TS 24.008, this obstacle does not exist, so it is proposed to allow as an option for the MS to delete the TFT and then deactivate the modified PDP context instead of sending a reject message.

7) According to CR 24.008-2654r8, the network shall always include a TFT in the Request Secondary PDP Context Activation message. This has not been reflected in the conditions for including the IE in clause 9.

	
	

	Summary of change:
	1) The description of the TFT checking during a PDP context modification procedure is corrected. The option to reject the deletion of a TFT associated with a non-default PDP context does not depend on the existence of another PDP context without TFT.

2) Requirement for the MS to deactivate the old PDP context without a TFT by explicit peer-to-peer signalling between the MS and the network is added.

3) The SM cause is corrected.

4) New items 3) and 6) are added to the list of TFT checks to be performed by the MS and the network, respectively. If the MS or the network tries to delete or replace packet filters from a TFT, or to delete the whole TFT, and the requested action affects packet filters created by the receiver or the request, the receiver shall reject the request with cause "semantic error in the TFT operation".
5) Network requirements for case 4 are aligned with Rel-11.
6) The network requirements for case 7 are aligned with the network behaviour for the corresponding case in TS 24.301. The MS has the option to align with the network behaviour or to send a reject message.
7) The condition for the inclusion of the TFT IE in the Request Secondary PDP Context Activation message is corrected.

	
	

	Consequences if not approved:
	1) Stage 3 TFT checks not aligned with stage 2. If all other PDP contexts are associated with a TFT, then according to stage 3 the MS will not diagnose a "semantic error in the TFT operation" when the network deletes the TFT from a non-default PDP context, but accept the deletion. As a consequence the non-default PDP context can de facto become a "default" PDP context for the routing of data packets which violates the intention of stage 2.

2) Missing requirement could result in an inconsistent behaviour for an MS implementing TFT check option B. (I.e. the MS could reject the REQUEST SECONDARY PDP CONTEXT ACTIVATION and keep the old PDP context without TFT which has already been deactivated locally on the network side.)

3) The MS or the network will send a wrong SM cause which is misleading about the reason for the failure of the procedure.
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	6.1.3.2.3, 6.1.3.3.4, 9.5.15.1a
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	Other comments:
	Due to some restructuring of TS 24.008, the subclauses impacted in the Rel-12 version of the specification are different from the subclauses impacted in the Rel-11 version of the specification.


6.1.3.2.3
Abnormal cases

The following abnormal cases can be identified:

a)
Expiry of timers

In the mobile station:

On the first expiry of the timer T3380, the MS shall resend the ACTIVATE SECONDARY PDP CONTEXT REQUEST and shall reset and restart timer T3380. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3380, the MS shall release all resources possibly allocated for this invocation and shall abort the procedure; no automatic PDP context activation re-attempt shall be performed. 


On the network side: 


On the first expiry of the timer T3385, the network shall resend the message REQUEST SECONDARY PDP CONTEXT ACTIVATION and shall reset and restart timer T3385. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3385, the network shall release possibly allocated resources for this activation and shall abort the procedure.
b)
MS initiated secondary PDP context activation procedure for an already activated PDP context (On the network side)


If the NSAPI matches that of an already activated PDP context, the network shall deactivate the existing PDP context locally without notification to the MS and proceed with the requested PDP context activation. The case of a TI match is described in subclause 8.3.2.
c)
no PDP context with linked TI activated (on the network side)

The network shall then check whether there is an activated PDP context for the TI given in the Linked TI IE in the ACTIVATE SECONDARY PDP CONTEXT REQUEST message. If there is no active PDP context for the specified TI, the network shall reply with an ACTIVATE SECONDARY PDP CONTEXT REJECT message, cause code indicating "unknown PDP context". 

d)
no PDP context with Linked TI activated (on the mobile station side) 


The MS shall check whether there is an activated PDP context for the TI given in the Linked TI IE in the REQUEST SECONDARY PDP CONTEXT ACTIVATION message. If there is no active PDP context for the specified TI, the MS shall reply with a REQUEST SECONDARY PDP CONTEXT ACTIVATION REJECT message, cause code indicating "unknown PDP context".
e)
MS initiated secondary PDP context activation procedure for a PDN connection established for emergency bearer services (on the network side)


If the MS initiated secondary PDP context activation procedure is for a PDN connection established for emergency bearer services the network shall reply with an ACTIVATE SECONDARY PDP CONTEXT REJECT message, cause code indicating "activation rejected, unspecified".
f)
no TFT IE is received in the REQUEST SECONDARY PDP CONTEXT ACTIVATION message (on the mobile station side)

The MS shall either: 
A)
reply with a REQUEST SECONDARY PDP CONTEXT ACTIVATION REJECT message, cause code indicating "semantic error in the TFT operation"; or

B)
optionally, to support networks compliant with earlier versions of the protocol, accept the network requested secondary PDP context activation and proceed as specified in subclause 6.1.3.2.1a. If another PDP context with the same PDP address and APN without a TFT exists, the MS shall deactivate this old PDP context without a TFT by explicit peer-to-peer signalling between the MS and the network.

If during a previous inter-system change from S1 mode to A/Gb or Iu mode the default PDP context linked to the new PDP context was mapped from an EPS bearer context, the MS shall follow option A.

NOTE 1:
A network implementing this version of the protocol will always include a request for a TFT when requesting the activation of a non-default PDP context.

If a PDP context for the TI given in the Linked TI IE exists, then the TFT in the ACTIVATE SECONDARY PDP CONTEXT REQUEST or the REQUEST SECONDARY PDP CONTEXT ACTIVATION message is checked for different types of TFT IE errors as follows:

a)
Semantic errors in TFT operations:

1)
When the TFT operation is an operation other than "Create a new TFT".


The network shall reject the activation request with cause "semantic error in the TFT operation".

The MS shall reject the activation request with cause "semantic error in the TFT operation".
b)
Syntactical errors in TFT operations:

1)
When the TFT operation is "Create a new TFT" and the packet filter list in the TFT IE is empty.

2)
Void.

3)
When there are other types of syntactical errors in the coding of the TFT IE, such as a mismatch between the number of packet filters subfield, and the number of packet filters in the packet filter list.


The network shall reject the activation request with cause "syntactical error in the TFT operation".

The MS shall reject the activation request with cause "syntactical error in the TFT operation".
c)
Semantic errors in packet filters:

1)
When a packet filter consists of conflicting packet filter components which would render the packet filter ineffective, i.e. no IP packet will ever fit this packet filter. How the network determines a semantic error in a packet filter is outside the scope of the present document. 
2)
When the resulting TFT does not contain any packet filter applicable for the uplink direction.
NOTE 2:
When BCM='MS only', the MS is allowed to include a TFT with packet filters without any explicit direction information, i.e. with value "00", and such packet filters are applicable for both uplink and downlink directions.

The network shall reject the activation request with cause "semantic errors in packet filter(s)".


The MS shall reject the activation request with cause "semantic errors in packet filter(s)".

d)
Syntactical errors in packet filters:

1)
When the TFT operation is "Create a new TFT" and two or more packet filters in the resultant TFT would have identical packet filter identifiers.

2)
When the TFT operation is "Create a new TFT" and two or more packet filters in all TFTs associated with this PDP address and APN would have identical packet filter precedence values.

3)
When there are other types of syntactical errors in the coding of packet filters, such as the use of a reserved value for a packet filter component identifier.


In case 2) the network shall not diagnose an error, further process the new activation request and, if it was processed successfully, delete the old packet filters which have identical filter precedence values. Furthermore, by means of explicit peer-to-peer signalling between the MS and the network, the network shall deactivate the PDP context(s) for which it has deleted the packet filters.


In cases 1) and 3) the network shall reject the activation request with cause "syntactical errors in packet filter(s)". 


In case 2) the MS shall not diagnose an error, further process the new activation request and, if it was processed successfully, delete the old packet filters which have identical filter precedence values. Furthermore, by means of explicit peer-to-peer signalling between the network and the MS, the MS shall deactivate the PDP context(s) for which it has deleted the packet filters.


In cases 1) and 3) the MS shall reject the activation request with cause "syntactical errors in packet filter(s)".
Otherwise, the network shall accept the activation request by replying to the MS with an ACTIVATE SECONDARY PDP CONTEXT ACCEPT message. In case of network requested secondary PDP context activation procedure the MS shall accept the activation request by replying to the network with an ACTIVATE SECONDARY PDP CONTEXT REQUEST message.
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Figure 6.5/3GPP TS 24.008: MS initiated secondary PDP context activation procedure
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Figure 6.5a/3GPP TS 24.008: Network requested secondary PDP context activation procedure

***** Next change *****
6.1.3.3.4
Abnormal cases

a)
Expiry of timers 


On the network side:


On the first expiry of timer T3386, the network shall resend the MODIFY PDP CONTEXT REQUEST message reset and restart timer T3386. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3386, the network may continue to use the previously negotiated QoS or it may initiate the PDP context deactivation procedure.


In the MS:


On the first expiry of timer T3381, the MS shall resend the MODIFY PDP CONTEXT REQUEST message reset and restart timer T3381. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3381, the MS may continue to use the previously negotiated QoS or it may initiate the PDP context deactivation procedure.

b)
Collision of MS and Network initiated PDP Context Modification Procedures


A collision of a MS and network initiated PDP context modification procedures is identified by the MS if a MODIFY PDP CONTEXT REQUEST message is received from the network after the MS has sent a MODIFY PDP CONTEXT REQUEST message itself, and both messages contain the same TI and the MS has not yet received a MODIFY PDP CONTEXT ACCEPT message from the network.


A collision is detected by the network in case a MODIFY PDP CONTEXT REQUEST message is received from the MS with the same TI as the MODIFY PDP CONTEXT REQUEST message sent to the MS.


In the case of such a collision, the network initiated PDP context modification shall take precedence over the MS initiated PDP context modification. The MS shall terminate internally the MS initiated PDP context modification procedure, enter the state PDP-Active and proceed with the network initiated PDP context modification procedure by sending a MODIFY PDP CONTEXT ACCEPT message. The network shall ignore the MODIFY PDP CONTEXT REQUEST message received in the state PDP-MODIFY-PENDING. The network shall proceed with the network initiated PDP context modification procedure as if no MODIFY PDP CONTEXT REQUEST message was received from the MS. 

c) Collision of MS initiated PDP Context Modification Procedures and Network initiated Deactivate PDP Context Request Procedures 


A collision of a MS initiated PDP context modification procedures and a network initiated PDP context deactivation procedures is identified by the MS if a DEACTIVATE PDP CONTEXT REQUEST message is received from the network after the MS has sent a MODIFY PDP CONTEXT REQUEST message, and the MS has not yet received a MODIFY PDP CONTEXT ACCEPT message from the network.


In the case of such a collision, the network initiated PDP context deactivation shall take precedence over the MS initiated PDP context modification. The MS shall terminate internally the MS initiated PDP context modification procedure, and proceed with the network initiated PDP context deactivation procedure by sending a DEACTIVATE PDP CONTEXT ACCEPT, enter the state PDP-INACTIVE. The network shall ignore the MODIFY PDP CONTEXT REQUEST message received in the state PDP-INACTIVE-PENDING. The network shall proceed with the network initiated PDP context deactivation procedure as if no MODIFY PDP CONTEXT REQUEST message was received from the MS.

d)
MS initiated PDP context modification procedure for a PDN connection established for emergency bearer services.


The network shall reply with a MODIFY PDP CONTEXT REJECT message with a cause code indicating "activation rejected by GGSN, Serving GW or PDN GW".
The TFT in the MODIFY PDP CONTEXT REQUEST message is checked for different types of TFT IE errors as follows:

a)
Semantic errors in TFT operations:

1)
When the TFT operation is "Create a new TFT" and there is already an existing TFT for the PDP context.

2)
When the TFT operation is an operation other than "Create a new TFT" and there is no TFT for the PDP context.

3)
When the TFT operation is "Delete existing TFT" and the TFT includes packet filters created by the receiver of the request.
4)
When the TFT operation is "Delete existing TFT" and there is already another PDP context with the same PDP address and APN without a TFT.

5)
When the TFT operation is "Delete existing TFT" and the PDP context is not the default PDP context.

6)
When the TFT operation is "Delete packet filters from existing TFT" or "Replace packet filters in existing TFT" and at least one of the packet filters to be deleted or replaced was created by the receiver of the request.
7)
When the TFT operation is "Delete packet filters from existing TFT" and this operation would render the TFT empty.


In the above cases the network shall perform the following actions:


In case 1) the network shall further process the new activation request and, if it was processed successfully, delete the old TFT.


In case 2) the network shall:

-
further process the new request and, if no error according to list items b), c), and d) was detected, consider the TFT as successfully deleted, if the TFT operation is "Delete existing TFT" or "Delete packet filters from existing TFT"; and
-
process the new request as an activation request, if the TFT operation is "Add packet filters in existing TFT" or "Replace packet filters in existing TFT".


In case 3) the network shall reject the modification request with cause "semantic error in the TFT operation".

In case 4) the network shall either:
-
reject the modification request with cause "semantic error in the TFT operation"; or

-
optionally, if the BCM is "MS only" and the packet filters in the TFT do not have any explicit direction information, i.e. the packet filter direction parameter is set to "00", process the new deletion request and, after successful deletion of the TFT,
 deactivate the old PDP context with the same PDP address and APN without a TFT by explicit peer-to-peer signalling between the MS and the network.

-
In case 5) the network shall either:
· reject the modification request with cause "semantic error in the TFT operation"; or

· optionally, if the BCM is "MS only" and the packet filters in the TFT do not have any explicit direction information, i.e. the packet filter direction parameter is set to "00", process the new deletion request.

In case 6) the network shall reject the modification request with cause "semantic error in the TFT operation".

In case 7) the network shall:

i)
if the PDP context is the default PDP context, further process the new request and, if no error according to list items b), c), and d) was detected, delete the existing TFT. After successful deletion of the TFT, if there was already another PDP context with the same PDP address and APN without a TFT,
 the network shall deactivate this old PDP context without a TFT by explicit peer-to-peer signalling between the MS and the network; and
ii)
if the PDP context is not the default PDP context, further process the new request and, if no error according to list items b), c), and d) was detected, delete the existing TFT. After successful deletion of the TFT, the network shall deactivate the modified PDP context by explicit peer-to-peer signalling between the MS and the network. The network need not respond with a Modify PDP Context Accept message.

In the above cases the MS shall perform the following actions:


In case 1) the MS shall further process the new activation request and, if it was processed successfully, delete the old TFT.


In case 2) the MS shall:

-
further process the new request and, if no error according to list items b), c), and d) was detected, consider the TFT as successfully deleted, if the TFT operation is "Delete existing TFT" or "Delete packet filters from existing TFT"; and
-
process the new request as an activation request, if the TFT operation is "Add packet filters in existing TFT" or "Replace packet filters in existing TFT".


In case 3) the MS shall reject the modification request with cause "semantic error in the TFT operation".

In case 4) the MS shall either:

A)
reject the modification request with cause "semantic errors in the TFT operation"; or
B)
optionally, to support networks compliant with earlier versions of the protocol, process the new deletion request and, after successful deletion of the TFT, deactivate the old PDP context with the same PDP address and APN without a TFT by explicit peer-to-peer signalling between the MS and the network.

NOTE 1:
This case is not expected to occur for a network implementing this version of the protocol, because at least one of the two PDP contexts without TFT will be a non-default PDP context. But for Bearer Control Mode 'MS/NW' such a network does not support an initial configuration where the old PDP context without TFT is a non-default PDP context, and the network will not attempt to delete the TFT of a non-default PDP context.

If during a previous inter-system change from S1 mode to A/Gb or Iu mode the default PDP context linked to the PDP context to be modified was mapped from an EPS bearer context, the MS shall follow option A.


In case 5) the MS shall either:


A)
reject the modification request with cause "semantic error in the TFT operation"; or
B)
optionally, to support networks compliant with earlier versions of the protocol, process the new deletion request.

NOTE 2:
A network implementing this version of the protocol will not attempt to delete the TFT of a non-default PDP context.

If during a previous inter-system change from S1 mode to A/Gb or Iu mode the default PDP context linked to the PDP context to be modified was mapped from an EPS bearer context, the MS shall follow option A.


In case 6) the MS shall reject the modification request with cause "semantic error in the TFT operation".

In case 7) the MS shall:

i)
if the PDP context is the default PDP context, further process the new request and, if no error according to list items b), c), and d) was detected, delete the existing TFT. After successful deletion of the TFT, if there was already another PDP context with the same PDP address and APN without a TFT, the MS shall deactivate this old PDP context without a TFT by explicit peer-to-peer signalling between the MS and the network; and
ii)
if the PDP context is not the default PDP context, either
-
further process the new request and, if no error according to list items b), c), and d) was detected, delete the existing TFT. After successful deletion of the TFT, the MS shall deactivate the modified PDP context by explicit peer-to-peer signalling between the MS and the network. The MS need not send a Modify PDP Context Accept message; or
-
reject the modification request with cause "semantic errors in packet filter(s)".

b)
Syntactical errors in TFT operations:

1)
When the TFT operation is an operation other than "Delete existing TFT" or "No TFT operation" and the packet filter list in the TFT IE is empty.

2)
When the TFT operation is "Delete existing TFT" or "No TFT operation" with a non-empty packet filter list in the TFT IE.

3)
When the TFT operation is "Replace packet filters in existing TFT" and the packet filter to be replaced does not exist in the original TFT.

4)
When the TFT operation is "Delete packet filters from existing TFT" and the packet filter to be deleted does not exist in the original TFT.

5)
When the TFT operation is "Delete packet filters from existing TFT" with a packet filter list also including packet filters in addition to the packet filter identifiers.

6)
When there are other types of syntactical errors in the coding of the TFT IE, such as a mismatch between the number of packet filters subfield, and the number of packet filters in the packet filter list.
7)
When the TFT operation is "No TFT operation" with an empty parameters list.

In case 3) the network shall not diagnose an error, further process the replace request and, if no error according to list items c) and d) was detected, include the packet filters received to the existing TFT.


In case 4) the network shall not diagnose an error, further process the deletion request and, if no error according to list items c) and d) was detected, consider the respective packet filter as successfully deleted.


Otherwise the network shall reject the modification request with cause "syntactical error in the TFT operation".


In case 3) the MS shall not diagnose an error, further process the replace request and, if no error according to list items c) and d) was detected, include the packet filters received to the existing TFT.


In case 4) the MS shall not diagnose an error, further process the deletion request and, if no error according to list items c) and d) was detected, consider the respective packet filter as successfully deleted.


Otherwise the MS shall reject the modification request with cause "syntactical error in the TFT operation".
c)
Semantic errors in packet filters:

1)
When a packet filter consists of conflicting packet filter components which would render the packet filter ineffective, i.e. no IP packet will ever fit this packet filter. How the receiver determines a semantic error in a packet filter is outside the scope of the present document. 
2)
When the resulting TFT, which is not assigned to the default PDP context, does not contain any packet filter applicable for the uplink direction.
NOTE 3:
When BCM is 'MS only', the MS is allowed to include a TFT with packet filters without any explicit direction information, i.e. with value "00", and such packet filters are applicable for both uplink and downlink directions.

The network shall reject the modification request with cause "semantic errors in packet filter(s)".


The MS shall reject the modification request with cause "semantic errors in packet filter(s)".
d)
Syntactical errors in packet filters:

1)
When the TFT operation is "Create a new TFT" or "Add packet filters to existing TFT" and two or more packet filters in the resultant TFT would have identical packet filter identifiers.

2)
When the TFT operation is "Create a new TFT" or "Add packet filters to existing TFT" or "Replace packet filters in existing TFT" and two or more packet filters in all TFTs associated with this PDP address and APN would have identical packet filter precedence values.

3)
When there are other types of syntactical errors in the coding of packet filters, such as the use of a reserved value for a packet filter component identifier.


In case 1), if two or more packet filters with identical packet filter identifiers are contained in the new request, the network shall reject the modification request with cause "syntactical errors in packet filter(s)". Otherwise, the network shall not diagnose an error, further process the new request and, if it was processed successfully, delete the old packet filters which have the identical packet filter identifiers.


In case 2) the network shall not diagnose an error, further process the new request and, if it was processed successfully, delete the old packet filters which have identical filter precedence values. Furthermore, by means of explicit peer-to-peer signalling between the MS and the network, the network shall deactivate the PDP context(s) for which it has deleted the packet filters.


Otherwise the network shall reject the modification request with cause "syntactical errors in packet filter(s)".

In case 1), if two or more packet filters with identical packet filter identifiers are contained in the new request, the MS shall reject the modification request with cause "syntactical errors in packet filter(s)". Otherwise, the MS shall not diagnose an error, further process the new request and, if it was processed successfully, delete the old packet filters which have the identical packet filter identifiers.


In case 2) the MS shall not diagnose an error, further process the new request and, if it was processed successfully, delete the old packet filters which have identical filter precedence values. Furthermore, the MS shall deactivate the PDP context(s) for which it has deleted the packet filters by means of explicit peer-to-peer signalling between the MS and the network,.


Otherwise, the MS shall reject the modification request with cause "syntactical errors in packet filter(s)".
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Figure 6.6/3GPP TS 24.008: Network initiated PDP context modification procedure
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Figure 6.7/3GPP TS 24.008: MS initiated PDP context modification procedure

***** Next change *****
9.5.15a.1
TFT

The network shall include this IE. This IE provides the MS with uplink and downlink packet filters.
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