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***** Next change *****
4.9.1.3
Communication Barring rules

The Communication Barring service is configured with an ordered set of forwarding rules. The XML Schema reuses the rule syntax as specified by common policy draft (see IETF RFC 4745 [16]). The rules take the following form:

      <cp:rule id="rule66">

        <cp:conditions>








condition1








condition2

        </cp:conditions>

        <cp:actions>

          <allow>false</allow>

        </cp:actions>

      </cp:rule>

When the AS providing the service processes a set of rules, the AS shall start executing the first rule. If:

-
the rule has no <conditions> element;

-
the rule has an empty <conditions> element; or

-
conditions are present and they all evaluate to true;

then the rule matches and the specified action is executed.
Applied to the fragment above which shows the case where conditions are present this means that only if the expression (condition1 AND condition2) evaluates to true then the rule66 matches call is executed, if there are more matching rules then the resulting actions shall be combined according to the procedure specified in the common policy draft (see IETF RFC 4745 [16]). If one of the matching rules evaluates to allow=true then the resulting value shall be allow=true and the call continues normally, otherwise the result shall be allow=false and the call will be barred. If there are no matching rules then the result shall be allow=true.
By adding rules where the action is allow=true, a white list of allowed conditions can be formed. User or operator provided white lists can be built. Operator defined rules are not shown in the user's configuration document.
The "id" attribute value of a rule shall uniquely identify the rule within a rule set. This can be used in XCAP usage to address one specific rule.

