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	Reason for change:
	When a privacy service performs one of the functions corresponding to a privacy level listed in the Privacy header, it SHOULD remove the corresponding priv-value from the Privacy header in accordance with clause 5 of RFC 3323.

On the other hand, in order to enable the terminating UE to distinguish the request of OIR, the terminating AS specified in TS 24.607 does not remove the priv-value "id". As for the other priv-values used in OIR (i.e. "header" and "user"), there are no descriptions regarding the removal of these priv-values in TS 24.607, even if the AS performs corresponding privacy service; therefore, there are two possible implementations for terminating OIP AS, which conforms to TS 24.607:
-
Alt 1. The OIP AS does not remove priv-value(s) of "header" / "user", because there is no removal procedure in TS 24.607.

-
Alt 2. The OIP AS remove priv-value(s) of "header" / "user" in accordance with RFC 3233, because TS 24.607 does not specify the difference with RFC 3323 regarding the removal procedure, although only "id" priv-value is specified as an exception (i.e. "id" is not removed).
In both solution there is no impact to terminating UE(terminating UE can distinguish the request of OIR) and the other terminating ASs(the ACR AS can reject the request of OIR). 
However the indication of the request of OIR is priv-value "id" as described in subclause 4.5.2.9 of TS 24.607.

NOTE 1:
The priv-value "id" in the Privacy header will be used by the terminating UE to distinguish the request of OIR by the originating user.
Then to align with RFC 3233 procedure, the terminating AS removes the priv-value "header" and "user"(as describe in Alt2 above).

	
	

	Summary of change:
	Added an procedure to remove the priv-value "header" and "user" at terminating AS.
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	An implementaer may miss understand that there is a difference between TS 24.607 and IETF RFC 3325.
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***** 1st change *****
4.5.2.9
Actions at the AS serving the terminating UE
If OIP service of the terminating user is not activated, then the AS shall remove any P-Asserted-Identity or Privacy header fields included in the request. Additionally, the Application Server may as a network option anonymize the contents of the From header field by setting it to a default non significant value. As a network option, if the terminating user has an override category, the AS shall send the P-Asserted-Identity header fields and remove the Privacy header fields.
Based on local policy, if a P-Asserted-Identity header field and a From header field exist and carry different user identities, the AS may remove the P-Asserted-Identity header fields. As part of this policy, this removal can be limited to scenarios where the From header field fulfils some operator specific prerequisites (e.g. specific national number ranges).

NOTE 1:
This option is used to achieve an identical behaviour for different access types where just one identity is provided to the UE.
When the Privacy header field is set to "id", with the exception of the cases listed above, the AS should not remove this Privacy header entry.

NOTE 2:
The priv-value "id" in the Privacy header will be used by the terminating UE to distinguish the request of OIR by the originating user.

If the request includes the Privacy header field set to "header" the AS shall:

a)
anonymize the contents of all header fields containing private information that are not "user configurable" in accordance with IETF RFC 3323 [6];
b)
add a Privacy header field with the priv-value set to "id" if not already present in the request; and
c)
remove the priv-value "header" from the Privacy header field in accordance with IETF RFC 3323 [6].
NOTE 3:
The Privacy header field value "header" does not apply to the identity in the From header field.
If the request includes the Privacy header field set to "user" the AS shall remove or anonymize the contents of all "user configurable" headers (e.g. the From header field), and remove the priv-value "user" from the Privacy header field in accordance with IETF RFC 3323 [6]. In the latter case, the AS may need to act as transparent back‑to‑back user agent as described in IETF RFC 3323 [6].
***** End of change *****
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