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	Reason for change:
	WebRTC access to IMS does not specify emergency calls. However, for UE non-detected emergency call, it is specified that eP_CSCF shall send a 380 response. However, current version of spec still contains some ENs wrt handling of 380 (Alternative Service) that is sent in case of UE-non-detected emergency call.

ENs relate to : how UE would react on reception of the 380, how the eP-CSCF would populate the contents of the 380.



	
	

	Summary of change:
	Include a NOTE for the WIC describing that this versin of the spec does not specify how UE would react on receptin of a 380 received in response to a UE-non-detected emergency request. It is left up to implemenation as to how to handle such a situation (any reaction is most likely related to the internal structure of the UE and hence is hard to be specified).

For eP-CSCF introduce a reference to 24.229 to describe the content of 380.
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***** Next change *****
7.2.4
WIC emergency call
A WIC shall not attempt to establish a session when the WIC can detect that the number dialled is an emergency number.
Note 1:
Emergency calls originated from a WIC are not supported in this version of the specification.
Note 2:
The WIC can receive a 380 (Alternative Service) response to a WIC non-detected emergency call. The current version of the specification does not describe how the WIC reacts on receiving a 380 (Alternative Service) response.

***** Next change *****
7.4.4
WIC emergency call
If the eP-CSCF receives an initial request for a dialog, or a standalone transaction, or an unknown method, for a registered user, the eP-CSCF shall inspect the Request-URI. The eP-CSCF shall consider the Request URI of the initial request as a emergency service identifier, if it is an emergency numbers or an emergency service URN from the configurable lists that are associated with:

1)
the country of the operator to which the eP-CSCF belongs to; and

2)
the country of roaming partners, if the request originates from a different country then the country of the network to which the eP-CSCF belongs to. If Gm based W2 is used, then access technology specific procedures are described in each access technology specific annex of 3GPP TS 24.229 [3] to determine from which country and roaming partner the request was originated; and

3)
if the country from which the request originates cannot be determined then all lists are associated.
If the eP-CSCF detects that the Request-URI of the initial request for a dialog, or a standalone transaction, or an unknown method matches one of the emergency service identifiers in the associated lists then the eP-CSCF shall:

A)
If item 1) applies then determine whether the request originates from the same country as the country of the network to which the eP-CSCF belongs. If Gm based W2 is used, then access technology specific procedures are used as described in each access technology specific annex of 3GPP TS 24.229 [3] to determine from which country and roaming partner the request was originated. If the request originates from the same country, then the eP-CSCF depending on operator policy shall:

a)
reject the request as appropriate for the signalling in use. If Gm based W2 is used, then send 380 (Alternative Service) response and populate the contents of the 380 (Alternative Service) as specified in 3GPP TS 24.229 [3] sub-clause 5.2.10.4; or

b)
proceed the request as specified in of 3GPP TS 24.229 [3] sub-clause 5.2.10.4 for the case where the request is not rejected; or

B)
in all other cases the eP-CSCF shall reject the request as appropriate for the signalling in use. If Gm based W2 is used, then send a 380 (Alternative Service) response and populate the contents of the 380 (Alternative Service) as specified in 3GPP TS 24.229 [3] sub-clause 5.2.10.4.


