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5.2.1.1
General

The UE implements the role of an XCAP client, as described in subclause 5.3.1 accessing the XCAP application usage as described in subclause 6.2.

For systems where Generic Authentication Architecture [6] is used, the UE shall support the authentication mechanisms specified in 3GPP TS 33.222 [6] and 3GPP TS 24.109 [5].
For systems where Generic Authentication Architecture [6] is not used, the UE shall support IETF RFC 2617 [3] according to ETSI TS 183 038 [12] and shall support the TLS profile specified in 3GPP TS 33.310 [r33310] annex E in all procedures of ETSI TS 183 038 [12] where TLS support according to IETF RFC 2246 [4] is specified.

For systems where Generic Authentication Architecture [6] is not used, the UE may support the authentication mechanisms specified in 3GPP TS 33.141 [17] annex D.
On sending an HTTP request, the UE may indicate the user's identity intended to be used with the AS by adding a HTTP X‑3GPP‑Intended‑Identity header (3GPP TS 24.109 [5]) to the outgoing HTTP request. If the authentication mechanism specified in 3GPP TS 33.141 [17] annex D is used, the UE shall add a HTTP X‑3GPP‑Intended‑Identity header field.
***** Next change *****
5.2.3.1
General

An Application Server implements the role of an XCAP server as described in subclause 5.3.2 providing the XCAP application usage as described in subclause 6.2.

For systems where Generic Authentication Architecture [6] is used, the AS shall support the authentication mechanisms specified in 3GPP TS 33.222 [6] and 3GPP TS 24.109 [5].
For systems where Generic Authentication Architecture [6] is not used, the AS shall support IETF RFC 2617 [3] according to ETSI TS 183 038 [12] and shall support the TLS profile specified in 3GPP TS 33.310 [r33310] annex E in all procedures of ETSI TS 183 038 [12] where TLS support according to IETF RFC 2246 [4] is specified.
Procedures regarding Operator Determined Barring (ODB) are defined in 3GPP TS 24.315 [16].

For systems where Generic Authentication Architecture [6] is not used, the AS may support the authentication mechanisms specified in 3GPP TS 33.141 [17] annex D.
