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	Reason for change:
	The proposed change is to clarify a behaviour which is already used within the CS/PSTN world. With providing two identities it is needed to either choose one which shall be provided towards the user equipment or provide all available identities.
TS 22.081 defines:
If for the line identity of the calling party or the connected party additional line identification is received (additional calling party/connected party number) in a PLMN this additional line identification shall be used for the presentation purpose of the line identification presentation services.
Within ISUP the "additional calling party identification" is represented by the Generic Number Parameter with qualifier "Additional Calling Party Number". This ISUP parameter corresponds to the SIP From header field. It will be mapped to the From header field within MGCF interworking (see interworking rules in TS 29.163).

The GSM UNI protocol (TS 24.008) supports just the transmission of one calling party identification (Calling Party BCDNumber parameter in SETUP), this is different from the ISDN access protocol (DSS.1) which allows to provide a sequence of Calling Party Numbers.

If the calling party (within any network) has provided an additional calling party number which is allowed to be forwarded by the originating network (no screening option) for an incoming call to a VoLTE subscriber a behaviour as follows should apply:

a) T-ADS results in CS Domain: call is offered via GSM MSC and 2/3G RAN, CLI standards 22.081 applies
The UE will receive just the additional calling party (with parameter Calling Party BCDNumber) and will display this number

b) T-ADS results in PS Domain: call is offered via IMS and 4G RAN
The UE shall receive the same information as for the GSM case (a)

When choosing one identity to present the preference should be the From header field due to the fact that either the from header field is screened by the network and contains the same information as the P-Asserted-Identity header field or it has more information included directly from the other peer. Such information will be not screened due to the special arrangement option which is used especially for PBX users to provide e.g. their extension or a central freecall call-back number.

Within the PSTN either the additional information was displayed or both.

To have the same user experience it is proposed to clarify the text for the OIP Service to reflect that if both identities are available then, as an operator option, the AS serving the terminating UE can remove the P-Asserted-Identity header field so that only the From header field is sent towards the terminating UE.

Fraud/Security Considerations:
For some networks or national environments there might be concerns that the FROM header provided by the calling side can not be trusted (Note: this issue exists for the GSM/ISDN “Additional Calling Party Number” Parameter as well). Therefore the requirement is introduced as option which might be enabled/disabled according to individual operator policy.

	
	

	Summary of change:
	Add an operator option for the AS serving the terminating UE to remove the P-Asserted-Identity header field.

	
	

	Consequences if not approved:
	In certain scenarios (e.g. when using the No Screening Option), the wrong calling information will be presented at the terminating UE. This may lead to wrong UE behaviour at the customer site and to certain call-back scenarios not working correctly (i.e. a wrong number is called back).
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1st change
4.5.2.9
Actions at the AS serving the terminating UE
If OIP service of the terminating user is not activated, then the AS shall remove any P-Asserted-Identity or Privacy header fields included in the request. Additionally, the Application Server may as a network option anonymize the contents of the From header field by setting it to a default non significant value. As a network option, if the terminating user has an override category, the AS shall send the P-Asserted-Identity header fields and remove the Privacy header fields.
Based on local policy, if a P-Asserted-Identity header field and a From header field carrying a different user identity exist, the AS may remove the P-Asserted-Identity header fields. As part of this policy, this removal can be limited to scenarios where the From header field fulfils some operator specific prerequisites (e.g. specific national number ranges).
NOTE 1:
This option is used to achieve an identical behaviour for different access types where just one identity is provided to the UE.
When the Privacy header field is set to "id", with the exception of the cases listed above, the AS should not remove this Privacy header entry.

NOTE 2:
The priv-value "id" in the Privacy header will be used by the terminating UE to distinguish the request of OIR by the originating user.

If the request includes the Privacy header field set to "header" the AS shall:

a)
anonymize the contents of all header fields containing private information that are not "user configurable" in accordance with IETF RFC 3323 [6]; and

b)
add a Privacy header field with the priv-value set to "id" if not already present in the request.

NOTE 3:
The Privacy header field value "header" does not apply to the identity in the From header field.

If the request includes the Privacy header field set to "user" the AS shall remove or anonymize the contents of all "user configurable" headers (e.g. the From header field) in accordance with IETF RFC 3323 [6]. In the latter case, the AS may need to act as transparent back-to-back user agent as described in IETF RFC 3323 [6].
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