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1. Overall Description:

SA3 thanks OMA COM for their LS contained in S3-14213 on the versions of TLS used in 3GPP specifications.  


3GPP SA3 had the same concern that “referencing different versions of TLS in different specifications needed to implement a product may cause great complexity for implementations to be compliant with the specifications”.
3GPP decided to specify the profiles for use of TLS in a single place to make it simpler to ensure that the number of different profiles was across 3GPP specifications was minimised. The profiles are specified in 

TS 33.310 “Network Domain Security (NDS); Authentication Framework (AF)” in Annex E 
http://www.3gpp.org/ftp/Specs/archive/33_series/33.310/33310-c20.zip
3GPP recently approved a number of CR’s to this specification to take into account specific deployment scenarios and some recent changes in the referenced IETF RFC’s  

Annex E of TS33.310 states “The present Annex contains the general 3GPP TLS profile. Other 3GPP specifications (e.g. TS 33.203 [9], TS 33.220 [10], etc.)  point to the present Annex. Thus parts of the present Annex may also apply to devices and network nodes as specified in other specifications. New specifications using TLS should refer to this profile with as few exceptions as possible”

2. Actions:

To OMA COM
ACTION: 
OMA COM to kindly take the above information into account and come back to 3GPP SA3 if there are any further questions.   
3. Date of Next SA3 Meetings:

SA3#78
26-30 January 2015
Sorrento, Italy

SA3#79
20-24 April 2015
Nanjing, China
