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1. Introduction
CT1 has discussed long during the whole last year, including LS exhange [13] and SA1-CT1 joint session, on the UE behaviour upon unsuccessful PDP conect activation/PDN connectivity procedure with #50 or #51 and particularly the condition that plays the equivalent PLMN (ePLMN). However, CT1 did not reach any conclusion.

This discussion paper provides a history of the issue including the standard situation from Rel-8 to Rel-10 and what happened in Rel-11, and finally outlines and proposes a compromised way forward to conclude on this controversial issue.

2. History
Back in 2012 an operator brought up to the attention of CT1 a scenario on IP version mismatch which in their view required standardization (see C1-120124 [4] and C1-121151 [5]). The scenario discussed back in 2012 is the following:

Precondition: The IP version which the UE request during PDP context activation/ PDN connectivity request may be configured in the UE; ”IPv4IPv6” -IPv4 and IPv6-, “IPv4” -IPv4 only- or “IPv6” -IPv6 only- (see TS 23.401, 24.301). The level of granularity can be IP version to used per APN. However, there have been seen UE implementations which support only one IP version configuration; either “IPv4” or “IPv6”. Also, there are network deployments which supports one single IP version configuration (PDN GW)
I. UEs camping in E-UTRAN (LTE) which request one IP version configuration (“IPv6”). 
II. The network however only supports IPv4, and therefore rejects the request with #50 “PDN type IPv4 only”. 
III. The UE sticks on (re-)attempting to get IPv6 which results in a wasteful operation as the network can only provide IPv4 connectivity
Several questions were raised, as for example:

Why does the network provide the UE with #50 and #51 for an unsuccessful PDP context activation/PDN connectivity request? Why not to use other reject cause values, e.g., 26 “insufficient resources” or #27 “missing or unknown APN” or even #31 “request rejected, unspecified”?
The answer is that from Rel-8 and Rel-10 the use of reject cause #50 or #51 is of course allowed by both 3GPP TS 24.008 [2] and 3GPP TS 24.301 [3] as an arrival of PDN connectivity/PDP context request. Operator can provide these cause values in proprietary way though other reject cause values provide a more deterministic behaviour as being standardized the UE behaviour. Also, for at least one operator the use of #50 or #51 is considered providing a better reason of request rejection.
Why do some UEs stick in requesting to the very same PLMN the same IP version configuration as being just rejected?

The answer is that though the use of reject cause #50 or #51 is of course allowed  the receipt of reject cause #50 or #51 in the unsuccessful case is not standardized (Up to UE implementation). 
Observation 1: Though the use of #50 or #51 seems very limited for the case of PDP context activation/PDN connectivity request rejection, the network is allowed by the specs to use #50 and #51. However, there is a clear risk of using it as the UE behaviour from Rel-8 to Rel-10 is not standardized.

CT1 after several meeting and further discussion concluded with agreement of a set of CR in Rel-11 (see C1-122017 - 2018 [6]). In short, the UE shall not automatically send another request for the same APN that was sent by the UE using the same PDN type, until a “new PLMN is selected”, the PDN type which is used to access to the APN is changed, the UE is powered off or the USIM deactivated.
Observation 2: Note that an ePLMN is also considered a “new PLMN” in the original agreed solution. Hence, any successful change to a different PLMN than the one rejecting the UE is a new PLMN.

Later a second set of CRs was agreed which updated the original solution in a way that the UE is not allowed to retry the rejected IP version configuration requet in any ePLMN (see C1-123315 – 3316 [7]).
In 2013, discussion started on the consequences and use-cases behaviour as a consequence of the second set of CRs (see C1-134708 [8]). A conference call was also held and set of CRs were provided during several meetings (see [9] – [11]) as well as lots of discussion was brought up in CT1. Some of the points brought up are: 

· If the UE is rejected with #50 or #51 and changes between ePLMNs, then the UE cannot attempt to (re-)establish the PDN connection/PDP context. This means that the reject cause #50 and #51 cut across ePLMNs.
· That could be fine as long as all ePLMNs included in the list stored in the UE support the very same IP version configuration.
· But if they do not, then the UE should not apply that across all ePLMNs so the user could get service. Worse case is if some operator do and some do not (there could be cases of IPv4 or IPv6 addressing being different between ePLMNs).
· Further the amendment mandated that the PLMNs on a ePLMN list are ‘required’ to support exactly the same IP version configuration addressing.
· That can be seen in contradiction with the current requirement identified only that ePLMN applies to "PLMN selection, cell selection/reselection and handover“ (see 3GPP TS 22.011 [1]). Also, some operators raised that the specificaiton text  can damage operator’s differentiation while others believe that flexibility should be provided to operators which want to use make the ePLMNs similar.
The set of CRs in [11] were agreed in CT1 with one sustained objection, but were not approved in CT Plenary after objections from four companies. While it was understood that the concept of ePLMNs does not apply equivalency of IP addressing, it was understood that the solution proposed should take into consideration existing deployments that deploy ePLMNs with IP addressing equivalency, and hence comply to the existing text in the specifications that mandate equivalency of IP addressing.
Two proposals have been discussed by CT1; a set of CRs from Rel-11 to revert to the original agreed solution so that the ePLMN is considered a new PLMN (see C1-144507 - 4510 [14]), and a set of CRs from Rel-12 to add a new mechanism between the UE and the network that will guide the UE when receiving #50 or #51 whether to retry the request when either in a new PLMN which is not the rejecting one or a new PLMN which is also not an ePLMN (see C1-143472 - 3473 [15]).
The rationale behind both proposals is very similar:

The ePLMN concept should not be used to indicate equivalence of anything else than "PLMN selection, cell selection/reselection and handover” as per requirements in 3GPP TS 22.011 [1].
Additionally, from Rel-11 for unsuccessful PDP context activation/PDN connectivity procedure, on receiving the SM cause code #50, #51, the UE is not allowed to initiate PDP context activation/PDN connectivity procedure in ePLMN . This means that:

· The user will not be able to get packet service even if a PLMN other than the registered PLMN in the ePLMN list provides that service.

· An operator cannot deploy a network with ePLMNs that have different support for PDN connections, e.g. PLMN A cannot just support IPv4 PDN connections and PLMN B cannot just support IPv6 PDN connections if they are both equivalent PLMNs.
Some operators have indicated that any conclusion on this topic for their point of view should be optional as they do not want to be forced to buy, test or deployed  particular solution for a problem is not theirs. But there is interest for others to have a mechanism to decide how they UE should behave if they decide to use #50 or #51 to reject PDP context activation/PDN connectivity requests. Finally, some technical concerns have been raised to the new mechanism to guide the UE how to behaved upon receipt of #50 or #51 but the proposal could be fixed.
Observation 3: Several companies believe that the Rel-11 standardized final solution is not optimal and can lead to problems, and therefore changes from Rel-11 are needed. However, others indicate that flexibility should be provided at least in Rel-12 for operators in order to decide how the UE should behave.
3. Compromised solution
It has to be considered the legacy UE behaviour for finding any compromised solution. Note that Rel-8 to Rel-10 UEs are allowed attempting to retry the rejected request upon #50 or #51 (Hundreds of millions of terminals deployed).

A compromised solution is found which consists of fixing the technical concerns with the Samsung proposal (in Rel-12; see C1-143472 - 3473 [15]), and making it clearly optional for operators which want such a behaviour (new indication in the request and reject messages). At the UE side, to define default behaviour for the case the indicator is not provided, i.e., the default action is the original agreed solution of allowing the UE to attempt to retry in new PLMN.
In Rel-11, it is proposed to have a solution based on see C1-144507 - 4510 [14] but updated so that the UE is allowed retrying or even may not retry at all (it would be an implementation option if the MS considers a new PLMN neither as the registered PLMN nor in the list of equivalent PLMNs).
4. Conclusions
This paper shows that CT1 has for very long discussed on existing Rel-11 specification text introduced into specs due to a solution to a sort of quite specific scenario which was standardized in Rel-11. This solution was later updated in order not to retry a rejected request of IP version configuration with #50 or #51 in an ePLMN.

The current specification text can lead to issues as the user will not be able to get packet service even if a PLMN other than the registered PLMN in the ePLMN list provides that service and an operator cannot deploy a network with ePLMNs that have different support for PDN connections if they are both equivalent PLMNs.
A compromise has been found and this compromised solution is proposed to be adopted by CT1 to conclude on the controversial issue long discussed by the group (CRs in C1-150335 – C1-150341).
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