Page 1



3GPP TSG-CT WG1 Meeting #90 
C1-150306
Sorrento (Italy), 2-6 February 2015
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	24.608
	CR
	0028
	rev
	-
	Current version:
	12.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	x
	Radio Access Network
	
	Core Network
	x


	

	Title:

	Send from-change option only to PBXes

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	C1

	
	

	Work item code:
	TEI13
	
	Date:
	2015-01-26

	
	
	
	
	

	Category:
	C
	
	Release:
	Rel-13

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	The TIP information can be provided to the originating user in two different ways, either PAI is used or the from-change mechanism specified in RFC 4916. The latter is only meaningful if the UE can do an internal re-targeting. The only UEs that can do that are UEs performing the functions of an external attached network.

	
	

	Summary of change:
	Introduce the term "UE performing the functions of an external attached network". Restrict the sending of the from-change option tag to UEs performing the functions of an external attached network.
In addition, minor editorial corrections and the term destination UE has been changed to terminating UE.

	
	

	Consequences if not approved:
	Unclear unnecessary requirements for a normal UE to support the from-change functionality.

	
	

	Clauses affected:
	3.1, 4.5.2.9, 4.5.2.12

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


***** Next change *****
3.1
Definitions

For the purposes of the present document, the following terms and definitions apply:

Call Session Control Function (CSCF): See 3GPP TS 23.002 [1].
dialog: See IETF RFC 3261 [9].
header: See IETF RFC 3261 [9].
header field: See IETF RFC 3261 [9].
identity information: all the information (IETF RFC 2806 [11] / IETF RFC 2396 [7] / ITU-T Recommendation E.164 [12]) identifying a user, including trusted (network generated) and/or untrusted (user generated) addresses

NOTE:
Identity information takes the form of either a SIP URI (see IETF RFC 3261 [9]) or a "tel" URI (see IETF RFC 3966 [8]).

incoming initial request: all requests intended to initiate either a dialog or a standalone transaction received from the served user

Interconnection Border Control Function (IBCF): See 3GPP TS 24.229 [2].
method: See IETF RFC 3261 [9].
outgoing initial request: all requests intended to initiate either a dialog or a standalone transaction terminated by the served user

provisional response: See IETF RFC 3261 [9].
public user identity: See 3GPP TS 23.228 [14], subclause 4.3.3.2 and 3GPP TS 24.229 [2].

request: See IETF RFC 3261 [9].
response: See IETF RFC 3261 [9].
session: See IETF RFC 3261 [9].
(SIP) transaction: See IETF RFC 3261 [9].
supplementary service: See ITU-T Recommendation I.210 [13], clause 2.4.
tag: See IETF RFC 3261 [9].

trusted identity information: network generated user public identity information
UE performing the functions of an external attached network: see 3GPP TS 24.229 [2]
***** Next change *****
4.5.2.9
Actions at the AS serving the terminating UE
For a terminating user who subscribes to the TIR service in "permanent mode", if a SIP response to a SIP request includes a Privacy header field that is set to "none", the AS shall remove the "none" value from the Privacy header field. The AS shall insert a Privacy header field set to "id" if not already present.

If an INVITE request with a Supported header field including an option tag "from-change" is received and
-
the terminating user subscribes to the TIR service in "permanent mode"; or

-
the terminating UE is not a UE performing the functions of an external attached network;
the AS shall remove the option tag "from-change".

For a terminating user who subscribes to the TIR service in "temporary mode" with default set to "restricted", if a SIP response to a SIP request does not include a Privacy header field, the AS shall insert a Privacy header field set to "id".

For a terminating user who subscribes to the TIR service in "temporary mode" with default set to "not restricted" normal procedures apply.

As a terminating network option, if the "no screening" special arrangement does not exist with the terminating user and an UPDATE request is received from the terminating user, then the AS may attempt to match the information in the From header field with the set of registered public user identities for the served user. If no match is found, the AS may change the value of the From header field in the UPDATE request to the public user identity of the served user.

***** Next change *****
4.5.2.12
Actions at the terminating UE
A terminating UE performing the functions of an external attached network receiving an initial request including a Supported header field with the option tag "from-change" and supporting the "from-to" change shall send within a provisional or final response the Supported header field with the option tag "from-change".

A terminating UE performing the functions of an external attached network receiving an initial request including a Supported header field with the option tag "from-change" may send an UPDATE request with an updated from header field according to the rules of IETF RFC 4916 [17].

The terminating UE, if the terminating user wishes to override the default setting of "presentation not restricted" of the TIR service in temporary mode, shall include a Privacy header field with privacy type of "id" in any non-100 responses it sends upon receipt of a SIP request.

The terminating UE , if the terminating user wishes to override the default setting of "presentation restricted" of the TIR service in temporary mode, shall include a Privacy header field with privacy type of "none" in any non-100 responses it sends upon receipt of a SIP request.

NOTE:
It is assumed that TIR subscribers support IETF RFC 3325 [6].

***** End of change *****
