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	Reason for change:
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The UE could be pre-configured with the FQDN of the P-CSCF or its IPv4 address. For the case of having the operator pre-configured the P-CSCF as FQDN, present specification states RFC 1123 as the reference for FQDN. This can lead to misunderstanding of how to encode the FQDN. FQDN is an unambiguous domain name which consists of host name and domain name including TLD (top-level domain) with host name being a special type of domain name. However, in the context of SIP RFC 3261 should be followed.
It is proposed to use RFC 3261 which provides the actual syntax, quote of section 25.1:

[..]

host             =  hostname / IPv4address / IPv6reference

hostname         =  *( domainlabel "." ) toplabel [ "." ]

domainlabel      =  alphanum

                    / alphanum *( alphanum / "-" ) alphanum

toplabel         =  ALPHA / ALPHA *( alphanum / "-" ) alphanum
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	Reference to RFC 3261 in order to provide the syntax of how to encode the FQDN. Note that the alternative of provisioning an IPv4 address for the P-CSCF is kept unchanged.

	
	

	Consequences if not approved:
	FQDN encoding is defined as per RFC 1123 and not to RFC 3261 on SIP. RFC 3261 provides clear syntax for implementers in section 25.1. The lack of use of RFC 3261 for clear syntax can lead to misunderstanding on how to encode the FQDN. Current specification can lead to misunderstanding and potentially different implementations.
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3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

AC
Application Characteristics

CN
Core Network

CP
Client Provisioning

CSCF
Call Session Control Function

DDF
Device Description Framework

DM
Device Management

FQDN
Fully Qualified Domain Name

ICSI
IMS Communication Service Identifier

IMS
IP Multimedia core network Subsystem

IP
Internet Protocol

ISIM
IM Services Identity Module

MO
Management Object

OMA
Open Mobile Alliance

P-CSCF
Proxy – CSCF

PDP
Packet Data Protocol

SIP
Session Initiation Protocol

SS
Supplementary Services
UE
User Equipment

USIM
Universal Subscriber Identity Module
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5.9
/<X>/P-CSCF_Address

The P-CSCF_Address leaf defines an FQDN or an IPv4 address to an IPv4 P-CSCF.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Access Types: Get, Replace
-
Values: <A FQDN> or <an IPv4 address>
The P-CSCF_Address leaf shall only be used in early IMS implementations as described in 3GPP TS 23.221 [3].

The FQDN, or host name as defined in subclause 25.1 of RFC 3261 [yz].

EXAMPLE:
pcscf.operator.com
***** Next change *****
5.24
/<X>/LBO_P-CSCF_Address/<X>/Address

The Address leaf defines the FQDN of a P-CSCF.

-
Occurrence: One

-
Format: chr

-
Access Types: Get, Replace
-
Values: <A FQDN>, <an IPv4 address>, <an IPv6 address>
The FQDN, or host name as defined in subclause 25.1 of RFC 3261 [yz].

EXAMPLE:
pcscf.operator.com

