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Abstract:
In CT1#88bis, when C1-143839 was discussed, queries were raised about the logic and the use of the PLMN indicator in the proposed Reattempt indicator IE. This paper explains the 'whys' behind that PLMN indicator, elaborates on the use case scenarios being addressed and attempts to answers the questions raised in CT1#88bis about the use of the PLMN indicator.
1.
General & Background
1.1
APN and services
In 23.003, clause 9 and its subclauses, the following text can be found about 'APN'.
In the GPRS backbone, an Access Point Name (APN) is a reference to a GGSN.

………

The APN is composed of two parts as follows:

· The APN Network Identifier; this defines to which external network the GGSN/PGW is connected and optionally a requested service by the MS. This part of the APN is mandatory.

· The APN Operator Identifier; this defines in which PLMN GPRS/EPS backbone the GGSN/PGW is located. This part of the APN is optional.

……….
An APN Network Identifier may be used to access a service associated with a GGSN/PGW. This may be achieved by defining:

· an APN which corresponds to a FQDN of a GGSN/PGW, and which is locally interpreted by the GGSN/PGW as a request for a specific service, or

· an APN Network Identifier consisting of 3 or more labels and starting with a Reserved Service Label, or an APN Network Identifier consisting of a Reserved Service Label alone, which indicates a GGSN/PGW by the nature of the requested service. Reserved Service Labels and the corresponding services they stand for shall be agreed between operators who have GPRS/EPS roaming agreements.

From these it is clear that the APN points to the GGSN and in addition it can point to a specific service.
Some example constructs of APNs – which can readily found over the internet – are 
APN: wap.vodafone.co.uk

APN – general.t-mobile.uk
APN: payandgo.o2.co.uk
And if one look at GSMA's IR 92 and IR 88, one would see that GSMA has established that IMS services have to be identified by the IMS "well-known" APN.

1.2
Roaming architecture, Home routed services, Local breakout services
When a mobile is in its home PLMN, its (packet) services are naturally delivered by the home network through its own GGSN/P-GW. When a mobile is roaming its (packet) services can be delivered through either home based routing or by local breakout. The 3GPP GPRS and EPS system is purposefully designed to support this. 23.401, figure 4.2.2-1 and figure 4.2.2-2 illustrates this.
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(23.401, Figure 4.2.2-1) – Home routed


(23.401, Figure 4.2.2-2) – Local breakout
Each Home operator can decide which service for its home users are to be home routed or can be delivered through local breakout. Such decision of the Home operator is at the APN level. Furthermore, each Home operator will in their roaming agreement with roamed to networks, lay out which services/APN is to be home routed and which is allowed local breakout.
It is useful here to note that this APN level agreements of services for which the VPLMN shall route back to HPLMN or can provide local breakout are at the Session Management level. By the time this APN level / session management decision is checked the mobile would already have got passed mobility management roaming checks of the VPLMN.

2.
Use of the PLMN indicator (in Reattempt indicator IE)

C1-143839 proposed the following decode for the Reattempt indicator IE
	8
	7
	6
	5
	4
	3
	2
	1
	

	Reattempt scope indicator IEI
	octet 1

	Length of Reattempt scope indicator contents
	octet 2

	0

Spare
	0

Spare
	0

Spare
	0

Spare
	ePLMN
	PLMN
	RAT
ext
	RAT
int
	octet 3


where the decode for the PLMN indicator is mentioned as
PLMN (octet 3, bit 3)
0

UE is not allowed to repeat the request upon entering any new PLMN

1

UE is allowed to repeat the request upon entering any new PLMN
The purpose is that when the NW rejects the MS's/UE's SM/ESM request made against a particular APN, the NW in providing the Reattempt indicator, in particular the PLMN indicator, can restrict the MS/UE from making repeated SM/ESM request for that same APN even if the UE changes to another PLMN.
The NW will make such a restriction when the NW knows full well that for that particular service (for that particular APN), even changing PLMN will not change the fact that the UE will not be allowed access to that service/APN.

Note:
In C1-143839 (and its subsequent revisions), it is made clear that the provision of the Reattempt indicator is tied to the provision of T3396 in the ESM reject message.
So consider the following example use of the PLMN indicator bit:-
· In current CT1 specification so far, for reject cause #26 and #27, for both these cases our understanding is that T3396 is kept running, even if the UE changes to a non-equivalent PLMN.
Through use of this PLMN indicator, the network can thus explicitly indicate allowance or no allowance of SM/ESM retry for reject cause #26 or #27 or for another reject cause #xx where the cause of reject is related to an issue located at/detected by the HPLMN operator’s own GGSN or P-GW and local break-out is not allowed for the requested APN or local breakout will not change the root cause of the issue (for an example of the latter see next item). In such situations retrying at the VPLMN or changing to another VPLMN does not improve the situation.
· Consider reject cause #8 (Operator Determined Barring). If the Home operator determines that the UE is barred for that APN due to "barring of access to all except some specific APNs" (see 3GPP TS 23.015), that UE is barred for that APN no matter where that mobile changes PLMN to.

In short, in this case the PLMN indicator bit is most effective when used in situations where a retry for services of a particular APN is of little use even if MS/UE change to another PLMN as the home operator has determined there is an issue for that request service/APN. This explicit indication benefits not just signalling between visited and home network it also saves the MS/UE from wasting its battery power or the radio resources in the VPLMN.
A second example use is related to the discussion whether a "reject is effective for all equivalent PLMNs" vs. "effective for a single PLMN only":

· According to one of the proposals currently under discussion, a reject with a T3396 value will be effective as long as the UE remains within the list of equivalent PLMNs. With our proposal the network could explicitly indicate "UE is allowed to repeat the request upon entering a new PLMN" (maybe in combination with "retry allowed after inter-system change"), and by this the network could permit the UE to retry the rejected action even after a PLMN change within the list of equivalent PLMNs.

3.
(Some) Questions, concerns and answers

The following questions, concerns were raised and we take this opportunity to properly answer them.
· A VPLMN using this PLMN indicator can block out a UE from getting services in another PLMN

· Response:
The restriction of reattempt is only for a specific APN. The MS/UE is not blocked out from all services in the PLMN providing the reject or in another PLMN, if MS/UE should do a PLMN change to another (V)PLMN.
· A VPLMN (say PLMN_A) can abuse this PLMN indicator bit and block a competitor's (PLMN_B) mobile even after it changes PLMN (to PLMN_C).
· Response:
Note that a potential misuse is not something created by our proposal. Already today, a malicious VPLMN rejecting a MS's/UE's SM/ESM request with #26 or #27 along with a large T3396 value can lock out a competitor's mobile even after the mobile changes PLMN.
Generally, it should be clear that the NW's reject that carries the PLMN indicator bit is at SM/ESM level. i.e. PLMN_A and PLMN_B need to have a roaming agreement so that the subscriber of PLMN_B can register with PLMN_A. Only after that will the SM/ESM level be considered. If PLMN_A and PLMN_B do not have roaming agreements the MS/UE would not even get pass mobility management registration. Such roaming agreements – which do follow GSMA roaming principles – have in the past been relied on to safeguard VPLMN locking out inbound roamers and here it will be the same.
· The use of this PLMN indicator bit caters for home routed services/APNs but what if in a VPLMN that same service/APN is provide through local breakout?
· Response:
The HPLMN operator (and any VPLMN operator) certainly knows whether local breakout is permitted for a specific APN or not. If local breakout is permitted, then the simple rule for the HPLMN operator (like for any other operator) is "in case of doubt, don't forbid retry for other PLMNs".
· Why promote this in Rel-12 when the issues of restricting mobile SM/ESM retries within SINE tend to place control of retry in inter-PLMN cases as open issues not for Rel-12.
· Response:
In fact, the last CT1 conference call on (E)SM retry, had some discussions on catering for home routed services/APNs and others services/APNs through local breakout.
But in our view CT1 should avoid mixing up two different issues which can (and actually should) be discussed decoupled of each other:

1) One issue is the signalling between network and UE, and here CT1 can focus on how the UE shall react on a certain indication from the network. We do not see any reason why CT1 could not proceed with this part in Rel-12.

2) Separate from this is the discussion which indication the network (MME/SGSN or P-GW/GGSN) should provide under which conditions. This discussion is likely to involve also other groups like CT4 and could go on even beyond Rel-13. But once the UE – network signalling is in place in Rel-12, there is no time pressure any longer. The essential point for us is that we would like to avoid too many different flavours of UE behaviour.
4.
Conclusion and proposal

We conclude that introducing a PLMN indicator bit to explicitly allow Operators to allow or disallow a MS/UE to retry SM/ESM request for specific APN even if MS/UE changes PLMN, is a good way forward and ensures forward compatibility to future improvements to SINE and other work related to managing MS/UE (re)attempts when changing to ePLMNs.
We have thus submitted a revision of the 24.301 CR first submitted in C1-143839 and this can be found in C1-144465. A corresponding CR to 24.008 is also submitted in C1-144466.
