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***** First change *****
1
Scope

The present document specifies the network selection, including authentication and access authorization using authentication, authorization and accounting (AAA) procedures used for the interworking of the 3GPP system and WLANs. In addition to these, the present document also specifies the tunnel management procedures used for establishing an end-to-end tunnel from the WLAN UE to the 3GPP network via the Wu reference point.

The present document is applicable to the WLAN user equipment (UE) and the network. In this technical specification the network includes the WLAN and 3GPP network.

Tunnel management signalling is carried between WLAN-UE and WLAN by WLAN access technology specific protocols, however this signalling is transparent to the WLAN.

Tunnel management procedures are defined to be independent of the underlying WLAN access technology and as such can be reused independently of the underlying technology.

The present document specifies procedures within I-WLAN necessary in order for IMS emergency calls to be supported when I-WLAN is used as the underlying access network. These involve both network selection as well as tunnel management procedures.
WLAN network selection as specified in 3GPP TS 24.302 [28] supersedes I-WLAN for UE WLAN selection.

NOTE:
For 3GPP systems including the 3GPP Evolved Packet Core (EPC), the appicable EAP-AKA procedures are provided in 3GPP TS 24.302 [28].
No further changes to this specification are intended. If any future evolution of this specification is necessary, it should be documented in other specifications.

***** Next change *****
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 23.122: "Non-Access-Stratum functions related to Mobile Station (MS) in idle mode".

[1A]
3GPP TS 23.003: "Numbering, addressing and identification".

[1B]
3GPP TS 23.002: "Network architecture".

[1C]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.234, Release 11: "3GPP system to Wireless Local Area Network (WLAN) interworking; System description".

[3]
3GPP TS 29.234, Release 11: "3GPP system to Wireless Local Area Network (WLAN) interworking; Stage 3".

[3A]
3GPP TS 29.161: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services with Wireless Local Area Network (WLAN) Access and Packet Data Networks (PDN)".

[4]
Void

[5]
3GPP TS 33.234: "3G security; Wireless Local Area Network (WLAN) interworking security".

[6]
IETF RFC 3748 (June 2004): "Extensible Authentication Protocol (EAP)".

[7]
IETF RFC 1035 (November 1987): "Domain names - implementation and specification".

[8]
Void

[9]
IETF RFC 4187 (January 2006): "Extensible Authentication Protocol Method for 3rd Generation Authentication and Key Agreement (EAP AKA)".

[10]
IETF RFC 4186 (January 2006): "Extensible Authentication Protocol Method for GSM Subscriber Identity Modules (EAP-SIM)".

[11]
IEEE Std 802.11 (2007: "Standard for Information Technology - Telecommunications and information exchange between systems - Local and Metropolitan Area networks - Specific requirements - Part 11: Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) specifications".

[12]
IETF RFC 4284 (January 2006): "Identity selection hints for Extensible Authentication Protocol (EAP)".

[13]
3GPP TS 31.102: "Characteristics of the USIM application".

[14]
IETF RFC 5996 (September 2010): "Internet Key Exchange Protocol Version 2 (IKEv2)".

[15]
IETF RFC 4303 (December 2005): "IP Encapsulating Security Payload (ESP)".
[16]
IETF RFC 4739 (November 2006): "Multiple Authentication Exchanges in the Internet Key Exchange (IKEv2) Protocol".
[16A]
IETF RFC 5216 (March 2008): "The EAP-TLS Authentication Protocol".

[17]
IETF RFC 3629 (November 2003): "UTF-8, a transformation format of ISO 10646".

[18]
IETF RFC 2474 (December 1998): "Definition of the Differentiated Services Field (DS Field) in the IPv4 and IPv6 Headers".
[19]
IETF RFC 2475 (December 1998): "An Architecture for Differentiated Services".
[20]
3GPP TS 23.107: "Quality of Service (QoS) concept and architecture".

[21]
GSMA PRD IR 34: "Inter-PLMN Backbone Guidelines".

[22]
3GPP TS 31.111: "Universal Subscriber Identity Module (USIM), Application Toolkit (USAT)". 
[23]
IEEE Std 802.11u™-2011: "Standard for Information technology - Telecommunications and information exchange between systems - Local and metropolitan area networks - Specific requirements Part II: Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) specifications Amendment 9: Interworking with External Networks".

[24]
OMA-DDS-DM_ConnMO_WLAN-V1_0-20081024-A: "Standardized Connectivity Management Objects WLAN Parameters", Approved Version 1.0 – 24 Oct 2008.
[25]
Void

[26]
3GPP TS 24.235: "3GPP System to Wireless Local Area Network (WLAN) interworking Management object".
 [27]
Void

[28]
3GPP TS 24.302: "Access to the 3GPP Evolved Packet Core (EPC) via non-3GPP acces networks; Stage3".
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