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INTRODUCTION
GSMA IREG RILTE sent an LS to CT asking about how the erasure operation is to be implemented over Ut reference point.

This discussion document assumes that SA1 will confirm that the UE must support the erasure operation for CFx supplementary services.

ANALYSIS
On the Ut reference point, activation (deactivation) operation is performed by removing (adding) <rule-deactivated> element in the <conditions> element of the XML document. 

According to subclause 4.5.1a of 24.604:

For erasure of diversion information for the services CFU, CFB, CFNR, CFNL, CFNRc and CD, the mechanisms specified in subclause 4.5.0 should be used. The diverted-to party address of the services CFU, CFB, CFNR, CFNL, CFNRc and CD can individually be erased at the subscribers request by using the mechanisms specified in subclause 4.5.0.
The above sentence implies that it must be possible for a user to erase the target in a rule. This means that the user wishes to not remember the <target> in this rule any more. Of course, erasing the target must also result in the deactivation of that rule.

The XML schema in RFC 4745 defines the <conditions> element and <actions> element under <rule> element. Under the <rule> element, both <conditions> and <actions> are optional. RFC 4745 does not specify the possible actions. The list of possible actions is specified in 24.604, as <forward-to-type>.
So, in order to perform erasure operation, the following possibilities exist:

1. Encode null string as the value of <target> element. 
· Based on the XML schema, it is not possible to include a null string as the target URI

2. Do not include <target> element in <actions> element. 
· This violates the XML schema in 24.604 of the definition of the complex type “forward-to-type”, which mandates the inclusion of <target>.

3. Do not include <actions> element. 
· This is allowed by the XML schema in RFC 4745 as it is clearly mentioned that <actions> is optional to include in a <rule>. Any time <actions> element is removed from a <rule>, the element <rule-deactivated> must also be included in the <conditions> element, as otherwise the <condition> will evaluate to true and hence any subsequent <rule>s in the ruleset will not be evaluated, resulting in a behavior not expected by the user.
4. Delete the entire <rule>. While at the first glance, this may look like a viable solution, there are limitations to this approach.

· When the UE powers up, it performs a HTTP GET on the entire simservs document to determine the services whose service configuration can be manipulated by the user. Any service that is not listed in the simservs document will be deemed to be not authorized for this user. If the entire <rule> were to be deleted upon erasure and there is only one <rule> with <conditions> that identify a CFx supplementary service, then subsequently, the UE will conclude, based on the retrieved XML document, that the UE is not authorized for that supplementary service and will prevent the user from modifying the configuration for that rule.
5. Delete the entire <ruleset>. While at the first glance, this may look like a viable solution, restrictions similar to the one listed in the previous item also apply.
CONCLUSION

It is proposed that the option 3 from the above list be chosen as the method to implement erasure.
