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	Reason for change:
	Currently SCC AS procedures for “P -CSCF releasing early dialog during PS to PS access transfer” are specified such that SCC AS would receive a 503 response. This is the case for a source accee leg with a terminating session in alerting state. However, in such a case, the SCC AS will not receive a 503 as RFC 3261 defines the following

RFC3261 (red part):
16.7 Response Processing
  6.  Choosing the best response
 A proxy which receives a 503 (Service Unavailable) response SHOULD NOT forward it upstream unless it can determine that any subsequent requests it might proxy will also generate a 503. In other words, forwarding a 503 means that the proxy knows it cannot service any requests, not just the one for the Request-URI in the request which generated the 503.  If the only response that was received is a 503, the proxy SHOULD generate a 500 response and forward that upstream.

So even in cases where the P-CSCF sends a 503, the S-CSCF will forward a 500, i.e. SCC AS will only see a 500 response in the case that P-CSCF releases the terminating session in early dialog state.


	
	

	Summary of change:
	In SCC AS, include a condition to receive 500 (Server Error) to cover P-CSCF releasing early dialog during PS to PS access transfer 

	
	

	Consequences if not approved:
	SCC-AS handling the “P-CSCF releasing an early dialog” is handled incorrectly, and hence Access transfer for early dialog fails as session towards originating side is released as delay timer is not started. 
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***** Next change *****
10.3.6
P-CSCF releasing early dialog during PS to PS access transfer

When the SCC AS that supports PS to PS access transfer for early dialogs, receives either:

1)
a SIP BYE request on the Source Access Leg, with the Reason header field containing a SIP 503 (Service Unavailable) response code, that is releasing an early dialog on the Source Access Leg originated by the SC UE;

2)
a SIP CANCEL request on the Source Access Leg, with the Reason header field containing a SIP 503 (Service Unavailable) response code, that is releasing an early dialog on the Source Access Leg originated by the SC UE; 
3)
a SIP 503 (Service Unavailable) response on the Source Access Leg, that is releasing an early dialog on the Source Access Leg terminating at the SC UE;
4)
a SIP 500 (Server Internal Error) response on the Source Access Leg, that is releasing an early dialog on the Source Access Leg terminating at the SC UE;
the SCC AS shall delay the release of the associated early dialog toward the the remote UE on the Remote Leg and retaining the information pertaining to the early dialog on the Source Access Leg for a specific time interval. Subsequently, if the SCC AS:

-
receives within this time interval an initial SIP INVITE request on the Target Access Leg associated with the early dialog on the Source Access Leg, then the SCC AS shall not initiate the release of the early dialog toward the the remote UE on the Remote Leg; or

-
does not receive within this time interval an initial SIP INVITE request on the Target Access Leg associated with the early dialog on the Source Access Leg, then the SCC AS shall initiate the release of the early dialog toward the the remote UE on the Remote Leg and delete the information pertaining to the early dialog on the Source Access Leg.
NOTE:
The time interval is defined by the operator policy. The value of 8 seconds is an appropriate value for the time interval.

