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Abstract:
This paper discusses the SA1 Stage 1 requirements that relates to CT1 for Application specific Congestion control for Data Communication (ACDC) - given in 22.011 v13.1.0 - and proposes a way forward on meeting those Stage 1 requirements for Rel-13.
1.
ACDC service description & requirements

The Stage 1 service descriptions of ACDC given in TS 22.011 v13.1.0, subclause 4.3.5.1 have been copied and pasted below.
Using these Stage 1 service descriptions and requirements, we have highlighted requirements which need to be considered by CT1. The green highlighted texts are considered to be clear requirements. The blue highlighted text appears to be ambiguous. In the following sections we shall analyse these requirements (green highlight and blue highlight) and suggest ways to make progress on ACDC work in CT1.

Other Stage 1 requirements that we have not highlighted remains to be fulfilled are considered to be in the domain of other 3GPP WGs. We will not discuss these in this paper.
Application specific Congestion control for Data Communication (ACDC) is an access control mechanism for the operator to allow/prevent new access attempts from particular, operator-identified applications in the UE. The network can prevent/mitigate overload of the access network and/or the core network. This feature is optional.

ACDC categories are ranked in the order of the probability of being restricted. The operator assigns an application that needs minimal restriction to a higher ranked ACDC category. This reduces the impact to access attempts from such applications. Structuring controls in this way ensures that the same principle holds for roaming UEs, if the visited operator chooses to make ACDC applicable to roamers.

There may be many applications on a UE that are not assigned an ACDC category. Such applications should be treated by the UE as part of the lowest ranked ACDC category.  If the operator requires differentiation with respect to these uncategorized applications, the operator should avoid assigning applications to the lowest ranked ACDC category.
And here below, are the ACDC Stage 1 requirements given in TS 22.011 v13.1.0, subclause 4.3.5.2 
-
This feature shall be applicable to UTRAN and E-UTRAN.

-
This feature shall be applicable to UEs that are not a member of one or more of Access Classes 11 to 15.

-
The home network shall be able to configure a UE with at least four ACDC categories to each of which particular, operator-identified applications are associated. The categories shall be ranked in order of the probability of being restricted.

Note:
Provisioning of the ACDC categories in the UE is the responsibility of the HPLMN operator, and the categorization is outside the scope of 3GPP.

Note:
A mechanism needs to be provided that enables the UE to verify that the provisioning of the configuration originates from a trusted source.

-
The serving network shall be able to broadcast, in one or more areas of the RAN, control information per each ACDC category, indicating e.g. barring rates, and whether a roaming UE shall be subject to ACDC control.
-
The UE shall be able to control whether or not access attempt for certain application is allowed, based on this broadcast control information and the configuration of categories in the UE.

Note:
Communication already in progress is exempted from this control.
-
The serving network shall be able to simultaneously indicate ACDC with other forms of access control.

-
When both ACDC and ACB controls are indicated, ACDC shall override ACB.
-
In the case of multiple core networks sharing the same access network, the access network shall be able to apply ACDC for the different core networks individually. For the mitigation of congestion in a shared RAN, barring rates should be set equal for all Participating Operators.
2.
Analysis

From the green highlighted text which we consider to be clear requirements for CT1, we surmise the following:
S1. The ACDC categories and the applications to be included in each of these ACDC categories have to be provisioned by the operator onto the mobile.
S2. The provisioning of such ACDC information is done by the Home Operator only.
The Visited PLMN/Operator is (in Rel-13 at least) not allowed to provision or modify the ACDC related information that is in the mobile.

S3. The mechanism to provision, modify, add or remove ACDC information onto the mobile must be secure and mobile receiving such information must know the source is trusted.
S4. The provisioning mechanism must support of at minimum 4 ACDC categories and to each of these categories, the Home Operator must be able to associate uniquely identifiable applications.
S5. Each ACDC category contains identities of applications that can start when the network is under a certain congestion level. Any application not explicitly assigned to an ACDC category is treated by the UE as belonging to the lowest ranked ACDC category which will be the first category (but not necessary the only category) subject to barring when congestion occurs. In this far, the ACDC data (in the mobile) can be considered as a white list of applications as opposed to a black list of applications.

S6. Whilst the Visited PLMN cannot modify, add or remove the ACDC information provisioned onto the mobile, the Visited PLMN can decide that roaming mobiles need to apply ACDC when onset (or abatement) of ACDC is made know to the roaming mobile.

The blue highlighted service descriptions and requirements appear to be ambiguous. CT1 should adopt some common interpretation to facilitate progress of ACDC work in CT1. To that end we propose the following working positions:
WP1. When it is described that This feature is optional, we propose the position shall be that the use of ACDC in the network is an operator decision. NW vendors can choose to offer this feature and UE vendors can also choose to implement support of this feature.
WP2. Where it is stated that ACDC is applicable to UTRAN and E-UTRAN, we propose the position that ACDC is only applicable to the PS domain of UTRAN and not needed to be supported for the CS domain. We take this position based on our understanding that ACDC is about control on starting up applications in times of congestions. Such applications run on smartphones and they run over the PS domain only.

WP3. Where it is noted that ACDC categorization is outside the scope of 3GPP, we propose to take the working position that it is an operator's decision how many categories are used and which application is mapped to which category. CT1 only has to specify the mechanism for the operator to do such provisioning.
WP4. For Communication already in progress is exempted from this control, we suggest that ACDC checks are made when an application starts. But once that application has started and is ongoing no further ACDC checks will be made even if the ACDC information over the broadcast channels changes. 
WP5. Where it is stated that When both ACDC and ACB controls are indicated, ACDC shall override ACB, we propose that when an application starts, and it passes the ACDC check, then the AS needs to be informed that for the following access ACB needs to be skipped..
WP6. Furthermore When both ACDC and ACB controls are indicated, ACDC shall override ACB, we further propose that when an application starts, and it passes the ACDC check, then the AS needs to be informed that for the following access EAB needs to be skipped.
3.
Proposal

3.1
On provisioning of ACDC data onto the mobile
Because
· it is the Home Operator who can provision ACDC data onto the mobile;

· the Visited PLMN/Operator (at present Rel-13) is not allowed to provision to the mobile. This might conceivable change in future;

· categorisation of mobile's applications is up to the Home Operator;

· it is up to the provisioning Operator to choose its way of identifying applications within the categories of ACDC

· the method of provisioning must be secure and mobile can be sure it is from a trusted source

we propose that the mechanism - to provision such ACDC data on the mobile - be the OMA DM method.

Using OMA DM, and thus implying use of a Management Object (MO) gives added flexibility in characterising applications within the ACDC categories. By this we mean that the Operator can choose to characterize or identify an application based on, example, 
· APN of the PDN connection they are using

or based on the characteristics of the IP packets they are sending, e.g. 

· the destination IP address of the IP packets;

· the destination port number;

· the protocol type;

or a combination of these criteria. This is not dis-simliar to the way criteria for Inter-system Routing Policies (ISRP) have been defined.
Then for operators who feel that such characterization by APN is too broad and wishes more detail and refinement, those operators can choose criteria like 

· the operating system-specific application ID (OSAppID) and 

· the domain name (i.e. the FQDN that was resolved into the destination IP address)

This is not dis-similar to the criteria introduced for Data Identification in ANDSF (DIDA).

Having mentioned the flexibility of using different criteria to characterize applications against ACDC categories, and that some of the criteria have been in use in the ANDSF MO, the temptation is there to suggest that the ACDC data could be yet another branch of the ANDSF MO. We however, do not subscribe to that view and instead we propose that a new ACDC MO be introduced.

The reasons we prefer to introduce a new MO for ACDC are:-

· ANDSF is about Access Domain selection. By virtue of that it does not fit well with ACDC which is about control on starting up of applications when there is network congestion and congestion controls are being applied.

· The ANDSF MO in TS 24.312 is getting very bloated and cumbersome. Maintenance of 24.312 is already challenging. This situation is borne out by the number of past occasions that CT1 had discussed splitting up of the ANDSF MO. While on each of such occasions CT1 decided not to go ahead to split ANDSF MO, it is nevertheless accepted that ANDSF MO is getting unwieldy.

3.2
On taking on proposed working positions
As we indicated above, the blue highlighted Stage 1 texts do not give completely clear and precise requirements. We have offered our interpretations. We have no doubt that there can be others who have different interpretations of the blue highlighted text. Thus we put forward the working positions derived from our interpretations to CT1 for agreement. We hope that these interpretations will engender discussions to reach agreement on working positions on the blue highlighted texts for CT1 to proceed work on ACDC.
4.
Conclusion and way forward

We conclude that the best way forward to fulfil the requirement on provisioning of ACDC data on the mobile is to introduce a new Management Object (MO) for ACDC specific use. We seek this as the CT1 agreed way forward.
The working positions given above are our proposal on taking common interpretations of the blue highlighted stage 1 text. We propose that CT1 discussed these working positions above. If not all or none of the working positions are found acceptable to CT1, we urge that CT1 conclude on a way and means to arrive at common understanding so that CT1 as a whole have the same interpretation of the blue highlighted stage 1 text.
